TSG-SA WG 1 IP Framework Adhoc
TSG S1-IF-010009 

Dallas, Texas, USA, 21-22 August 2001
Agenda Item:  7.3

Title:
Functional Requirements for Priority Services
Source:
National Communications System (NCS)

Abstract

This contribution is provided for your consideration as a proposal to modify the existing text in TR 22.941 v.0.4.1 to include support for Priority Services.
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Note:  Draft Recommendation F.706 was approved for consent by ITU-T Study Group 16 on 8 June 2001.

8.x Priority Service 

8.x.1 Motivation

There is a need for priority communications among governmental, civil, and other essential users of public telecommunications services in crisis situations, such as earthquakes, severe storms, and floods. Telecommunication services are often restricted during these events due to damage, congestion, and failures. ITU-T Recommendation E.106, International Emergency Preference Scheme (IEPS) and ITU-T Draft Recommendation F.706, International Emergency Multimedia Service (IEMS) describe requirements for emergency telecommunication services that will support recovery activities during crisis situations.

A national security emergency is any occurrence, including natural disaster, military attack, technological emergency, or other emergency, that seriously degrades or seriously threatens the national security.  In the United States, national security/emergency preparedness (NS/EP) responsibilities are assigned to Federal departments and agencies by presidential order, but NS/EP responders are found at the Federal, State, and local levels.  Other nations may assign responsibilities differently but all nations require the capabilities to marshal their telecommunications resources to react in crisis situations and maintain public safety and national security.

Concurrent with some disasters and emergencies, commercial telecommunications facilities may sustain widespread damage.  At a time when the need for real-time electronically processed information is greatest, the capability to acquire these critical resources may be seriously restricted or non-existent.  The affected region’s ability to communicate with the outside sources may be impaired.  

The IEPS/IEMS is intended to enable authorized users to have priority access to telecommunication services and priority processing of communications in support of recovery operations during emergency events.  It is essential that appropriate arrangements be established to facilitate these operations among the many telecommunications service providers and nations of the world.  While many countries have national preparedness schemes in existing telecommunication systems, the challenge at hand is provisioning appropriate priority indications in the 3G and newly emerging next generation networks. The initial challenge is interfacing the emergency identification established in existing Wireline telephony services with new IP-based services during the transition period when both services must interwork.

Then looking into the future, consideration needs to be given to the new generation of services with their enhanced capabilities that can significantly benefit IEPS/IEMS users and operations. These include email, instant messaging, remote printing, web access, file transfer, wireless access, broadcast/multicast video, interactive video, and domain name server (DNS) lookups. All of these services could be considered for preferential treatment, authorization, and administration for IEPS/IEMS. 

8.x.2 High Level Service Description

Subscribers to Priority Services shall be able to subscribe to the IMS Basic Multimedia Service as described in Section 8.1 and the Basic Voice Service as described in Section 8.2.  When supporting their NS/EP mission, the Priority Service subscribers shall receive priority over other subscribers in the establishment and completion of a voice call or a data (multimedia) session.  Should a service disruption occur, NS/EP voice and data services must be capable of being re-provisioned, repaired, or restored to required service levels on a priority basis.

The system must be able to identify NS/EP Priority Service subscribers and set a priority indicator to identify or mark the priority traffic (voice calls or data/multimedia sessions).  There must be procedures and processes to handle priority service traffic that maintains the end QoS to support the communication.  The types of processes required for priority service include priority access, priority call set up or session establishment, priority termination, and exemption from restrictive management controls.

8.x.3 Relation to IMS

This service can be offered over the IMS.

8.x.4 Potential Revenue Streams (Business Model)

The network operator may receive revenue from subscribers directly, either on a flat-fee subscription basis, a per-call basis, or some combination of both.  Network operators may also receive revenue through third parties (wholesale rates).  Network operators may also receive roaming revenue from subscribers roaming from other networks; similarly network operators may pay other network charges when their subscribers roam into different networks.  Network operators may receive revenue for ensuring/guaranteeing QoS levels and for personalization of service, i.e., including an icon on call set up, etc.

8.x.5  User Perspective (User Interface)

A user’s main interface is a terminal device.  While terminal device’s interface may be proprietary to the manufacturer, the interaction between the user and the network will need to be uniform.

The user shall be albe to either establish and complete a voice call, initiate and complete a data/multimedia session, or a combination of both.

Users can invoke this service either as a permanent subscription or on a per-call/per-session basis.  Access can be via the use of a special code/dialing sequence/URL and/or a Personal Identification Number (PIN).

8.x.6 Service Specific Considerations

The assignment and validation of NS/EP priority levels is managed by an organization designated by the appropriate authority.

8.x.6.1 Authorization

Further requirements might be provided.

8.x.6.2 Deauthorization

Further requirements might be provided.

8.x.6.3 Registration 

Further requirements might be provided.

8.x.6.4 Deregistration

Further requirements might be provided.

8.x.6.5 Activation

Further requirements might be provided.

8.x.6.6 Deactivation

Further requirements might be provided.

8.x.6.7 Service Provisioning 

Either a network operator or a third party service provider can provision priority services.

8.x.6.8 Distribution, downloading, terminal capabilities…

The terminal device requires basic capabilities to provide voice and data services.  As a minimum, the terminal device requires a default voice codec, signalling, and a user interface.  For multimedia applications, the terminal device requires screen/keyboard-handling capabilities (e.g., a browser) and capabilities for handling desired QoS types (codecs).  These capabilities can either be integrated into one unit or supported as peripheral devices via a wired/wireless connection.

8.x.7 Charging and Billing

The user can be charged for sessions in a variety of ways including the following methods:

a) By the duration of the call or session (including “one-off” charge/flat rate).  This includes the possibility to charge only for “session connected” time (as opposed to including the call/session set up time)

b) By the location of originating party

c) By the destination of call (including location of called party)

d) By the amount of services used for the call/session

e) By the amount of bandwidth used for different media types

f) By the level of QoS used for each media type


Interworking with Other Services

Interworking is required to other types of networks.  When interworking with legacy networks, the capability to transfer and/or translate priority identification is required to the maximum extent possible.

The voice and data services must interconnect and interoperate with other government or private facilities, systems, and networks.  Voice and data services must provide access to and egress from international carriers.

To ensure end-to-end compatibility, callers using 3GPP-compatible systems should use the default codec.  Calls originating from the IMS to different types of networks (e.g., PSTN, Internet) may need to use gateways.


Exceptions only

Further requirements might be provided.

8.x.8 Roaming Considerations

Priority Services may be available in any compatible mobile network where reciprocal roaming agreements exist.  

All session control functions should be available in the roamed-to network in the same way as they are in the home network.  They should also be presented to the user in a consistent way (VHE concept).

8.x.9 Generic Requirements (for this service)

The generic requirements for priority services are identical to the generic requirements for Basic Voice and Multimedia Services.

In addition, priority service must be available network-wide with access to and egress from international service.  Nationwide service may be provided via roaming agreements.

The suite of information security features may be provided by the network and available in the user terminal.  Security features include the traditional confidentiality, authentication, integrity, availability, and accountability.  

This service may provide broadband service support (e.g., video, imaging, web access, and multimedia).

Priority service users may be allowed to manage the capacity of the communications services to support variable bandwidth requirements.

Priority service users may be given service regardless of user location or deployment status.  Means by which this may be accomplished include “follow me”, functional numbering, call forwarding, or functional directories.

Selected users must be able to use priority services without risk of usage being traced (i.e., without risk of user identification or location being compromised).  This may be an enhancement to Section 8.8, Identification Restriction.

Further requirements might be provided.
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