Joint ad-hoc on GUP                                        UP-020030

Cork, Ireland

2-5 April 2002

Source : ALCATEL

Title  : GUP Data Components Model

Document for : Contribution for TS 22.240 or TS 23.240 or TS 23.241

GUP Data Components

The GUP Data Component concerns the following data components :

· Application Data component

· Subscription Data component

· User Data Component

· End User Data component

GUP Data Components model
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Breakdown of GUP Data Components

Application Data

An Application Template is a Service Profile Model defined for each application offered to subscription by the retailer and third party provider.

Each application is associated with the following caharacteristics :

· service type

· service triggers and filters

· server address

· required service capabilities

· set of all service specific data

Application Data
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Subscription Data

There is one subscription data record per subscriber

The subscription is identified by a subscription Id.

For each subscribed service, the subscription contract allows to deduce a subscribed service profile from the corresponding application template.

In addition, the subscription data define all other not service specific data as identities, general information, allowed users,…

Subscription Data
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User Data

There is one user data record per user

The user data record is identified by a user Identity.

The user data record contains the following items :

· one user service profile per allowed service for this user. For each allowed service, the definition given by the subscriber allows to deduce a user service profile from the corresponding subscribed service profile.

· one user authentication profile containing all authentication and security data (AKA vectors, AKA user secret key, AKA algorithme)

· list of persons allowed by the user

User Data
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End-User Data

There is one end-user data record per end-user

The end-user data record is identified by a end-user Identity.

The end-user data record contains the following items :

· one end-user service profile per allowed service for this end-user. For each allowed service, the customization given by the user allows to deduce a end-user service profile from the corresponding user service profile. Furthermore, the end user may define global preferencies and personnalize each end-user service profile.

· one end-user dynamic data record containing the following items :

· registration status

· visited network identification and capabilities 

· current terminal capabilities (obtained at registration time)

· established media and corresponding type and QOS.

· location information including S-CSCF Id, SGSN address, and terminal IP address.

End-User Data
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