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The SyncML Initiative thanks 3GPP for their continued evaluation and consideration of the SyncML Initiative’s SyncML Device Management (DevMan) technology and for this opportunity to respond to the questions raised by 3GPP TSG-T2.  In reply to your questions posed in the 3GPP Liaison Statement T2-01184, please accept these answers.

Q1
What mechanisms are used to manipulate objects within the DevMan protocol?

DevMan is providing a set of commands similar to SyncML Sync – e.g. Add, Replace and Delete. 

Q2
What mechanisms exist to control servers which may modify such objects?

DevMan is provides a set of Access Control Lists (ACL) to restrict access to objects within the DevMan object tree.  The ACL controls read, write, and delete access by specified management server entities. Management server entities must be authenticated before management operations are allowed to proceed.

Q3
What push mechanisms exist within the DevMan protocol?

DevMan makes use of whatever push mechanisms are provided by the underlying transport protocol (e.g. HTTP, WSP, or OBEX) for the management session, and other notification mechanisms such as SMS for session establishment. 

Q4
What mechanisms ensure that the DevMan protocol applies appropriately to applications and information content residing on the UICC?

Implementations of DevMan can expose elements from the UICC in the management tree framework, subject to security and access conventions related to those elements.

Q5
In what manner does DevMan’s proposed security work with the security mechanisms already specified within 3GPP (e.g., MExE)?

DevMan specifies a very general and extensible ACL and trust framework which can be used to implement management consistent with the MExE security domain model.

Q6
What mechanisms are used within the DevMan protocol to enable remote diagnostics?

The Exec command may be used to run remote programs, and it is possible to retrieve the current state of a remote device for evaluation. 

Q7
Does the DevMan protocol coexist with the WAP Forum’s Client Provisioning (and UAProf) or is it meant to supersede WAP’s Client Provisioning efforts?

DevMan protocol is meant to coexist with other management protocols.

Q8
What testing tools and certification processes exist to ensure SyncML and DevMan compliance and interoperability?  Is there a cost associated with any such tools for members?  For non-members?

SyncML provides a conformance-testing tool called the SyncML Conformance Test Suite (SCTS). This tool must be used to generate compliance reports prior to participation in a SyncFest.  Beginning in Q1, 2002, the cost of the tool will be $10,000 to non-members; the tool will be free to Sponsors and Promoters, and Supporters have a discount of $1000.

Q9
The alpha release of the DevMan protocol is available now to the SyncML Initiative’s “Supporters.”  As was the case with the original 3GPP data synchronisation activities, not all 3GPP members are members of the SyncML Initiative.  What may be done to provide this alpha pre-release to the membership of 3GPP or at least to provide a comprehensive list of features embodied within the alpha release?

The SyncML Initiative is unable to provide pre-release versions of specifications due to intellectual property agreements.  However, the Initiative is very much interested in supporting the evaluation of DevMan specifications within T2 and other relevant 3GPP working groups.  To this end, SyncML is prepared to provide further detailed briefings on the particulars of the specifications during the period prior to the publication of the specifications, which is anticipated to be in the mid-February, 2002 timeframe.

Q10
Would the SyncML Initiative be willing to provide a point-by-point comparison between SA5’s requirements and the DevMan protocol’s feature set as was provided in similar circumstances for the 3GPP data synchronisation effort?

Yes. The SyncML Initiative will need the list of SA5’s requirements to make this comparison.  Is it possible for these requirements to be transmitted via a liaison statement?

Q11
What are the current requirements for membership within the SyncML Initiative?

Companies applying for membership within the SyncML must execute a set of agreements and pay a yearly membership fee. The agreements may be found on the SyncML website: www.syncml.org.  There are three levels of membership: Supporter, Promoter, and Sponsor, with different privileges and fees as described on the membership web site.

The SyncML Initiative would like to continue the exploration of these issues and questions with 3GPP.

Regards,

the SyncML Initiative 


