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1. Introduction

This document presents initial ideas for an architecture for the Generic User Profile, showing entities storing and/or consuming GUP data and data flow between them. The starting point is the 3GPP R5 PS and IMS reference architectures, showing some of the entities that are related with GUP. Different 3GPP application servers are considered. This initial architecture does intend to be exhaustive.

The architecture description points up the Generic User Profile concepts of data and data description as introduced in the draft 3GPP 23.241 Generic User Profile Data Description Framework stage2 specification ([6]).

The main purpose of Ericsson with this contribution is to start a discussion about Generic User Profile distribution among different network entities and the relationships between them. 

2. GUP Architecture

Figure 1 shows the distribution of a user profile in different network nodes, application servers and user equipment, indicating interactions between the involved entities.
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Figure 1: GUP Logical Architecture

Home Subscriber Server (HSS)

The HSS includes CS, PS HLR and support for the multimedia subsystem (IMS). It is defined as the master database for a given user. It stores among others, user identification, numbering and addressing information, user security information and user mobility information. From the GUP perspective HSS stores user profile subscription information.

Note that the GUP logical architecture shown in this contribution extends on the information currently defined as being stored in the HSS. It may be a GUP stage 2 decision to define if such data as terminal capabilities or application server –specific data should be stored in or accessed from the HSS, or if other database(s) are needed.

Application Servers & Services

The picture above distinguish between different kind of application servers, OSA AS, SIP AS and any other kind of AS, which could comprise MExE service environment, Presence Server, IM SSF + CAMEL CSE, etc.

These application servers may be either owned by the operator or by a 3rd party service provider.

An application server manages user profile information such as service triggers, service interaction management rules, etc. and service specific user profile information such as service customisation data.

Note that in the current IMS service architecture, the OSA SCS is considered as an “application server”.

OSA Application Servers

Specific application servers enclosed in the OSA framework specified by 3GPP OSA specifications. The operator or a 3rd party service provider might own the OSA AS. User profile related interactions with the network could be related to:

· User Profile Management (UP in the diagram)

· Retrieval of terminal capabilities (TC in the diagram)

· Retrieval of visited network capabilities (NWC in the diagram)
OSA SCS (other)

An OSA Service Capability Server implements OSA APIs in the network. It may be co-located with a network entity (e.g. HSS, GMLC) or implemented on a separate node. In the latter case, the OSA SCS must map OSA APIs to/from standardised or non-standardised network protocols.

In the figure above, OSA SCS (other) denotes an OSA SCS not supporting any user profile specific OSA API. In such case, the OSA SCS may require to access user profile information for its own purpose, e.g. check that an OSA application is permitted to perform an action on a specific user (the user needs to be subscribed to the service implemented by the application) check that user privacy settings permit to fulfil the request, etc… Alternatively, the OSA framework on behalf of the SCS could do these checks.

Note that in the current IMS service architecture, the OSA SCS is considered as an “application server”.
OSA SCS (UP, TC, NWC)

In the figure above, OSA SCS (UP, TC, NWC) denotes an SCS which supports one or several of the OSA user profile related APIs: User Profile Management, Terminal Capabilities, Network Capabilities. Consequently, the OSA SCS accesses user profile information on behalf of OSA applications.
UE

User equipment is considered to be a data store for the Generic User Profile. It stores, among others, user profile information related to user equipment configuration parameters, application parameters, user preferences on applications, user interface preferences, terminal capabilities…

UE Management System

It is intended to synchronise some user profile components with the User Equipment. It’s not considered to be a user profile store as is but a replica of the user profile stored in the user equipment.

Customer Administration System

The Customer administration system stores relevant user information and populates it to other network entities for subscription management and service provisioning.

Description of interactions

User Equipment Management System <-> User Equipment

User Equipment Management System is not a standard entity in 3GPP R5. A feasibility study has been produced for User Equipment Management ([9]).

The interface with the user equipment is not yet defined but the use of a SyncML application over that interface is foreseen. It will be use to exchange UE and UE applications parameters.

UE -> Customer Administration System

The interaction between UE and Customer Administration system might allow operator-controlled user customisation of service environment and services. As a result of this operations some user profile information residing in network databases acting as GUP data stores such as HSS might be modified.

Application Servers <-> UE

Allows an application server to access UE information (e.g. capabilities, user preferences). On the other hand UE can manage the user profile components residing in the application server.
HSS -> non OSA AS

Interaction between HSS and non-OSA AS is currently performed in 3GPP by the Sh interface. It would be mainly used to facilitate user profile subscription information to application servers.

OSA AS <-> OSA SCS (UP/TC/NWC)

Described in OSA specification ([3]), allows applications to manage user profile information in the network, retrieve terminal capabilities and visited network capabilities.

OSA AS <-> OSA SCS (other)

Information flow on this interface is related with OSA API part that is not related with user profile. Nevertheless some user profile related information might go through this interface (e.g. error messages related to user profile)

OSA SCS (UP/TC/NWC) <- CAS

Network support of user profile management OSA API for operator controlled modifications of user profile (if any)

OSA SCS (UP/TC/NWC) <- HSS

This interface permits to retrieve network capabilities from HSS.
CAS -> HSS

Management interface to HSS. It is used to store, delete or modify user profile subscription information.

HSS -> network nodes

Provision of user-related data to network nodes that is considered to be part of user subscription profile (e.g. authentication data, triggers, IMS filters)

3. Conclusions 

The proposal presented in this document is a high level architecture that might be used as a starting point for discussion on GUP architecture. Reference points between GUP entities have to be identified and data distribution and data flows have to be defined.

The introduction of new interfaces and protocols for GUP should be minimised, reusing as much as possible existing protocols and interfaces.
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