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This document contains a proposal for a section about classification of User Profile data. The classification has been split in two parts.

What belongs to User Profile?

The first part is the proposed changes to the section “4.3 User Profile Data Classification”. The main intention of this classification is to understand which data is included in the User Profile.

Item “(a) Information Characteristics” integrates text from the old “(a) Their usage” and replaces (d) Types. Information from Annex B has also been included.

How to structure the data that does belong to the User Profile?

The second part is an outline of a classification supporting the grouping of data in User Profile Components. The classification principles outlined in Stage 1 has to be elaborated and guidance how to group data in components should be included in a Stage 2 specification.

This part integrates information from the deleted “4.4 Data Consumers and Data Source Categories”.

4 General description

4.3 3GPP Generic User Profile Data Classification

The purpose of this classification is to understand the 3GPP Generic User Profile from a contents perspective i.e. what is within the scope of the 3GPP Generic User Profile.

The data that constitutes the 3GPP Generic User Profile can be classified according to the following classification criteria. This section contains a non-exhaustive list of classification criteria: Information Characteristics, Storage location, and Ownership. For each criterion there are examples. 
(a) Information Characteristics:
Txt?
· General Information
This is information not controlling the behaviour of a function. Examples are

· General User Information (Name, address, age, sex, ID)

· Logical identifiers (e.g. logical name, personal number, e-mail address)
· General Subscriber Information (Name, bill info, users)
· Capability description
describes the capacity of something. It is normally not configurable by the user. Capability information can be used to select the best content/information/function/strategy among a number of possible ones.

· Terminal Capabilities
As the number and variety of devices grows, there is a corresponding increase in the need to adopt the interaction depending on the capabilities of different devices. The terminal capabilities have to be described. Examples of terminal capabilities are: User interface capabilities, Communication capabilities, Synchronisation capabilities, MExE capabilities, WAP Browser capabilities.
· Subscribed Network capabilities
the variety of subscribed network capabilities will vary from user to user. There will be a need to describe the subscribed capabilities. Based on this information the subscriber will be allowed to gain access to the set of subscribed capabilities.
· Serving Network Capability
the capabilities of the used network will vary between networks and even within a network. The mobile environment related capabilities could differ from place to place. There will be a need to describe the supported capabilities. Based on this information and information about subscribed capabilities, the user will be allowed to gain access to the set of subscribed and supported network capabilities.
· Subscribed Service Capabilities
These data that provisioned to a user or not. 

· User’s Preferences
These are wishes set by the user, and indicate a preference to use one particular type of content/information/function/strategy over another. A preference can be defined before you know which function will be using them. Examples are: 
· User Interface preferences
· Browser appearance (User's preference for displaying frames)

· Preferred memory usage

· Service Customisation
This is information used to customise one or more services/applications/functions according to the user.

Examples are:

· User interface (Ring volume, Vibrating alert, Ring signals, Melodies, Key sound)

· WAP Parameters (Bookmarks; Gateway: Internet account, Gateway IP address, User ID, Password, Data mode, Security, Show images, Response timer)
· User security policy (application download, ciphering, positioning)

· User Security data (Secret keys, user name)
· Authentication data (e.g. password, pin, voiceprint)
· Supplementary Services settings
· Redirection number (for call forwarding service)

· Screening lists (for outgoing and incoming call screening services)

· Quality of service associated to this particular service


· 
· 
· 
· 
(b) Storage location:

A general feature of the 3GPP Generic User Profile is that the different nodes are consumers for a certain subset of the data and are sources for another part. As a result, the parts of the 3GPP Generic User Profile are stored in different places. The same information can also be stored in many places.
· Core Network

· Home network

· Serving Network

· User Equipment (UE)

· MT

· UICC

· TE

· Home Environment

· Service Provider Network
· 
· 
· 
· 
· 
(c) Ownership:

The ownership of data is used in the access control. A node does not automatically own the data stored in it. A trusted node can store data own by many different owners.
· User

· Subscriber

· Network operator

· Home Environment

· Service Provider
· 





4.4 









This is the second part of the classification: “How to structure the data that does belong to the User Profile?”

The section below is added in a suitable place in Stage1.

In a Stage 2 specification:

· The classification principles has to be elaborated and

· Guidance how to group data in components must be included.

?.? Classification supporting selection of Profile Components 
Purposes for this classification of 3GPP Generic User Profile data are to:

· Support grouping of data in Profile Components.
· Select the storage node or nodes.
· Select synchronisation principle.
In a Stage 2 specification the classification principles has to be elaborated and guidance how to group data in components must be included.

This section contains a non-exhaustive list of classification criteria. For each criterion there is examples.

(a) Information Characteristics (See 4.1)

(b) Storage Location (See 4.1)

(c) Owner Ship (See 4.1)
(d) Data usage Role:
The applications accessing the 3GPP Generic User Profile data can be classified based on the purpose of the access.
· 3GPP Generic User Profile Data User
These are applications, whose behaviour is controlled by the 3GPP Generic User Profile content. The application understands the meaning of data and can use the information in data. This is by far the most common usage role.
· User’s modification of 3GPP Generic User Profile data
Applications supporting the User in updating the 3GPP Generic User Profile content. These are application run by the end-user.
· 3GPP Generic User Profile Management
Functions supporting the user in the management of the content of 3GPP Generic User Profile. This also includes initiation of a new User Profile. These functions will be utilized by, e.g., the operator.
· Terminal Management

· Subscription Management
· 3GPP Generic User Profile Maintenance
Application supporting the integrity and consistency of the distributed 3GPP Generic User Profile. The applications have knowledge about the syntax of data, but not the semantics of data. The application can maintain the data but not use the information represented by the data.
· Synchronisation
· Backup Restore
(e) Value Change Frequency
the values of an attribute stored in the 3GPP Generic User Profile have different frequencies of change.

· Constant
the value is the same in a certain context. It can for example be the same for all devices of a certain type.

· Static
the value is constant and will not change.

· Semi static
A semi static value is a value that is seldom changed and can in most case be regarded to be static for a long time.
· Dynamic
The value can be changed frequently.
(f)  Data Life Time:
The lifetime of and data object can be classified as follows:

· Static
The data object exists as long as the profile does exist.
· Dynamic created
The data object can be created.
· Dynamic deleted
An object can be deleted.






3GPP


