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Foreword

Need further work.

Introduction

The trend of introducing several domains within the 3GPP mobile system (i.e. Circuit-Switched, Packet-Switched, IP Multimedia Subsystem and the Service/Application domains) introduces also a wide distribution of data associated to the user. This data is called the User Profile. The 3GPP Generic User Profile is the collection of data which is stored and managed by different entities such as the UE, the Home Environment, the Visited Network and Value Added Service Provider, which affects the way in which an individual user experiences services. The User Profile data will be accessed by the user, used in capability negotiation, managed by terminal management servers, accessed by applications and used in many more ways. An individual service may make use of a number of User profile components (subset) from the generic user profile. Also in the wireless network User Profile data will be used and handled by many entities.

As the data contained in the user profile is going to be handled by different applications and entities for different purposes, there is a risk that various description methods might lead to duplications and/or inconsistencies. Therefore, a single description method would be preferred for the 3GPP mobile systems. This specification defines the requirements for such a generic user profile. 

1 Scope

The scope of this document is to describe, define the usage for and list a set of requirements for the user profile. 

The data contained in the User Profile is going to be handled by different applications for different purposes. In the standardisation work the same data is often described several times, one time for each usage. This is leading to extra work and probably also inconsistent description of data.

To avoid multiple descriptions of the same data, the effort should be focused on describing the data only once and to use Generic Mapping of formats such as transport formats, communication protocols or Application Programming Interfaces, API.

To describe the User Profile this document intends to clarify the definitions related to User Profile and to explain the User Profile structure that includes showing the mutual influence of the different components. Further this document addresses working methods within 3GPP related to generic User Profile.

The usage of the User profile will include description of access mechanisms as well as examples on use cases.

We should talk about a user profile concept that is independent of the actual data stored in the user profile because the particular data stored will always change and it is also independent of functions using it.

2
References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 21.905: 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Vocabulary for 3GPP Specifications.

 [2]
3GPP TS 22.121: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects Service Aspects; The Virtual Home Environment"

3
Definitions, symbols and abbreviations

3.1
Definitions

Generic User Profile Concept: integrates all the basic principles, terms and mechanisms that are required to define and use a Generic User Profile.

Generic User Profile: The User Profile is the collection of data in the UE, the Home Environment, the Visited Network and Value Added Service Provider, which affects the way in which an individual user experiences services.

The User Profile is composed of a number of User Profile Components.

An individual service will make use of a number of User Profile Components (subset) from the User Profile. 

Note: The user profile not only consists of data for 3G services, but also data specifying 2G standardised services; tele-, bearer and supplementary services. 

User Profile Component: User profile components are all the detailed data that specifies: General user and subscriber info, terminal and application capabilities, subscriber settings, user preferences, user settings, identifiers, security policies and settings, etc.

3.2
Abbreviations

For the purposes of this document the following abbreviations apply:

VHE


Virtual Home Environment

4 Generic User Profile Concept

The 3GPP User Profile is the collection of data which is stored and managed by different entities such as the UE, the Home Environment, the Visited Network and Value Added Service Provider, which affects the way in which an individual user experiences services.

The Generic User Profile is composed of a number of User Profile Components. An individual service may make use of a number of User Profile Components (subset) from the Generic User Profile.

Comment: We need to expand the Generic User Profile Concept, 

3GPP User Profile is a specific usage of the Generic User Profile concept. 

The Generic User Profile Concept includes: 

· the concept of components in order to have independent parts of data, 

· the data description framework used to define the data, and

· the operations that  can be performed on this Generic User Profile (synchronize, activate, delete…)

in a generic way, as a tool to be used for definition of User Profiles. The 3GPP User Profile, which contains all the relevant data that are handled inside the 3G systems, is an instance of the Generic User Profile Concept. 

The advantage of specifying a Generic concept is that the user profile can easily be extended. All new data that will become part of the 3GPP User Profile, all new services that will come can use the already existing mechanism defined for the Generic User Profile concept.

4.1 User Data Classification

Only some parts of the User related data is part of the Generic User Profile. Thus user related data can be classified in the following categories:

· Part of Generic User Profile 
data that affects the way in which an individual user experiences services.
· Settings/Preferences
Configuration data, administration data, object identifiers

· Capability descriptions

· NOT part of Generic User Profile

· User created Data
Application data created by the user

· Run Time Data
The data that is created during the initiation of the session, call or application execution and if they are only available during the lifetime of such session, call or application execution then they are considered as Run Time  data.
· Historic/Statistic Data
User/system behaviour information (e.g. statistics on the usage preferred web pages; duration, number of call; error rate)

4.2 Categories of User Profile content
The 3GPP User Profile is composed of a number of User Profile Components. An individual service may make use of a number of User Profile Components from the Generic User Profile.This means that the user-associated data can be categorized into different types depending of the method how they are created, how frequently they are changed and how they are used during the session/call. In this context the data can be categorized as follows. The list might not be extensive:

· General user information
Generic subscriber related information that is required to be accessed by the network services and/or applications

· Subscription Information
Subscription information is used to identify the subscriber as a customer and contains data that allows the service provider to access the customer records for support requests (e.g. billing, customer care center, service provisioning, etc).
· Identifiers/Addresses/References 
This user profile data category is used to identify the subscriber, network and/or applications. The addresses used for routing purposes for the subscriber, network elements and/or applications servers (and applications) are included within this category as well. Examples are:
· Network Identifiers/addresses:Public and private identifiers (IMSI, IMEI, MSISDN, UCI, SIP URL, Tel URL, NAI, E-mail Address).
· DNS/ENUM records

· Specific Application Identifiers
· Security Settings and Data
Data that are used to ensure the proper security level within the network to prevent fraudeous access to the network resources. It contains also data that are used to prevent improper access to network services and/or applications in addition to the mentioned network access security. Examples of security data are:
· Secret Keys 
Key indicators and algorithm indicators used to generate triplets and quintets
· Logon Name

· Passwords

· Certificates
· Biometric data

· Other security indicators (e.g. certificates)

· 
· User settings/preferences:
This is wishes set by the user. Indicates a preference to use one particular type of content/information/function/strategy over another. A preference can be defined before you know which function will be using them
· User Security Policy
This data describes the security policies used by certain network/application capabilities, such as WAP, and are capable to be set by the user.
· Parameters
Parameters used by one or more functions. The effect of a parameter is defined and the function(s) is controlled by the parameter.
· Capability Descriptions
Describes the capacity of something (e.g. terminal screen size, GPRS support within the network). It is normally not configurable by the service user. The capability descriptions could encompass: 

- Terminal Capabilities
As the number and variety of devices grows, there is a corresponding increase in the need to adopt the interaction depending on the capabilities of different devices

- Network Capabilities
The variety of subscribed and/or supported network capabilities will vary from operator to operator. In this context, there will be a need to describe the subscribed and supported network capabilities. Based on this information the subscriber will be allowed to gain access to the set of subscribed and supported network capabilities even when the subscriber is roaming in visiting networks.
4.3 User Profile Components

We should define the rules to select User profile components:  location, access rights
5 High level requirements

Should be based on use case analysis!
6

Data Description Framework

As the data contained in the user profile is going to be handled by different applications and entities for different purposes, there is a risk that various description methods might lead to duplications and/or inconsistencies. Therefore, a single description method should be used for the 3GPP mobile systems specifications.



· 
· 
The Data Description Framework defines the method to describe the data in a User Profile. It defines the structure of the data description. It is standardised and used for all Generic User Profiles.

The Data Description Framework also defines a default representation (or transport format) of Data Descriptions and the data in a User Profile.
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As shown in the picture,  the data description can be split in the following domains:

· Data
Data stored and or accessed in a User Profile. The structure and semantic of the data in the User Profile is described in the Data Description. The Data Description Framework also defines a default representation of the data in the User Profile.

· Data Description
describes the data contained in the User Profile. (This also called the Schema level.)

· Data Description Framework
Defines how to create the data description. (This also called the Schema-Schema level i.e. the Schema describing the Schema, which describes the data.)


6.1
Requirements on the Data Description Framework

Below a list of requirements on the description of the User Profile is included. It is important that this list includes all the requirements on the data description coming from the different usage of the data, in order to promote the common data description. This list might not be complete yet.
6.1.1
Fulfil Functional Requirements from use cases

The requirement from the Use Cases describing functions related to User profile: read/write/delete/add elements in the user profile
6.1.2
Security and accessibility

The data description fulfil requirements related to security such as access rights, since the user profiles will be used in several contexts such as for management mechanisms
6.1.3
Re-usable description components

It must be possible to divide the description in parts called description component. A description component can be use in many User Profile components. It is reusable.

Motivations:

· Identical parts of the User Profile are described once

· The responsibility of defining description components can be distributed between different organisations, standardisation bodies or technical groups in 3GPP

· Some description components are standardised and some components are late defined and/or just published (manufacturer specific components).

6.1.4
Data syntax

The data description must have a good way to describe structure, ranges, default values of the data elements.

Motivations:

· Decrease the errors when handling the data.

· It will help the development of management tools.

· Automatic validity checks of values possible.

6.1.5
Data semantic

The data description must have a good way to describe the meaning (semantic) of the data elements.

Motivations:

· Decrease the errors when handling the data.

· It will help the development of management tools.

6.1.6
Computer parseable Data Description

The data description must be computer parseable and interpretable by human beings.

Motivations:

· There will be a significant amount of data description and it will be very costly if manual translation is needed.

· An automatic translation to other description formats can be implemented.

· It will help the development of management tools.

6.1.7
Define a Default Transport Format

Define a default transport format for the Data Description and for the Data

6.1.8
Support Backward compatibly

The data description must support co-existence with other already existing description method.

Motivation:

· Avoid to redo all existing data descriptions

6.1.9
Extendability
The data description shall support the addition of new data/description components. That gives the possibility, as well, to start with a small set of features and then add support for more things.

Motivations:

· The introduction of the data description must be done stepwise.
Potential first application areas are Terminal Configuration and Capability Information Exchange.

· In the future more data will be part of the user profile, it should be easy to add it in the selected data description

· Add easily Manufacturer specific data/description components

6.1.10
Data Oriented

The data description should describe the data and not an interface to the data.

Motivations:

· The User Profile is a set of data and not an interface to a program used to access the data. It is more cost efficient to use a schema definition language, such as XML schema, then an interface oriented approach.

· It is easier to map an interface to the data on the data description than the reverse

6.1.11
Expressiveness Balance

There must be a balance between the expressiveness to describe data and the needed complexity in the implementations using data descriptions.

Annex A (informative): User Profile related Use Cases

The following Use Cases are identified to validate the user requirements. 

Note: this is NOT a complete list of use cases and the use cases are NOT elaborated. A lot of work is needed to make the use cases complete.

As the User Profile concept is a generic it can support any current or future function it is not so important to have detailed use cases as input.

The purpose of this section is to provide a general feeling on the usage aspects of the User Profiles

Initial Configuration (Bootstrap)

· Precondition 

· No settings made, user with a 3G subscription

· Actions 

· Settings, partly based on user profile downloaded over the air, via local link or similar.

· The download initiated by e.g. the service provider, network

· operator, 3rd party or the user

· User Data 

· Settings received could include basic connectivity configuration parameters and the user's security policy

· Postcondition 

· SettingsThe user's phone/device ready to use. Basic settings

· needed to start and run initial applications ready 

Backup/Resore of User Profile

· Precondition 

· The phone is configured, all user preferences set.

· The settings include user profile parameters such as generic parameters, service personalisation parameters, user’s security policy and other user preferences

· Actions 

· The user wiches to backup or restore the current version, or parts orf the current user profile, to the network, or e.g. to another user’s termnal..

· The backup/resore is performed via local link ore remotely towards the netwrok

· The backup/restore can be initiated by e.g. the user, the service provider, 3rd parties or the network operator.

· User profile storage
· Secure areas of the (U)SIM or ME rerained in the netwokr by the service provider. User private data is only sotred in the network with the user permission.

Content Negotiation

· Precondition 

· The user has set his preferences
· Terminal type capability information is stored in ”inter net”

· Actions
· The user initiates request for content.
The request contains

· User preference fetched from the UP

· Reference to the capability information is stored in ”inter net”
· Deviating capability information
· Returned content selected or tailored according to 
User preferences and capability information

Application Access to User Prfile Data using OSA

· Precondition 

· The OSA application is registered with the OSA framework
· The OSA appplication is authorized to access the user profile mgmt SCF and use methods which permit read/write data in user profiles
· Actions
· The application uses OSA to read/write data in the user profile of the user
· The network provides the requested data or modifies the data as requested 

· Postcondition 

· Consistency of the user profile data 
Notification of user subscription to an HE-VASP application

· Precondition 

· The OSA application from the HE-VASP is registered with the OSA framework
· The OSA application is authorized to receive subscription / unsubscription notifications

·  The OSA application has subscribed  to the notification permitting to it to know when new users have subscribed to the service implemented by the OSA application
· Actions
· A new user subscribes to the service implemented by the OSA application
· The network notifies the OSA application about a new subscription and provides it with relevant information (e.g. identity of the user) 


· Possibly the OSA application provides the home environment 

· with a link (e.g. URL) to a location where the user can customize the service
· Postconditions
· The OSA application can now have access to home environment -owned user profile information for this user, provided that it is granted the related access rights
· The user can customize service data for the service implemented by the OSA application

Customisation of service specific data for a VHE service provided by an HE-VASP

Preconditions 

· The user has a VHE subscription

· The user is subscribed to the service provided by the HE-VASP

·  There is a link from the user Personal Service Environment (PSE) to the HE-VASP for service customization

· The user has access to her PSE and has successfully been logged to it
· Actions
· The user accesses her PSE and decides to customize the service provided  by the HE-VASP
· She transparently access a service customization interface provided by the HE-VASP (possibly via a hyperlink)


· She defines/modifies service customization data, which are managed 

· and stored by the  HE-VASP
· Postconditions
· Next time she uses the service, new customization data will be used
Terminal Management – Helpdesk

· Precondition 

· A user is complaining because his WAP browser does not work. He calls the helpdesk
· Actions
· A helpdesk person at an operator, service provider or enterprise verifies that the correct operating parameters are set on the device of a complaining user

· Postcondition 

· The user's is happy. The WAP browser is running 


 correctly
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T2#13, User Profile Description










