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1.
Introduction

This contribution discusses modifications to the General Description part of the 3GPP Generic User Profile definition in the stage 1 TS 22.xxx version 0.3.0 document.

2.
Discussion

The General Description clause in stage 1 level document shall clarify the primary reasons and benefits to specify the 3GPP Generic User Profile concept and its high level role in the network and terminal side. A clear common undestanding and agreement on these things are essential for later specification work.

The current General Description clause includes the same information than in the Introduction clause and also several architectural aspects such as the GUP Components, Instances and Logical/fysical structures meaning that the whole clause is quite confusing. We see that the architectural issues are best placed in the stage 2 documentation.

3.
Proposal

To combine the current Introduction and General Description clauses to a one General Description clause. The original content has been arranged again with some parts. Removed, modified and added texts are marked as revisions.
To remove all architectural information.

To clarify the primary reasons and benefits of the 3GPP Generic User Profile and its high level role in the network and terminal side.

1 Xx

2 Xx

3 Xx

General description

4.1 Introduction
The fact of having several domains within the 3GPP mobile system (e.g. Circuit-Switched, Packet-Switched, IP Multimedia Subsystem ) introduces a wide distribution of data associated with the user. Further, the new functions both in terminals and networks mean that the data related to Users, Services and User Equipment will be increased greatly. This causes difficulties for Users, Subscribers, network Operators and Service Providers to create, access and manage the user related data located in different entities.
The objective of specifying the 3GPP Generic User Profile is to provide a conceptual description to enable harmonised  usage of the User-related information  located in  different entities. The specification of the GUP  shall also allow extensibility to cater for future developments.

The 3GPP Generic User Profile is the collection of User-related data which is stored in different entities such as  UE,  Home Network Environment and Value Added Service Provider equipment, and which affects the way in which an individual user experiences services. 

The 3GPP Generic User Profile will be accessed and managed by different stakeholders such as the user, subscriber, service provider and network operator by a standardised access mechanism.
The 3GPP Generic User Profile may be used also  by different applications in a standardised way
The 3GPP Generic User Profile will help to create and manage the user data in each entity and on the other hand to make it easier to find all user related data as a whole in the home network environment.
Technically the 3GPP Generic User Profile shall provide an architecture, data description and interface with mechanisms to handle the data.
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4.2

3GPP Generic User Profile Data Classification

[Editor’s note: Need further discussion and verification of the following bullet points. Currently a lack of agreement on the definitions.]

The purpose of this classification is to understand the 3GPP Generic User Profile from a contents perspective i.e. what is within the scope of the 3GPP Generic User Profile.

The data that constitutes the 3GPP Generic User Profile can be classified according to the following classification criteria. This section contains a non-exhaustive list of classification criteria: Information Characteristics and Ownership. For each criterion there are examples. 
Examples of data categories that are not part of 3GPP Generic User Profile 

· Run Time Data. The data that is created during the initiation of the session, call or application execution and if they are only available during the lifetime of such session, call or application execution then they are considered as Run Time data.
· Historic/Statistic Data.  User/system behaviour information (e.g. statistics on the usage preferred web pages; duration, number of call; error rate).
· The general data related to terminals, network and services but not to a specific user does not belong to the 3GPP Generic User Profile. 
(a) Information Characteristics:

· General Information 

· General User Information (Name, address, age, sex, ID)
· Logical identifiers (e.g. logical name, personal number, e-mail address)
· General Subscriber Information (Name, bill info, users)
· General Privacy preferences
· Capability description
describes the capacity of something. It is normally not configurable by the user. Capability information can be used to select the best content/information/function/strategy among a number of possible ones.

· Terminal Capabilities
As the number and variety of devices grows, there is a corresponding increase in the need to adopt the interaction depending on the capabilities of different devices. The terminal capabilities have to be described. Examples of terminal capabilities are: User interface capabilities, Communication capabilities, Synchronisation capabilities, MExE capabilities, WAP Browser capabilities.
· Subscribed Network capabilities 
the variety of subscribed network capabilities will vary from user to user. There will be a need to describe the subscribed capabilities. Based on this information the subscriber will be allowed to gain access to the set of subscribed capabilities.

[Editor’s note: revisit the above definition “service provisioning data” in previous draft]

· Roamed-to  Network Capabilitythe capabilities of the used network will vary between networks and even within a network. The mobile environment related capabilities could differ from place to place. There will be a need to describe the supported capabilities. Based on this information and information about subscribed capabilities, the user will be allowed to gain access to the set of subscribed and supported network capabilities.

· Subscribed Service Capabilities
These data that provisioned to a user or not
· User’s Preferences 
These are wishes set by the user, and indicate a preference to use one particular type of content/information/function/strategy over another. A preference can be defined before you know which function will be using them. Examples are: 
· User Interface preferences
· Browser appearance (User's preference for displaying frames)

· Preferred memory usage

[Editor’s note: Need to revisit Service Customisation terminology and its relationship to capability description - above]

· Service Customisation
This is information used to customise one or more services/applications/functions according to the user.

Examples are:

· User interface (Ring volume, Vibrating alert, Ring signals, Melodies, Key sound)

· WAP Parameters (Bookmarks; Gateway: Internet account, Gateway IP address, User ID, Password, Data mode, Security, Show images, Response timer)
· User security policy (application download, ciphering, positioning)

· User Security data (Secret keys, user name)

· Authentication data (e.g. password, pin, voiceprint)
· Supplementary Services settings
· 
· 
· Quality of  service associated to the user 
· Status of Services (Active/deactive)

· 
· 
· 
· 
· 
· 
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(b)  Ownership:

The ownership of data is used in the access control. A node does not automatically own the data stored in it. A trusted node can store data own by many different owners.

· User

· Subscriber

· Home Network operator

· 
· HE Value Added Service Provider
[Editor’s note: We need to revisit this bullet, regarding HE-VASP and VASP]

[Editor’s note: Application Service Provider Equipment – need to clarify definition. For both ownership and storage location]

4.3
Data Suppliers, Stores and Consumers
This subclause describes in general terms where the generic user profile data resides and which entities use that information. A general feature of the user profile is that the different network entities are data consumers for a certain subset of the user profile and are data  suppliers for another part. As a result, the user profile is a highly distributed data set across different network elements, terminals and administrative domains.
The figure 1 below shows the entities involved in handling of the 3GPP Generic User Profile.

Figure 1. Illustration of the 3GPP Generic User Profile environment
The 3GPP Generic User Profile data may be stored in:

· UE

· Home Network

· 3rd Party Service Provider domain

The Generic User Profile provides a generic interface to the user related data for suppliers and consumers. Using this interface the data can be retrieved and managed in a uniform way. However the data contents itself are not described within the Generic User Profile, but only the data model shall be defined.

The suppliers and consumers of the data can be divided into the following groups of applications:

· Terminal applications in the UE

· Applications in the home network

· 3rd Party Applications

· OAM and subscription management applications

Terminal applications are of various nature and they can both supply Generic User Profile data to the above listed data stores and retrieve the data for use in the application. The real-time response requirements for the applications vary depending on the type of the application.

Applications in the home network may include those related to call or session handling as well as messaging or web services. Typically fairly high requirements are set on the response time.

3rd Party Applications are similar to applications in the home network but they are non-trusted which means that strict security, access and privacy procedures shall be carried out.

OAM activities related to user profile are provisioning and administration of subscriber data by the network operator. These activities are characterised by needs for high throughput and longer response time. In order to allow simple and centralized administration it should be transparent to the administrator where the different parts of the subscriber data are stored. As a result, this role needs a single system image on user profile, or, on functional terms, a common data access function. As one alternative the user self service management may be implemented as part of this function.
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