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Abstract: This document proposes a new use case about sensing for UAV management.
**************** First Change ******************
5  Use cases

5.x.
Sensing for UAV intrusion detection
5.x.1
Description

UAV industry is developing quickly around the world with the widely usages in various scenarios such as aerial photography, police force, urban management, agriculture, geology, meteorology, electric power, emergency rescue and disaster relief, etc. Especially for the smart city in future, a large number of UAVs will be used to improve the quality of our daily life including industrial inspection, public security patrol, cargo transportation, live broadcast and so on. However, this also brings big challenges on UAV supervision due to the following reasons:

1) Low-altitude UAVs have characteristics as large number, small size, wide flying zone, widely used to execute complex and diverse tasks. which makes UAV supervision very difficult if only using the traditional radar system.

2)  Lack of effective means to acquire sufficient and real-time information to assist the UAV’s flying, e.g. route planning and obstacle avoidance.

3) Non-cooperative UAVs may intrude some no-fly zone (e.g. airport, military base) intentionally or unintentionally which would lead to serious consequences, e.g. exposing private information using the camera, blocking other UAV traffic on the flying route.

5.x.2
Pre-conditions
5G radio signals can be used to provide wireless access for communication, meanwhile the 5G radio signals can also be used to generate sensing data for object detection. 5GS could provide sensing service by processing sensing data and output sensing information (e.g. relative position, altitude, distance, velocity, direction). 

UAV management departments/companies have close cooperation with mobile operators and can request UAV related information from the mobile network. Mobile Operators can make use of wireless base stations to sense the airspace within their coverage area, and report the above sensing information to the USS/UTM as defined in TS 23.256 [x] clause 3.1 .

5.x.3
Service Flows
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Figure 5.x.3-1: Sensing for UAV intrusion detection
There is a famous park in the city, and there is a need to hold a ceremony with high security requirement in the Park temporarily, turning the Park in a restricted zone where UAVs are not allowed to fly. The administrator of the scenic spot has a subscription for a UAV prevention service from the USS/UTM. And the USS/UTM has a subscription for sensing services from a mobile operator, which collects sensing information within a designated area to provide it towards the USS/UTM as requested. 
Jones flies the UAV near the park, which is covered by a mobile network that has the sensing capability to detect the presence of UAVs by base stations present in the area. The sensing data acquired by these base stations is reported continuously to the network, and the network analyses the sensing data and further exposes the sensing results to the USS/UTM.

Jones's UAV is about to fly into the park no-fly area. When the base stations in the park detects above information that Jones's UAV approaching the park's no-fly area, the mobile network exposes this sensing information to the USS/UTM. 

The USS/UTM will trigger to send warning messages/notices to UAV controller based on analytical results based on the sensing information from the mobile network. Jones will receive the alarm information of the UAV operation and adjust the flight status in time. Alternatively, the USS/UTM will trigger UAV countermeasures to prevent the UAV from flying in the no-fly area.

5.x.4
Post-conditions

The mobile network can provide sensing service for UAV managements with high quality and continuity, to improve the accuracy and efficiency of public safety supervision and management.

USS/UTM interacts with the mobile network for sensing service and perform UAV intrusion detection based on the sensing information exposed by network.

5.x.5
Existing features partly or fully covering the use case functionality

None.

5.x.6
Potential New Requirements needed to support the use case

[P.R 5.x.6-001] The 5G system shall be able to provide a sensing service by using base stations to collect sensing measurements. 

[P.R 5.x.6-002] The 5G system shall provide mechanisms for an operator to transport sensing data from base station towards the core network.
[P.R 5.x.6-003] 
Based on operator’s policy, the 5G system shall be able to expose sensing results to a trusted 3rd party application.
[P.R 5.x.6-004] The 5G system shall be able to support to configure sensing operation based on sensing service request (e.g. authorization, sensing area).
[P.R 5.x.6-005] The 5G system shall be able to support the activation and deactivation of the sensing service according to the operator’s policy.
KPI requirements

Table 5.x.6-1 KPI Table of Sensing

	Scenario
	Sensing Distance
	Sensing Angle/direction 
	Sensing Moving Speed
	Interval between two consecutive sensing fixes
	Latency

	
	Accuracy
	Resolution
	Distance Range 
	Accuracy
	Resolution
	Angle range 
	Accuracy
	Resolution
	Speed range
	
	

	Sensing for UAV intrusion detection
	[]
	[]
	[]
	[]
	[]
	[]
	[]
	[]
	[]
	[]
	[]


Editor’ Note: The KPI requirements for UAV intrusion detection are FFS.

************* End of First Change ***************

