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1	Impacts
{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	
	X
	

	No
	
	
	X
	
	

	Don't know
	X
	
	
	
	X



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …

	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item



2.2	Parent Work Item
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	



2.3	Other related Work Items and dependencies

	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	880041
	Study on Personal IoT Networks
	Previous Rel-18 work, some basic requirements related to PIN have been specified.  



3	Justification
[bookmark: OLE_LINK13]SA1 has studied Personal IoT Networks (PIN) in release 18, which mainly focused on the smart home/office scenarios and non-roaming scenarios. Supporting PIN in the roaming scenario has not been thoroughly studied. Some non-roaming scenarios need further study as well.
For the non-roaming scenarios, the following use case has not been studied or supported by the 5GS:
Use case 1): Alice’s phone cannot access to the HPLMN due to some reason, for example, out of power, or being stolen. Alice has some non-3GPP devices, which could obtain data service indirectly from the Bob’s operator via PEGC, i.e. Bob’s phone, meanwhile Alice could be reached via the her MSISDN on her non-3GPP devices.
In brief, there are mainly two major categories of roaming use cases for PIN:
1	all PIN elements are in roaming scenarios, for example:
Use case 1): My parents and I travel abroad. Only I have turned on roaming service, and my parents have no roaming service. My parents can obtain data service directly from my roaming PLMN after joining my PIN during the trip with roaming service off. My parents and I are not together all the time during the trip and my parents need to receive data services directly from my roaming PLMN sometimes (for example, when direct link between my parents’ mobile phone and PIN gateway (i.e. my mobile phone) is not available, my parents cannot get data service via my PIN gateway all the time). 
Use case 2): Alice travels abroad, meet some a new friend Bob in the same tour group, Bob is travelling abroad. Bob and Alice may be subscribers of different PLMNs. 
Only Alice has turned on roaming service,. Due to some reasons, such as roaming service off, phone being out of power, or phone being stolen, Bob has no roaming service (that Bob’s phone or non-3GPP devices cannot access the local RAN/PLMN and connect using some non-3GPP technology to the PEGC, i.e. Alice’s phone). After joining Alice’s PIN, Bob can obtain data service indirectly from Alice’s roaming PLMN using his watch or his tabletnon-3GPP devices via PEGC. Meanwhile, Bob could be reached via his MSISDN on his non-3GPP devicesthe watch or tablet. 
Note: the non-3GPP devices could be a watch or a tablet.

2	PIN element A is in roaming and PIN element B is not roaming:
[bookmark: _Hlk96012420]Use case 3): Alice’s data roaming service has been turned off (that Alice’s phone cannot access the local RAN/PLMN directly due to some reasons, such as roaming service off, phone being out of power, or phone being stolen). Alice travel abroad and meet a local friend Bob there. 
[bookmark: OLE_LINK9][bookmark: OLE_LINK10]Under the authorization of Alice’s operator and Bob’s operator, with the assistance and Bob’s phone, Alice could obtain data service indirectly from the Bob’s operator using her non-3GPP devices via PEGC, i.e. Bob’s phone, meanwhile Alice could be reached via the her MSISDN on her non-3GPP devices. 
Lucy also obtains data service indirectly from the Bob’s operator using her non-3GPP devices(watch) via PEGC, i.e. Bob’s phone and Lucy’s watch cannot receive the call to Alice’s MSISDN.
Note: the non-3GPP devices could be a watch or a tablet.
Use case 4): Alice travel domestically or abroad and rent a car thereto have sightseeing tour in suburb areas lack of terrestrial coverage (e.g. desert and forest) and only satellite access is available. 
[bookmark: _Hlk96439389]Alice parks a car and has some sightseeing around car within a certain area with her watch or tablet. Under the authorization of Alice’s terrestrial operator and the car’s satellite operator, Alice could obtain limited data service indirectly from the car’s satellite operator using her non-3GPP devices via PEGC, i.e. the car. Meanwhile Alice could be reached via her MSISDN on the watch or tablet, so that Alice would not miss the call from family or credit card centre.
Note:	use case 4）could be non-roaming scenario as well.
Note: 	Alice could only get limited data service due to low bandwidth of satellite operator while get good quality of voice service. 
Gap analysis for the above use case 1-4):
-	The Rel18 PIN only studies credential provisioning for a device without any preconfigured credential and thus the PIN element obtain the data service via PIN gateway. The PIN element is linked to the PIN owner
-	when the user A’s UE is not able to access 5GS directly, the user could get the data service via other user’s PEGC using the user A’s non 3GPP devices. The PIN element is linked to the user A, not the owner of the PIN, so that the user A could be reached via the user A’s MSISDN. 
Furthermore, the user could benefit more when PIN elements could facilitatewith the satellite access. For example,The following use case could be not related to PIN.
Use case 5): when Alice rents a car for sightseeing tour. When Alice drives into a landscape that lack of coverage, and satellite access can be utilized:
[bookmark: _Hlk96365655][bookmark: OLE_LINK33]-	The car is able to access satellite while Alice’s phone can’t access satellite: how to enhance IAB backhaul link using satellite access.
[bookmark: _Hlk96365686]-	The car and Alice’s phone are both able to access satellite: the car could share the Ephemeris information to facilitate the UE selecting the proper satellite access.
Gap analysis:
-	The Rel18 PIN only studies credential provisioning for a device without any preconfigured credential and thus the PIN element obtain the data service via PIN gateway.
-	when the PIN element is out of coverage of its home PLMN coverage, the user could get the data service via PEGC in roaming PLMN using his or her watch or tablet. However the user can not be reached via the user’s MSISDN when the user turn off the roaming service. 
All in all, it is useful to study the above use cases so that the 5GS could provide better roaming service experience for users to travel with PIN.
4	Objective
This study is aiming at identifying new use cases, providing gap analysis and defining potential requirements regarding 5GS support of Personal IoT networks (PIN) enhanced in roaming scenarios. and non-roaming scenarios.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]The objectives include:
-	Study use cases related to enhance 5GS to support Personal IoT networks (PIN in roaming scenarios, including), including but not limited to:
- 	PIN element of user A obtains data services indirectly from operator B via UE of user B when UE of user A can notcannot access the local RAN/PLMN directly, access 5GS (including terrestrial network or satellite network) meanwhile PIN element of user A can be reached by MSISND MSISDN of user A;
	-	user B are roaming in operator B; or
     -	user B is not roaming,
-	Study potential requirements related to enhance 5GS to support Personal IoT networks (PIN) in roaming scenariosthe identified use cases, including:
-	authentication and authorization of the PIN in roaming scenarios;
-	How the PIN element of user A can be reached via the MSISDN, including:
[bookmark: _Hlk96522868]-	identifying that the PIN element is linked to User A when PIN element of User A joins the PIN of user B;
-	obtaining data service via UE of user B; and
-	being reachable by MSISDN of user A while the;
[bookmark: _Hlk96522954]-	interaction among UE, non-3GPP devices and 5GS;
 PIN element of user A obtains data service indirectly from the PLMN other than Home PLMN when user A turns off roaming service; and 
-	Facilitate satellite access as backhaul for PIN and share satellite access information between PIN gateway and PIN devices in one PIN; and
-	Other aspects include security, charging and privacy; and 
-	Gap analysis between the identified requirements and what is already defined by existing 3GPP requirements.
5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TR
	TR22.xxx
	To study the use cases and potential service requirements for identifying
	SA#97 (Sept 2022)
	SA#98 (Dec 2022)
	Yanchao Kang

	
	
	
	
	
	




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	{e.g. "22.281"}
	{Possible values: 
- either free text (e.g. “CS aspects to be removed") 
- or “Specification to be withdrawn”}
	{e.g. "TSG#89"}
	{Free text}

	
	
	
	



6	Work item Rapporteur(s)
Yanchao Kang, vivo, kangyanchao@vivo.com

7	Work item leadership
SA1

8	Aspects that involve other WGs
none

9	Supporting Individual Members
{At least 4 supporting Individual Members are needed. There is an expectation that these companies will provide resources to progress the work. Note that having 4 supporting companies is a necessary but not sufficient condition: the usual TSG approval process by consensus is needed for the WID approval}
	Supporting IM name

	vivo

	OPPO

	Toyota

	Xiaomi

	China Telecom

	CATT

	China Unicom



