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1	Impacts
{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
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2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item



2.2	Parent Work Item
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	

	
	
	



3	Justification
[bookmark: OLE_LINK2]Mobile communication technology is changing the world and also building a digital world that provides services covering almost every areas such as socializing, shopping, entertainment, work, etc. Up to end of 2020, 5.2 billion people subscribed to mobile services, representing 67% of the global population. Mobile technologies and services generated $4.4 trillion of economic value added (5.1% of GDP) globally. 
However for MNOs, the pressure of increasing investment/lowering revenues is not mitigating, somehow even worse. As known, the huge number of mobile users are the potential high values for MNOs, and which may enable much more potential opportunities, for example, exposure of the salesman’s phone number legally and securely to the target customes. And considering to the laws/regulations of the user data protection, e.g., GPDR, it seems hard for MNOs to make the first step forward.  . 
The General Data Protection Regulation (EU) 2016/679 (GDPR) is a regulation in EU law on data protection and privacy in the European Union (EU) and the European Economic Area (EEA). The GDPR's primary aim is to enhance individuals' control and rights over their personal data and to simplify the regulatory environment for international business[1]. This regulation applies for the data controller, processor, or data subject (user) is based in or partialy in EU. In general, the processing/collecting of the user data shall be lawful when user has given the consent to the processing data for one or more specific purposes;  
There are still challenges and room to improve:
· For example, currently User customes A has to know the phone number before making a call to salesman/companyUser B, but when customes one doesn’t have the target information, additional time/energy is needed to find it out, e.g., asks other User(s), or search from User B’s social APPswebsites (e.g,. Facebook, Twitter, etc.), sometimes the information is old and not valid, sometimes even nothing found. This is very bad experience. 
· Another example, today one mobile phone may probably install hundreds of APPs that mostly require an new registration account first with the user’s information. Defferent APP(s) applies different methods of authentication/authorization, which increases the risk of leaking the user information. Meanwhile User has to consume lots of time/enery on maintaining these APP account(s) sometimes with same updating information, e.g., updating the home address, or phone number, etc. this is not a good experience and not efficient.
· Third example, most of the companies may pay much money on advertisement for better market, however sometimes this advertisement cannot reach the target user(s)/customer(s) timely. On other side, some users cannot get the useful product information when they need. This mismatch brings bad experience for user and potential loss for companies.
As known, APPs have the higher security/private issue comparing to 3GPP way, for example the only identifiable for target user to access to the server (storing private information) is IP address which is hard for trackable due to dynamic IP allocation, and as well as the user behind the IP address is also unknown. But for 3GPP way, thing becoms easier and more secure, because, the target UE/User is clearly identifiable, and as well as 3GPP additional security protections for the data and data transmission between UE and 5G network.
Mobile User Service is provided by defined to enable the 5G system to securely integrate/manage/expose explore and enhance the the Mobile Users Data for business purpose that provided by user and/or MNO(s), based on User information owned by MNOs by considering subscriber authorization/regulations/MNO policy, including, for example, management of the user data, exposure of the user data to the authorized 3rd party/user, etc. 





in order to provide secure and convenient services by such as:
· Phone number Searching.
· Advertisement delivery to the interested subscriber(s).
· Authentication & Authorization for 3rd party based on the subscriber information…
· Others
Mobile User Data, is the data provided by user willingly, e.g., name, address, city, product info; or/and from MNO under user’ authorization, e.g., MSISDN, PEI, last SIM change data, lost/stolen, etc. 


NOTE: what the specific user data that can be used for Mobile User Service is up to MNO(s). how to collect/process the Mobile User Data shall obey the related regulations, e.g., GDPR, etc.
User for this Study includes two types of users: 
	- the user of 3GPP UE
	- the user of non-3GPP UE, e.g., hotel, hospital, company, etc. 
In order to distinguish the user information provided by user and MNOs. The User information is defined to devided into two aspects as following:
· Mobile User Data is related to user private information provided by user, e.g., name, telephone number, address, email, etc. 
· Mobile Subscription Data is provided and generated by MNOs, e.g., subscribed DNN list, SUPI, GPSI list, MSISDN, last SIM change date, lost/stolen, etc. (e.g., from 5G Network NFs, or other systems owned by MNOs)
The User for Mobile User Service can be, 1) a mobile phone user that subscribes also to mobile service; 2) also can be 3rd party (e.g., company or organization) that access to the Mobile User Service via the 5GS exposure features. 
Reference: 
[1] "Presidency of the Council: 'Compromise text. Several partial general approaches have been instrumental in converging views in Council on the proposal for a General Data Protection Regulation in its entirety. The text on the Regulation which the Presidency submits for approval as a General Approach appears in annex,' 201 pages, 11 June 2015, PDF". Archived from the original on 25 December 2015. Retrieved 30 December 2015.

4	Objective
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]This SID is workable based on the pre-condition “ under user’s authorization, obey any regulations (e.g., GDPR), by considering MNOs policy”, how to design/use the services enabled by the Mobile User Service is out scope of this SID. 
NOTE: in this Study, the collection of Mobile User Data is authorized by user for business purpose.
The objective of this SID is to study 5G system supporting Mobile User Service for business purpose as following:
1. To identify the potential use cases and requirements for Mobile User Service, including: 
a) management and extension of the User informationMobile User Data, e.g., creation/modification/updating/removal, etc. 
b) Operations of Mobile User Service, e.g., activation /deactivation/ subscription/un-subscription, etc.
c) subscribers’ user’ information interworking between MNOs if allowable, e.g., in same country, PLMN A MUS can access to the MUS in PLMN B based on user authorization, operators’ agreement and national regulations..
d) Exposure User’ information to UE and 3rd party with flexiable permission from Users and regulations and MNO policy. 
e) authentication and authorization for 3rd party based on the User’ information.
f) Investigation on potential regulation(s) in the different countries or areas per user case if needed
g) Identifying the potential User data that could be possible to expose by considering the regulation.
2.  To identify the potential requirements for privacy and security of Mobile User Service by considering, e.g., subscribers’ User’s permission, MNOs policy, national regulations, etc. including: 
a) management of the Mobile User DataUser information. 
b) exposure of the User’ information to UE and 3rd party with proper permission.
c) interworking between different PLMNs
3. charging or other aspect if identified
4. To identify the gap between the new potential requirements and existing requirements. 

5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur
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	22.XXX
	Study on 5GS supporting Mobile Digital Service
	(Dec 2022)
	(Mar 2023)
	



	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks
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