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	Reason for change:
	The terminology of “PIN Element with Gateway Capability” and “PIN Element with Gateway Capabilities” are mix-used, alignment is needed.

The requirement of “IP traffic offload” is not clear.

	
	

	Summary of change:
	Change “PIN Element with Gateway Capabilities” to “PIN Element with Gateway Capability”
Clarify “IP traffic offload within a CPN” as “IP traffic offload to data network for a CPN”.
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****START OF CHANGES****
[bookmark: _Toc83392351][bookmark: _Toc83392352][bookmark: _Toc45387618][bookmark: _Toc52638663][bookmark: _Toc59116748][bookmark: _Toc61885567][bookmark: _Toc83392192] 6.38	Personal IoT Networks and Customer Premises Networks 
[bookmark: _Toc83392353]6.38.2	Requirements
[bookmark: _Toc83392355]6.38.2.2	Gateways
The 5G system shall be able to support access to the 5G network and its services via at least one gateway (i.e. PIN Element with Gateway Capability Capabilities or eRG) for authorised UEs and authorised non-3GPP devices in a PIN or a CPN. 
The 5G system shall be able to support IP traffic offload to data network within for a CPN.
NOTE 1:	The priority of offload can be from default configuration, network or user.
Under operator control, an eRG, shall be able to efficiently deliver 5G multicast/broadcast services to authorized UEs and non-3GPP devices in the CPN.
NOTE 2:	The multicast service(s) that each of the authorized UEs and/or non-3GPP devices is allowed to receive may be different.
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