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• Nowadays, passive IoT with extremely low cost has been deployed in many use cases, such as Smart 
Logistics. However, existing solution has several issues listed below:

Motivation of support Passive IoT in non-public 
network

Ø limited transmission range and interference caused by other passive IoT devices nearby;

Ø Lack of well-defined networking infrastructure to support data transmission to a remote application 
server;

• Integrating passive IoT into 5GS, typically non-public network, is an effective way to solve the aforementioned 
issues and bring more value to the 5GS.

• The requirement of integrating passive IoT into NPN need to be investigated. Several aspects need to be 
studied. For example, the requirement of deployment using unlicensed band, registration/ authentication/ 
authorization management for passive IoT in NPN, etc.
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Motivation of support Passive IoT in non-public 
network

There are several reasons for integrating passive IoT into NPN.

Ø In some area for Logistics, there is no support of public network;

Ø The service provider for Logistics may consider localized management and consider NPN as 
the local hosting network.
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Use case 1:Cargo warehousing registration

Passive RFID device

Passive RFID Relay

• With the passive IoT device, the service provider of logistics wishes to build its 
own SNPN (using unlicensed band) and to implement cargo warehousing 
registration within it own NPN. 

• In the case of cargo warehousing registration, there are tons of goods waiting
for registration (more than 15,000 good per m2). A pallet is used for carrying
good (each pallet for more than 150 goods) and each pallet passes through a
scanning gun which can scan all the good on the pallet and complete the
registration for these goods. The time interval for two neighboring pallet to
pass through the scanning gun is usually short (less than 3min).

• All the good can communicate directly with the scanning gun or send the data 
to the scanning gun through a passive RFID relay. 

• The efficiency of cargo warehousing registration will be increased dramatically. 
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Use case 2: Cargo Tracking

• A wagon carries many pallet with goods (more than 10 pallet per wagon) and travel to the 
destination. In order to track the goods within the wagon, several portal frames are set up among 
the route of the wagon. Whenever the wagon passes through the portal frame, the data of goods 
are required to be sent to the portal frame which can then forward the data to the proper 
application server for tracking.

• The service provider of logistics may set up the tracking equipment on certain portal frame to 
track the data of the goods carried by wagons. 

• The efficiency for tracking the goods carried by wagon will be dramatically increased. 

Active RFID Relay
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Proposed objective

Ø Study use cases related to the support of passive IoT in non-public network, e.g.,

• Use cases of passive IoT in non-public network.

• Service and functional requirements to support the passive IoT being adopted in non-public network

• Requirements of passive IoT in non-public network which is deployed using unlicensed band

• Requirements of non-3GPP access for passive IoT device for accessing SNPN

• Requirements of passive IoT UE onboarding and provisioning for non-public network

• Requirements of registration/authentication/authorization management for passive IoT in the non-public network

• Requirements of connectivity management for passive IoT UE in the non-public network

Ø Gap analysis between the requirements that are defined in PINPN and the existing requirements defined by existing 3GPP 
requirements.
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Thank you!


