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Abstract: This contribution provides editorial changes to make TR 22.926 ready for approval. Specifically it changes spelling of extra-territorial to extraterritorial (as was already done with the title of the TR and removes empty clauses left over from the outline.
1. Proposal
It is proposed to agree the following changes to 3GPP TR 22.926v1.0.0.


* * * First Change * * * *
[bookmark: _Toc82080638][bookmark: _Toc82080653]1	Scope
The present document  identifies  use cases and associated guidelines for the provision of services when a 5G public network has an extra-territoriality access component.
This Technical Report (TR) addresses:
-	Use cases and associated  conditions generating extra-territoriality of public 5G systems (e.g. HAPS covering multiple countries, satellite access covering international waters, aeronautical networks),
-	3GPP features (e.g. emergency calls, PWS, LI, charging) and technical aspects (e.g. MCC/MNC, location of UE/NW) for which extra-territoriality may be relevant, and types of regulations that may be applicable.
-	Guidelines on the fulfilment of relevant regulatory requirements (e.g. routing to a core network in a specific country, use of MCC).  
This 900 series TR is meant to serve as the basis for technical work in other 3GPP Working Groups when considering the above topics. This TR is not normative. It has been developed by SA1 to capture relevant high-level considerations associated with of the provision of 5G public network and access servicesin extraterritorial contexts, and provide corresponding guidelines.

* * * Next Change * * * *
[bookmark: _Toc82080645]5.1	Introduction
This clause describes different types of territories that are relevant in the discussion of extra-territoriality.

* * * Next Change * * * *
[bookmark: _Toc82080651]6	3GPP Services/features affected by extra-territoriality
[bookmark: _Toc82080652]6.1	Introduction
This clause identifies 3GPP services and features that are affected by extra-territoriality and that are considered in the use cases in this Technical Report (see clause 7 and 8).
6.2	Public Warning System
PWS as described in [x4] provides the public with alerts, warnings and critical information regarding disasters and other emergencies. The general PWS requirements in [4] are supplemented with regional specific requirements for the Earthquake and Tsunami Warning System (ETWS), the Commercial Mobile Alert System (CMAS), EU-ALERT, and the Korean Public Alert System (KPAS). There is also an Extended PWS, with additional requirements for UEs with no user interface or with a user interface that is incapable of displaying text-based Warning Notifications. In addition, enhancements of Public Warning System (ePWS) is intended to improve the comprehension of a Warning Notification for users with disabilities or for user who are not fluent in the language of the Warning Notifications.
PWS and its different regional variants are generally covered by regulatory requirements (e.g. laws or other regulations). These regulatory requirements can take the form of regulations on operators to support PWS and/or in the form of regulations on devices that are sold in a particular country/region to support PWS. Issues with extra-territoriality can appear when it is not clear which of the national or regional regulatory requirements apply, e.g. in maritime or aeronautical areas. This can include that it is unclear whether PWS should be supported and/or which of the regional versions of PWS must be supported by the operator.
With PWS, Warning Notifications are provided by a Warning Notification Provider. In each country where PWS services are provided, there are procedures in place to determine who (e.g. which agencies or local authorities) can be a Warning Notification Provider. It is unclear whether there will be an organisation with responsibility for coordinating Warning Notifications in extra-territorial areas (e.g. maritime or aeronautical authorities). An alternative is that the network operator selects which Warning Notifications Provider(s) to use for extra territorial areas. It is clear that a satellite operator with a satellite network covering multiple countries and/or extra-territorial areas will have to interface with multiple Warning Notification Providers.
The Warning Notifications likely include the following five elements:
-	Event Description 
-	Area Affected
-	Recommended Action 
-	Expiration Time (with time zone) 
-	Sending Agency
The Warning Notification Provider will provide information determining in which area the Warning Notifications should be distributed. Based on the geographical information indicated by the Warning Notification Provider, it shall be possible for the operators to define the Notification Area based on their network configuration of the area coverage such as distribution of cells. 
With satellite networks, it is possible that the area covered by a single cell is much larger than a cell area in the terrestrial network. This can become a problem when satellite coverage and terrestrial coverage overlap. The difference in coverage areas may cause confusion between users of different types of access that get different messages even though they are in the same location. Furthermore, satellite users may receive information that is not targeted at the area they are in. A possible way of addressing these issues is by filtering Warning Notifications on the UE based on Area Affected information within the Warning Notification and location information available on the UE.
Editor’s Note:	It is FFS if altitude information in location information needs to be considered.

* * * Next Change * * * *
[bookmark: _Toc82080655][bookmark: _Toc82080658]6.4	Emergency calls
Requirements for emergency calls are listed in [5].
Different countries and regions can have different types of emergency calls. Furthermore, similar types of emergency calls may use different numbers in different countries. [5] provides the following examples:
19			Police (Albania)
100		Police and Fire Brigade (Greek cities)
100		Ambulance and Fire Brigade (Belgium)
112		Police and Ambulance (Italy)
112		General emergency call, all categories (Sweden)
115		Fire Brigade (Italy)
144		Ambulance (Austria)
An issue with extra-territoriality may therefore be that it is not clear which emergency call numbers need to be supported. Fortunately, the UE will be able to recognize many of the emergency call numbers and translate a call to an emergency number to an emergency number request. That way on most phones you can either use 911 or 112 to make an emergency call, irrespective of where you are. Note that this is not the case for all emergency call numbers. A non-terrestrial network operators will have to take the location of the UE into account to determine which emergency call numbers apply for which purposes in case the UE has not recognised the emergency call number as a general emergency call.
One of the main aspects related to extra-territoriality is that emergency calls need to be routed to the correct Public Safety Answering Point (PSAP). Routing to the right PSAP may be done based on the basis of UE determined location; it is assumed it is in the best interest also of the UE owner to route to the right PSAP.
A specific issue is to determine what kind of emergency call support should be provided in extra-territorial areas (e.g. at sea outside territorial waters). Users may expect support for emergency calls in areas where there is no clear PSAP that would be able to organise an emergency response. For maritime users the GMDSS (Gross Maritime Distress Safety System) [6] in the context of SOLAS (Saving of Lives at Sea) [7] provides a communication system for emergency response. Satellite operators may provide both GMDSS and/or terrestrial emergency calls. Note that SOLAS regulations impose requirements on maritime users but does not impose regulatory requirements on satellite operators to provide GMDSS and/or emergency calls.

* * * Next Change * * * *
6.7	Network access
Countries provide frequency licenses for terrestrial networks. Non-terrestrial networks can cover multiple countries and extra-territorial areas. When a non-terrestrial network uses spectrum that is subject to licensing in a specific country or region the non-terrestrial network will have to ensure it has permission from the countries or regions that are covered [10]. Note furthermore it may be possible that a non-terrestrial network cannot get the same frequency bands in all countries or regions it covers. Non-terrestrial networks will have to ensure that their use of radio spectrum in each country or region complies with the frequency license they have in that country or region and the frequency regulation of the sovereign territories which border that country or region. 
Regional/national regulators may also define exclusion areas where non-terrestrial communication is not allowed. Operators of non-terrestrial network should ensure that their networks do not provide service in exclusion areas. Further consideration of this is given in clause 7.4 when UEs are in an exclusion area and for in clause 8.3 for non-terrestrial networks operation with respect to exclusion areas.
National regulators can assign numbers and identifiers to the network operator (e.g. Mobile Network Code, IMSI/SUPI ranges, E.164 numbers). Also the ITU can provide MNCs (with the Mobile Country Code 901) and E.164 numbers (country code 88x). Mobile and satellite networks broadcast one (or more in case of network sharing) Mobile Country Code (MCC) and Mobile Network Code (MNC) combinations. Broadcast of the MCC for one country in another country should be avoided. This may be a challenge for satellite operators that have large radio cells. An option is to use the international MCC 901. Using the international MCC is also a good choice for extra-territorial areas. 
[bookmark: _Toc82080659]6.8	Feature/Service
Editor's Note: This sub-clause identifies the feature, provide references and describes what regulatory aspects may be relevant.

* * * Next Change * * * *
[bookmark: _Toc82080661]7.1	Introduction
This clause describes use cases for which Extra-Tterritoriality is expressed with respect to the UE and its access to the 5G network.

* * * Next Change * * * *
[bookmark: _Toc82080682]7.x	Use case title
[bookmark: _Toc355779204][bookmark: _Toc354586742][bookmark: _Toc354590101][bookmark: _Toc82080683]7.x.1	Description
Editor's Note: This sub-clause describes the use case. 
[bookmark: _Toc82080684]7.x.2	Identified applicable regulatory requirements 
Editor's Note: This sub-clause identifies applicable regulatory requirements that are specific to this use case.
[bookmark: _Toc355779205][bookmark: _Toc354586743][bookmark: _Toc354590102][bookmark: _Toc355779209][bookmark: _Toc354586747][bookmark: _Toc354590106][bookmark: _Toc82080685]7.x.3	Potential 3GPP approach 
Editor's Note: This sub-clause identifies a potential approach based on 3GPP specifications in addressing the regulatory requirements for the corresponding use case.

* * * Next Change * * * *
[bookmark: _Toc82080687]8.1	Introduction
This clause describes use cases for which Extra-Tterritoriality is expressed with respect to the UE and its access to the 5G network.
* * * Next Change * * * *
[bookmark: _Toc82080691]8.2.3	Potential 3GPP approach 
First aspect is to determine which MCC shall apply. For satellite networks that intentionally cover a multitude of countries, a shared MCC (e.g. 90x) is probably best. But satellite networks that focus on a specific country, but may have some cross border coverage, should be allowed to use a national MCC. A specific situation is a satellite access network that is shared among a number of operators from different countries. Here the intention of each of these network operators is to cover their own country with their PLMN ID, but the satellite access network will broadcast PLMN IDs for all the countries that it covers. This may happen especially in areas with multiple smaller countries or island regions, where country specific satellite access networks are not feasible. 
Editor’s Note: this clause needs to consider the ITU-T E.212 recommendation.
Next step is to ensure that the correct network is selected, even where there may be relatively large areas where multiple MCCs are broadcast. Selecting a network in the country where the UE is located is the best way to ensure that national regulatory requirements are fulfilled.
Editor’s Note: FFS about possible national regulatory restrictions (e.g. LI) applicable when UE selects a network with a 90x MCC. 
Assuming localisation of the UE is supported, there are two issues with selecting a network in the country the UE is located in:
-	How to determine which country the location of UE belongs to?
-	Who is responsible for the determination of the country?
The borders of a country can be expressed in a polygone of points with lines in between these points. For some borders this is easily done, but many borders are very irregular requiring very large polygones. Furthermore, country borders are sometimes disputed between different countries and are subject to changes (e.g. regions that gain independence, settlements between countries on borders or the extend of economic zones). This makes creating and maintaining a database of all country borders with sufficient accuracy a complicated and politically sensitive task.
[bookmark: _Hlk64973586]Which country the UE location belongs to in can be determined by the UE or by the network. Note that the UE and the network may come to different conclusions. The network should have the definitive authority to determine if it wants to provide service for the location of the UE.
* * * Next Change * * * *
[bookmark: _Toc82080695]8.3.3	Potential 3GPP approach
The 3GPP network should support a means to identify the location of the UE and apply a corresponding policy that will deny service if the UE operates in an exclusion area.8.x	Use case title
[bookmark: _Toc82080696]8.x.1	Description
Editor's Note: This sub-clause describes the use case. 
[bookmark: _Toc82080697]8.x.2	Identified applicable regulatory requirements 
Editor's Note: This sub-clause identifies applicable regulatory requirements that are specific to this use case.
[bookmark: _Toc82080698]8.x.3	Potential 3GPP approach 
Editor's Note: This sub-clause identifies a potential approach based on 3GPP specifications in addressing the regulatory requirements for the corresponding use case.
* * * Next Change * * * *
[bookmark: _Toc82080700]9.1	Introduction
This clause summarizes the key extra-territoriality requirements associated with each of the identified use cases together with the proposed approach to address these requirements in a 5G system.
The following table captures the regulatory guidance for UEs and networks in different operating areas, for the identified regulatory service. In the table below the ‘General’ column refers to all stage 1 requirements that are specified as ‘subject to regulatory requirements’ other than those listed in the other columns.
Table 9.1-1: Consolidated Regulatory Services in Scenarios considered in TR 22.926
	
	PWS
	Charging and Billing
	Emergency Call
	LI
	Data Retention
	Network Access
	General

	7.2 UE in border region
	[NOTE1]
	[NOTE2]
	[NOTE2]
	[NOTE2]
	[NOTE1]
	[NOTE2]
	[NOTE1]

	7.3 UE in Vessels
	[NOTE3]
	[NOTE3]
	[NOTE3]
	[NOTE3]
	[NOTE3]
	[NOTE3]
	[NOTE3]

	7.X UE in exclusion area
	[NOTE4]
	[NOTE4]
	[NOTE4]
	[NOTE4]
	[NOTE4]
	[NOTE4]
	[NOTE4]

	7.Y UE in extraterritorial area
	[NOTE5]
	[NOTE6]
	[NOTE5]
	[NOTE6]
	[NOTE6]
	[NOTE6]
	[NOTE6]

	7.Z UE migrating between areas
	[NOTE7]
	[NOTE7]
	[NOTE7]
	[NOTE7]
	[NOTE7]
	[NOTE7]
	[NOTE7]

	8.2 Extra-Territorial territorial Network Operation
	
	
	
	
	
	[NOTE2]
	

	8.M Network operating in an Aeronautic Area or At Sea
	[NOTE8]
	[NOTE8]
	[NOTE8]
	[NOTE8]
	[NOTE8]
	[NOTE8]
	[NOTE8]

	8.N Network access and exclusion areas
	[NOTE9]
	[NOTE9]
	[NOTE9]
	[NOTE9]
	[NOTE9]
	[NOTE9]
	[NOTE9]

	[NOTE1] The service is offered by the network operator according to the regulatory regime.
[NOTE2] The service is supported by the network operator according to the regulatory regime, but the location of the UE may be difficult to determine precisely or in an unusual place (offshore, airborne, along the border, etc.)
[NOTE3] The UE may either be in sovereign territory (airspace, waters), in which case the national regulations apply; or the UE may be in international territory (airspace, waters), in which case the regulations are more complex. See 7.3. It may be impossible to offer some regulatory services to UEs in international territories (e.g. emergency call).
[NOTE4] A UE in an exclusion area shall not use the network in a prohibited fashion. It is assumed that regulatory services apply to a UE whether or not it is in compliance with the exclusion area. Specifically, no service is provided to a UE in an exclusion area that is not allowed, though regulatory required services will still be supported (including lawful interception.)
[NOTE5] A UE in an extraterritorial area normally cannot receive national warning messages or perform emergency call. If this is possible, e.g. via non-terrestrial access, this would not be a regulatory service (as no such service has been defined.)
[NOTE6] A UE receiving service while in an extraterritorial area (e.g. from non-terrestrial access) would have no specific regulation applied to the UE. Regulations would apply to the network, depending on the territory where the network is located.
[NOTE7] Service for a UE migrating from one area to another will comply with the service of the area the UE is in at the time.
[NOTE8] A vessel or aircraft is a complex regulatory environment because it can operate both in and out of sovereign territory, and it applies regulations of the country to which the vessel or aircraft is registered. See 8.M.
[NOTE9] A network deployment will not violate exclusion area restrictions. See 8.N.



[bookmark: _Toc82080701]9.2	Guidelines for handling extra-territoriality in the 3GPP system
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