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1. Reason for Change
There are still some editors notes in 22.926 that can be resolved before sending the TR for approval.
Editor’s Note in 5.2: It is FFS if altitude information in location information needs to be considered.
There is no reason to consider altitude information for PWS. Altitude is not mentioned in 22.268. Identifying UEs that are planes (or networks in planes) should not be done based on altitude.
Editor’s Note in 7.1.2: Examples of these scenarios could be provided.
Some examples are provided.
Editor’s Note in 8.2.3: this clause needs to consider the ITU-T E.212 recommendation.
This issue has been addressed in a LS from ITU-T Study Group 2 to CT1 (C1-215553). The situation described in the text is possible based on agreement between the countries involved.
Editor’s Note in 8.2.3: FFS about possible national regulatory restrictions (e.g. LI) applicable when UE selects a network with a 90x MCC.
A note is added stating that “Networks with shared MCC will have to make their own arrangements to comply with international regulations and all the different regulations of the countries in which they provide services; this is beyond 3GPP specifications.”.

2. Proposal
It is proposed to agree the following changes to 3GPP TR 22.926 version 1.0.0.


* * * First Change * * * *
[bookmark: _Toc82080653][bookmark: _Hlk86266513]6.2	Public Warning System
PWS as described in [x] provides the public with alerts, warnings and critical information regarding disasters and other emergencies. The general PWS requirements in [4] are supplemented with regional specific requirements for the Earthquake and Tsunami Warning System (ETWS), the Commercial Mobile Alert System (CMAS), EU-ALERT, and the Korean Public Alert System (KPAS). There is also an Extended PWS, with additional requirements for UEs with no user interface or with a user interface that is incapable of displaying text-based Warning Notifications. In addition, enhancements of Public Warning System (ePWS) is intended to improve the comprehension of a Warning Notification for users with disabilities or for user who are not fluent in the language of the Warning Notifications.
PWS and its different regional variants are generally covered by regulatory requirements (e.g. laws or other regulations). These regulatory requirements can take the form of regulations on operators to support PWS and/or in the form of regulations on devices that are sold in a particular country/region to support PWS. Issues with extra-territoriality can appear when it is not clear which of the national or regional regulatory requirements apply, e.g. in maritime or aeronautical areas. This can include that it is unclear whether PWS should be supported and/or which of the regional versions of PWS must be supported by the operator.
With PWS, Warning Notifications are provided by a Warning Notification Provider. In each country where PWS services are provided, there are procedures in place to determine who (e.g. which agencies or local authorities) can be a Warning Notification Provider. It is unclear whether there will be an organisation with responsibility for coordinating Warning Notifications in extra-territorial areas (e.g. maritime or aeronautical authorities). An alternative is that the network operator selects which Warning Notifications Provider(s) to use for extra territorial areas. It is clear that a satellite operator with a satellite network covering multiple countries and/or extra-territorial areas will have to interface with multiple Warning Notification Providers.
The Warning Notifications likely include the following five elements:
-	Event Description 
-	Area Affected
-	Recommended Action 
-	Expiration Time (with time zone) 
-	Sending Agency
The Warning Notification Provider will provide information determining in which area the Warning Notifications should be distributed. Based on the geographical information indicated by the Warning Notification Provider, it shall be possible for the operators to define the Notification Area based on their network configuration of the area coverage such as distribution of cells. 
With satellite networks, it is possible that the area covered by a single cell is much larger than a cell area in the terrestrial network. This can become a problem when satellite coverage and terrestrial coverage overlap. The difference in coverage areas may cause confusion between users of different types of access that get different messages even though they are in the same location. Furthermore, satellite users may receive information that is not targeted at the area they are in. A possible way of addressing these issues is by filtering Warning Notifications on the UE based on Area Affected information within the Warning Notification and location information available on the UE.
Editor’s Note:	It is FFS if altitude information in location information needs to be considered.
[bookmark: _Toc82080639]
* * * Next Change * * * *
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[bookmark: _Toc82080663]7.2.1	Description
This use case considers a common scenario in which the UE operates in a location not definitively within one sovereign territory. There are regulations that apply to each sovereign territory. How should the UE and network behave in this situation? 
There are two aspects of this use case – frequency regulation and operational regulation (e.g. lawful interception.)
Where there are frequency emissions aspects, there are pre-existing regulations as a result of bilateral or multilateral negotiations between sovereignties. Where this is not successful, the ITU may be involved. It is therefore assumed that there are radio emissions restrictions across borders. 
[bookmark: _Toc355779206][bookmark: _Toc354586744][bookmark: _Toc354590103]Examples of border regions include:
- 	Along a river or natural feature defining a border
-	In disputed territory
-	In a border region which is too complex to entirely control all radio transmissions
In ITU regulations this is termed a ‘cross-border’ scenario. 
In cross-border scenarios where there is ambiguity (or impossibility to adequately restrict emissions across the borders) there may be special arrangements, e.g. an exclusionary zone. In a specific example, there are frequencies that are of concern to Russia, so a treaty with Finland restricts use of these within a number of km of the border it shares with Russia.
For a UE operating in a cross-border scenario, especially with access provided by a NTN network operator, the situation is more complex and is treated below. 
[image: ]
Figure 7.2.1-1 Ambiguous territory served by NTN access
Figure 7.2.1-1 depicts an ambiguous strip of territory between two sovereign territories T1 and T2. A UE whose subscriber is ‘Amalia’ is currently in this cross-border location, between T1 and T2. The NTN network operator ‘BigSky’ provides access to Amalia’s UE. The PLMN that Amalia’s UE will register with is PLMN A. The CN of PLMN A may be in T1, T2, on the NTN platform or located in a third sovereign territory.
Amalia turns on her UE. The UE registers with access provided by BigSky to PLMN A. 
The access, as it straddles T1 and T2, must use frequency that is already in compliance with regulations of T1 and T2.
PLMN A determines Amalia’s UE’s location and determines that it is an ambiguous cross-border region.
In T1, the regulatory regime of T1 applies (e.g. for Lawful Interception.) In T2, the regulatory regime of T2 applies. In the ambiguous zone it is not clear whose regulations applies. This requires specific consideration, as in some cases, where there are access restrictions, data retention and privacy laws, mandatory encryption of traffic, etc. the regulations may not be compatible: it may be impossible to apply both the regulations of T1 and T2 at the same time. In these cases, there must be a negotiated and harmonized set of regulations between T1 and T2. 
Amalia’s UE, according to the regulatory framework established by T1 and T2, will have set of policies that apply to its telecommunications service. The NTN operator and the PLMN A operator (which could be the same operator) will apply those regulations.
[bookmark: _Toc355779207][bookmark: _Toc354586745][bookmark: _Toc354590104]There are three potential ways in which the UE will behave:
1)	the UE complies with regulations of both sovereign territories (where this is in accord with regulations and the regulations are not incompatible), e.g. emergency call regulations in many situations apply on both sides of the border, cross country collaboration can ensure the right assistence is provided even across the border;
2)	the UE complies with the bilateral or multilateral regulations established between the territories, e.g. the HCM agreement [16] contains a multilateral regulation on cross border interference;
3)	the UE may be in a situation in which a joint (or uniform) regulation applies even though it is in a border region, e.g. the European GPDR regulation [17] is an example of a uniform regulation that applies to all countries within the European Union, including border regions between these countries.
Editor’s Note: Examples of these scenarios could be provided.


* * * Next Change * * * *
[bookmark: _Toc82080691][bookmark: _Hlk86267547]8.2.3	Potential 3GPP approach 
First aspect is to determine which MCC shall apply. For satellite networks that intentionally cover a multitude of countries, a shared MCC (e.g. 90x) is probably best. But satellite networks that focus on a specific country, but may have some cross border coverage, should be allowed to use a national MCC. A specific situation is a satellite access network that is shared among a number of operators from different countries. Here the intention of each of these network operators is to cover their own country with their PLMN ID, but the satellite access network will broadcast PLMN IDs for all the countries that it covers. This may happen especially in areas with multiple smaller countries or island regions, where country specific satellite access networks are not feasible. Agreement from the countries involved is required for cross border use of MCCs.
Editor’s Note: this clause needs to consider the ITU-T E.212 recommendation.
Next step is to ensure that the correct network is selected, even where there may be relatively large areas where multiple MCCs are broadcast. Selecting a network in the country where the UE is located is the best way to ensure that national regulatory requirements are fulfilled.
NOTE:	Networks with shared MCC will have to make their own arrangements to comply with international regulations and all the different regulations of the countries in which they provide services; this is beyond 3GPP specifications.
Editor’s Note: FFS about possible national regulatory restrictions (e.g. LI) applicable when UE selects a network with a 90x MCC. Assuming localisation of the UE is supported, there are two issues with selecting a network in the country the UE is located in:
-	How to determine which country the location of UE belongs to?
-	Who is responsible for the determination of the country?
The borders of a country can be expressed in a polygone of points with lines in between these points. For some borders this is easily done, but many borders are very irregular requiring very large polygones. Furthermore, country borders are sometimes disputed between different countries and are subject to changes (e.g. regions that gain independence, settlements between countries on borders or the extend of economic zones). This makes creating and maintaining a database of all country borders with sufficient accuracy a complicated and politically sensitive task.
[bookmark: _Hlk64973586]Which country the UE location belongs to in can be determined by the UE or by the network. Note that the UE and the network may come to different conclusions. The network should have the definitive authority to determine if it wants to provide service for the location of the UE.
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