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1	Overall description
SA1 thanks SA WG6 for the copy of their LS to SA WG 3 (“LS on new SID on Application Enablement for Data Integrity Verification Service in IOT”). Please consider the SA WG 1 input on this LS and the related new SA WG 6 study FS_DIV (S6-211481).
SA1 WG 1 has two comments, one concerning the justification of the proposed study FS_DIV, and one concerning the scope of 3GPP versus the scope of FS_DIV.
Comment on Jjustification of FS_DIV
S6-211481 was drafted to address the following TS 22.261 requirement.
“Subject to regulatory requirements and based on operator policy, the 5G system shall provide a mechanism to support data integrity verification service to assure the integrity of the data exchanged between the 5G network and a third-party service provider.
NOTE: 	This requirement could apply to mechanisms supported over the interface between 5G core network and an external application, with no impact on RAN and UE.”
This requirement stipulates a data integrity verification service for data exchanged between the 5G network and a third-party service provider. It was explicitly made clear that RAN and UE are not affected. However, SA WG 6 infers the stipulation for data integrity protection between an application on a UE and a third-party application server [“Therefore, an additional ability to provide data integrity protection service between an application on UE and an Application Server offered by a third-party service provider for IoT services (especially for the services that collect data from IoT devices) would be very valuable to support for 3GPP system.”].
There are two issues with SA WG 6’s interpretation of the TS 22.261 requirement.
1)	The TS 22.261 requirements does not call for the verification of the exchanged data and not for the protection of the exchanged data.
2)	The TS 22.261 requirement does not address the data exchanged between an application on the UE side and application server on the data network side. Rather, it addresses data exchanged between the 5G network and the application server. The UE and applications “behind” the UE are not part of the 5G network (see, for instance, figure 6-1 in TS 29.561).
The TS 22.261 requirement referred to in S6-211481 does thus not support the scope of FS_DIV.

3GPP scope v. FS_DIV scope
According to S6-211481, the envisaged feature will enable data integrity protection between the 5G network and (application server offered by a third-party service provider). This implies the protection of data in the data network, which lies outside the 5G network. (See, for instance, figure 6-1 in TS 29.561.) The 5G system would thus be tasked with data integrity protection in a network—namely the data network—which lies outside the control of the 5G system. Consequently, the proposed study lies thus outside the scope of 3GPP and should not be pursued by a 3GPP working group. 
2	Actions
To SA WG6
ACTION: 	Reconsider the justification of FS_DIV as the currently referred-to Stage 1 requirement does not support the goal of FS_DIV.
ACTION: 	Reconsider the scope of FS_DIV as the current scope includes features that lie outside the 3GPP scope.
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