	
3GPP TSG-SA1 Meeting #95e	S1-213073r2
Electronic Meeting, 23 August – 2 September 2021	(revision of S1-213073r1)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	22.153
	CR
	0049
	rev
	1
	Current version:
	17.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	X
	Core Network
	X



	

	Title:	
	MPS when access to EPC/5GC is WLAN

	
	

	Source to WG:
	Peraton Labs, CISA ECD, AT&T, T-Mobile US, Verizon

	Source to TSG:
	SA1

	
	

	Work item code:
	MPS_WLAN
	
	Date:
	[bookmark: _GoBack]2021-08-31

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	The current requirements in TS.22.153 do not explicitly cover MPS when the UE or IoT device has WLAN (non-3GPP) access to the EPC/5GC.

	
	

	Summary of change:
	Additions of a new clause with normative requirements to support:
· MPS for MMTEL voice/video calls when the UE has WLAN access to the EPC/5GC, and
· MPS for DTS sessions when the UE or IoT device has WLAN access to the EPC/5GC.

	
	

	Consequences if not approved:
	Lack of MPS features when the UE or IoT device has WLAN access to the EPC/5GC.

	
	

	Clauses affected:
	3.2 and new clause 10

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	





*** START of 1st CHANGE***
[bookmark: _Toc27762721][bookmark: _Toc59115408]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
DTS 	Data Transport Service
MMTEL 	Multimedia Telephony
MPS 	Multimedia Priority Service 
OTT 	Over-The-Top
PIN 	Personal Identification Number
VPN 				Virtual Private Network
NSWO			Non-Seamless WLAN Offload
*** END of 1st CHANGE***

*** END of 2nd CHANGE***
[bookmark: _Toc27762757][bookmark: _Toc59115444]10	Non-3GPP access
[bookmark: _Toc27762758][bookmark: _Toc59115445]10.1	MPS when access to the EPC/5GC is WLAN
MPS can be supported for MMTEL voice/video calls and data sessions when the access to the EPC/5GC is WLAN and the 3GPP system is used for the MPS authorization.  In this case, MPS priority treatment can be provided by:
-	both the WLAN access and the EPC/5GC (i.e., when the WLAN supports MPS), or
-	only the EPC/5GC (i.e., when the WLAN does not support MPS).
The following subclauses provide requirements specific to WLAN access to EPC/5GC.  
[bookmark: _Toc27762759][bookmark: _Toc59115446]10.1.1	MPS for MMTEL voice and video
10.1.1.1	General
For a UE with WLAN access to the EPC/5GC, the system shall support the requirements in clauses 9.1 and 9.2 for MMTEL voice and voice conference calls and MMTEL video and video conference calls by an authorized MPS Service User using
-	a UE with a subscription for MPS, and
-	a UE that does not have an MPS subscription.
The system shall support the requirements in clauses 9.1 and 9.2 for MPS for MMTEL voice and voice conference calls and MPS for MMTEL video and video conference calls terminating to a UE with WLAN access to the EPC/5GC regardless of the terminating UE subscription for MPS.
[bookmark: _Toc27762763][bookmark: _Toc59115450]10.1.1.2	Authentication and authorization
For a UE with a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support MPS for MMTEL voice/video authorization based on the UE subscription information.
For a UE that does not have a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support MPS for MMTEL voice/video authorization based on Service User credentials not associated with the UE (e.g., a calling card number, PIN or security token).
10.1.1.3	WLAN Interworking
For a UE with WLAN access to the EPC/5GC, the 3GPP system shall support delivery of the following to the WLAN:
-	indication of MPS for MMTEL voice/video authorization,
-	priority marking of transport parameters of MPS for MMTEL voice/video signalling and media, and
-	QoS characteristics of MPS for MMTEL voice/video signalling and media.
[bookmark: _Toc27762774][bookmark: _Toc59115461]10.1.2	MPS for DTS
[bookmark: _Toc27762775][bookmark: _Toc59115462]10.1.2.1	General
For a UE or IoT device with WLAN access to the EPC/5GC, the system shall support the requirements in clause 9.3 on MPS for DTS sessions for:
-	an authorized Service User using a UE with a subscription for MPS, 
-	an authorized Service User using a UE that does not have an MPS subscription,
-	an authorized IoT device with a subscription for MPS, and 
-	an authorized enterprise network activation of MPS for DTS for remote MPS subscribed UEs/IoT devices associated with the enterprise network.
[bookmark: _Toc27762779][bookmark: _Toc59115466]10.1.2.2	Authentication and authorization
For a UE or IoT device with a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support MPS for DTS authorization based on the UE subscription information.
For a UE that does not have a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support MPS for DTS authorization based on Service User credentials not associated with the UE (e.g., a calling card number, PIN or security token). 
For an authorized enterprise network that is activating MPS for DTS for a remote UE or IoT device with a 3GPP subscription for MPS, the system shall support MPS for DTS authorization based on the UE or IoT device subscription information.
[bookmark: _Toc27762782][bookmark: _Toc59115469]10.1.2.3	WLAN interworking
For a UE or IoT with WLAN access to the EPC/5GC, the 3GPP system shall support delivery of the following to the WLAN: 
-	indication of MPS for DTS authorization,
-	priority marking of transport parameters of MPS for DTS signalling and media, and
-	QoS characteristics of MPS for DTS signalling and media.
10.1.3	Non-seamless WLAN Offload (NSWO)
Non-Seamless WLAN Offload (NSWO) can be used by operators to offload selected traffic to a WLAN based on operator policy and roaming agreements for WLAN access (i.e., WLAN access to an EPC). A UE or IoT device with a 3GPP subscription for MPS can be authorized for priority NSWO data fraffic (e.g., Internet traffic).
NOTE:	In the NSWO case, the only aspects in scope are those pertaining to use of the 3GPP system for verification of 3GPP subscription for MPS.
For a UE or IoT device with a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support delivery of indication of MPS authorization based on operator policies and roaming agreements. 

*** END of 2nd CHANGE***

*** END of CHANGE***

