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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[31]	IEEE 1588-2019, IEEE Standard for a Precision Clock Synchronization Protocol for Networked Measurement and Control Systems.
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[bookmark: _Toc68279129][bookmark: _Toc61885568][bookmark: _Toc59116749][bookmark: _Toc45387619][bookmark: _Toc52638664]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5G LAN-VN	5G LAN-Virtual Network
A/S	Actuator/Sensor
eFMSS	Enhancement to Flexible Mobile Service Steering
eV2X	Enhanced V2X 
FMSS	Flexible Mobile Service Steering
GEO	Geostationary satellite Earth Orbit
ICP	Internet Content Provider
ID	Identification
IMU	Inertial Measurement Unit 
IOPS	Isolated E-UTRAN Operation for Public Safety
LEO	Low-Earth Orbit
[bookmark: _Hlk75354890]MBS	Metropolitan Beacon System
MCS	Mission Critical Services
MCX	Mission Critical X, with X = PTT or X = Video or X = Data
MEO	Medium-Earth Orbit
MIoT	Massive Internet of Things
MMTEL	Multimedia Telephony
MPS	Multimedia Priority Service
MSGin5G	Message Service Within the 5G System
NPN	Non-Public Network
RSTP	Rapid Spanning Tree Protocol
SEES	Service Exposure and Enablement S 
[bookmark: _Hlk75354910]SST	Slice/Service Type
TBS	Terrestrial Beacon System
TTFF	Time To First Fix

UTC 	Coordinated Universal Time 
XR	Extended Reality

*********************************Fourth change*******************************************

6.38	5G IMS Multimedia Telephony Service 
6.38.1	Description
The 5G system is expected to support advanced capabilities and performance of enhanced IMS multimedia telephony service to meet new demands from consumers, business customers and vertical markets. Nowadays 3GPP has introduced new network capabilities and new types of devices (e.g. AR/VR/XR devices, robot, etc.), which can bring promising improvements to IMS multimedia telephony service. While more and more individual consumers enjoy multimedia telephony services across the globe, multimedia telephony services become popular also among business customers. There are several primary business functions that organizations use multimedia telephony services for, including internal communication, talking with prospects (sales call), contacting current customers and clients, customer support, and contact centre (or call centre) activities. While business customers consider the multimedia telephony services offer attractive features to their business, they also experience some practical issues that expect support from the 5G system.
6.38.2	General
The following set of requirements complement the requirements listed in 3GPP TS 22.173 [37].
The IMS multimedia telephony service shall support AR media processing. 
6.38.3	Service Exposure
Requirements in this clause are subject to regulatory requirements and operator policy. 
The 5G system shall provide means to allow a trusted third-party to update the multimedia telephony service subscription and allocate a third-party specific identity to an authorized user.
NOTE: The third party is authorized to change user identities for those subscriptions authorized by the operator.
The following requirements apply to the originating side.
· The 5G network shall provide a means for third parties (e.g. enterprises) to be authorized to verify the use of calling identity information by its authorized users.
· The 5G network shall provide a means for authorized third parties to verify that an authenticated user is authorized to include or reference the pre-established calling identity information included in the call setup or retrieved by the called party.

· The 5G network shall provide a means to verify the authenticity of the pre-established stored identity information that is referenced by the call setup and retrieved by the called party.
The following requirements apply to the terminating side. 
· The 5G network shall provide a means for third parties (e.g. enterprises) to be able to verify the caller’s authorization to use the identity information either in addition to or instead of verification performed by the terminating PLMN.

· The 5G network shall provide a means to verify the authenticity of any stored identity information referenced by the call setup to be presented to the called party.


