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1	Overall description
SA1 thanks RAN1 for the LS. SA1 have the following answers to the 2 questions.
Question 1: Is there any security/regulatory aspect that needs to be taken into account if the NTN-GW/gNB position is broadcasted including any aspects related to accuracy of the position?
[bookmark: _GoBack]SA1 have not reviewed laws and regulations in all regions but a general principal which can be seen across regions is that telecommunication network elements, including gNBs, are considered as Critical Information Infrastructure (CII) (ref: China’s 2016 Cybersecurity Law[footnoteRef:1]; European Electronic Communications Code EECC[footnoteRef:2]). These regulations include (amongst other aspects) requirements on preserving the physical security of network infrastructure. [1:  	2016 Cybersecurity Law https://www.chinalawtranslate.com/en/2016-cybersecurity-law/;
中华人民共和国网络安全法 http://www.cac.gov.cn/2016-11/07/c_1119867116.htm]  [2:  	5G Supplement - to the Guideline on Security Measures under the EECC https://www.enisa.europa.eu/publications/5g-supplement-security-measures-under-eecc] 

To assist in preservation of physical security of CII it would not be advisable to broadcast the location of the NTN-GW/gNB unless a suitable location obfuscation technique was used to protect the exact location. The mechanism or value of any solution (e.g. an artificial bias) would need to comply with the various regulations which are highly likely to vary internationally.
Question 2:  Is there any security/regulatory aspect that needs to be taken into account if the NTN-GW/gNB position is possible to be derived by the UE with assistance information from the network including any aspects related to accuracy of the position?
As per the answer to Question 1, it would not be advisable to broadcast the location of the NTN-GW/gNB unless a suitable location obfuscation mechanism was used to protect the exact location. This also applies if the UE requires network assistance so long as the UE is able to observe the location of the NTN-GW/gNB after derivation.


2	Actions
To RAN1:
ACTION: 	SA1 asks RAN1 to take the above answers into account.

3	Dates of next TSG SA WG 1 meetings
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