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3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5G LAN-VN	5G LAN-Virtual Network
A/S	Actuator/Sensor
eFMSS	Enhancement to Flexible Mobile Service Steering
eV2X	Enhanced V2X 
FMSS	Flexible Mobile Service Steering
GEO	Geostationary satellite Earth Orbit
ICP	Internet Content Provider
ID	Identification
IMU	Inertial Measurement Unit 
IOPS	Isolated E-UTRAN Operation for Public Safety
LEO	Low-Earth Orbit
[bookmark: _Hlk75354890]MBS	Metropolitan Beacon System
MCS	Mission Critical Services
MCX	Mission Critical X, with X = PTT or X = Video or X = Data
MEO	Medium-Earth Orbit
MIoT	Massive Internet of Things
MMTEL	Multimedia Telephony
MPS	Multimedia Priority Service
MSGin5G	Message Service Within the 5G System
NPN	Non-Public Network
RSTP	Rapid Spanning Tree Protocol
SEES	Service Exposure and Enablement S 
[bookmark: _Hlk75354910]SST	Slice/Service Type
TBS	Terrestrial Beacon System
TTFF	Time To First Fix
UTC	Coordinated Universal Time

[bookmark: _Toc45387620][bookmark: _Toc52638665][bookmark: _Toc59116750][bookmark: _Toc61885569][bookmark: _Toc68279130]UTC 	Coordinated Universal Time4	Overview

6.36	5G Timing Resiliency 
[bookmark: _Toc65757458]6.36.1	Overview
5G systems rely on reference precision timing signals for network synchronization in order to operate. These synchronization references are generated by Primary reference Time Clocks that typically get the timing reference from GNSS receivers and in order to meet the relevant synchronization requirements also during failure conditions, the synchronization network designs typically include means to address potential degradation of the GNSS signal performance. Some deployment of 5G involve applications that themselves can be sensitive to any degradation of the timing signal. In such cases it is beneficial for the 5G system to be enhanced to act as a backup for loss of their GNSS references. In some implementations, timing resiliency enhancements to the 5G system can work in collaboration with different types of time sources (e.g., atomic clock, time service delivered over the fibre) to provide a robust time synchronization.
5G as a consumer of time synchronization benefits from timing resiliency which enables the support of many critical services within the 5G network even during the event of a loss or degradation of the primary GNSS reference timing. Additionally, for time critical services (e.g. financial sector or smart grid), the 5G system can operate in collaboration with or as backup to other timing solutions. A base of clock synchronization requirements when 5G is providing a time signal, if it is deployed in conjunction with an IEEE TSN network or if it is providing support for IEEE 1588 related protocols, is included in [21] clause 5.6.
The enhancements in this clause build on this to add timing resiliency to the 5G system enabling its use as a replacement or backup for other timing sources.
6.36.2	General
[6.36.2-1] The 5G system shall support enhanced timing resiliency in collaboration with different types of time sources (e.g., GNSS, TBS/MBS [33] [34], Sync over Fiber [34]) to provide a robust time synchronization.
[6.36.2-2] The 5G system shall be able to maintain accurate time synchronization as appropriate for the supported applications in the event of degradation or loss of the primary timing reference (e.g., GNSS).
[bookmark: _Toc65757459]6.36.3	Monitoring and Reporting
[6.36.3-1] The 5G system shall be able to support mechanisms to monitor for timing source failure (e.g., GNSS). 
[6.36.3-2] The 5G system shall be able to detect when reference timing signals (e.g., from GNSS or other timing source) are no longer viable for network time synchronization.
[6.36.3-3] The 5G system shall support a mechanism to determine if there is degradation of the 5G time synchronization.
[6.36.3-4] The 5G system shall be able to support mechanisms to indicate to devices (e.g., UEs, applications) that there is an alternate time source available for use (e.g., 5G system internal holdover capability, atomic clock, Sync over Fiber, TBS, GNSS), taking into account the holdover capability of the devices.
[6.36.3-5] The 5G system shall be able to detect when a timing source fails or is restored for network time synchronization. 
[6.36.3-6] The 5G system shall support mechanisms to monitor different time sources and adopt the most appropriate.
[6.36.3-7] The 5G system shall support a mechanism to report timing errors such as divergence from UTC and time sync degradation to UEs and 3rd party applications.
[bookmark: _Toc65757460]6.36.4	Service Exposure
[6.36.4-1] The 5G system shall support a mechanism for a 3rd party application to request resilient timing with specific KPIs (e.g., accuracy, interval, coverage area).
6.37 	Ranging based services
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