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1	Overall description
SA1 thanks ACJA and SA2 for their liaisons.
Firstly, in TS 22.125 the usage of UAV refers to the sum of the aerial equipment and the on-board UE comprising the mobile equipment and subscription module (e.g. USIM). Similarly, the usage of UAV controller refers to the sum of remote UAV control equipment and the UE.
Regarding the 3 scenarios proposed by ACJA; SA1 was considering all 3 scenarios. It should be recognised that SA1 only determines the service requirements for 3GPP and therefore technical solutions are beyond its remit.
In scenarios A & B, the scenario considered by SA1 was that the 3GPP Network would determine if a UE was flying, determine if the UE had been authorised to operate as a UAV (see requirement [R-5.1-010] in TS 22.125) and, if known to be unauthorised as is the case in scenarios A&B, the location and 3GPP identity of the UE would be reported to the UTM. The UTM would then be able to determine if the UE’s location correlated to any known aerial entity (e.g. helicopter, aeroplane) and would then be able to determine in an unregistered entity was flying – be this a UAV or otherwise. This process if fully in line with the requirement [R-5.1-017] “The 3GPP system shall support the UTM in detection of UAV operating without authorization”.
In scenario C, the scenario considered by SA1 was that the 3GPP Network would determine if a UE was flying, determine if the UE had been authorised to operate as a UAV (see requirement [R-5.1-010] in TS 22.125) and, if known to be unauthorised as is the case in scenarios C, the location and 3GPP identity of the UE would be reported to the UTM. The UTM would then be able to determine from the 3GPP identity that authorisation had been previously refused for this UAV and that the 3GPP Network had observed the UE flying regardless. This process if fully in line with the requirement [R-5.1-017] “The 3GPP system shall support the UTM in detection of UAV operating without authorization”.
SA1 believes that there is a requirement on the 3GPP to perform detection of aerial UEs and to notify the UTM of these such that the UTM can make a determination on whether the UE is authorized to be airborne. SA1 believes that the current formulation of requirement [R-5.1-017] is at a sufficient level of detail for a 3GPP stage 1 document.


2	Actions
To ACJA, SA2:
ACTION: SA1 asks ACJA, SA2, and SA6 to take the above into account. SA1 have not agreed any modification to the current formulation of [R-5.1-017] 

3	Dates of next TSG SA WG 1 meetings
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