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*** START of 1st CHANGE***
[bookmark: _Toc27762721][bookmark: _Toc59115408]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
DTS 	Data Transport Service
MMTEL 	Multimedia Telephony
MPS 	Multimedia Priority Service 
OTT 	Over-The-Top
PIN 	Personal Identification Number
VPN 				Virtual Private Network
NSWO			Non-Seamless WLAN Offload
*** END of 1st CHANGE***

*** START of 2nd CHANGE***

[bookmark: _Toc27762724][bookmark: _Toc59115411]5.1	General
The system shall provide preferential treatment based on the subscription for MPS for:
-	An authorized Service User using a UE with an MPS subscription,
NOTE 1:	In this case of an UE with an MPS subscription, subscription related information stored in the UE is used, e.g., membership in a special access class as per TS 22.011 [6] is used for E-UTRAN access to the EPC and membership in Access Identity 1 as per TS 22.261 [7] is used for 5GS (NR and E-UTRA access 3GPP and non-3GPP access to the 5GC).
-	An authorized Service User using a UE that does not have an MPS subscription, and
NOTE 2:	In this case, the Service User is not identified by the subscription related information stored in the UE (e.g., the Service User borrows a UE that does not have an MPS subscription).  In this case, radio interface priority may not be provided for the initial request for invocation of MPS.  It is provided only after MPS is established for the MPS Voice, Video or Data session.
-	An authorized IoT device with an MPS subscription.
NOTE 3:	In this case of an IoT device with an MPS subscription, subscription related information stored in the IoT device is used to allow invocation/revocation of MPS through machine interactions that may not directly involve a human MPS Service User.
Upon invocation of MPS, the system shall provide preferential treatment for access and core network resources associated with the session (i.e., signalling and media bearer related resources within a domain and across domains), including, when applicable, priority treatment towards an enterprise network supporting MPS. 
NOTE 4: ‘enterprise network’ (mentioned above, and in other following sections) may be a 3GPP or non-3GPP network.
A Service User is assigned a priority level by a regional/national authority i.e., agency authorised to issue priority levels. Upon MPS invocation the calling Service User's priority level is used to identify the priority to be used for the session being established.
Pre-emption of active sessions shall be subject to regional/national regulatory requirements.
Subject to regional/national regulatory policy, a PLMN should have the capability to retain public access as a fundamental function. Therefore, MPS traffic volumes should be limited (e.g. not to exceed a regional/national specified percentage of any concentrated network resource, such as eNodeB capacity), so as not to compromise this function.
*** END of 2nd CHANGE***

*** START of 3rd CHANGE***
[bookmark: _Toc27762732][bookmark: _Toc59115419]5.8	Roaming
MPS shall be supported when the Service User is roaming and the visited network and home network support MPS, and roaming agreements are in place for MPS.
[bookmark: _Toc27762733][bookmark: _Toc59115420]5.8.1	Roaming within the home country
The system shall support MPS when a UE with an MPS subscription is roaming within the home country and the visited and home network support MPS, and roaming agreements are in place for MPS.
NOTE 1:	Roaming within a home country is subject to national/regional rules and operator policy.
NOTE 2:	The subscription related information stored in the UE is used for roaming within the home country.  Membership in a special access class as per TS 22.011 [6] is used for E-UTRAN access to the EPC and membership in Access Identity 1 as per TS 22.261 [7] clause 6.22.2.2 is used for 5GS (NR and E-UTRAN access 3GPP and non-3GPP access to the 5GC). 
[bookmark: _Toc27762734][bookmark: _Toc59115421]5.8.2	Roaming outside the home country
The system shall support MPS when a UE with an MPS subscription is roaming outside of the home country and the visited and home network support MPS, and roaming agreements are in place for MPS.
NOTE 1:	Roaming outside a home country is subject to national/regional rules and operator policy.
NOTE 2:	The UE subscription in the home PLMN is configured for MPS with the visited PLMN outside the home country as specified in TS 22.261 [7] clause 6.22.2.2, for 5GS (E-UTRA and NR access 3GPP and non-3GPP access to the 5GC).
NOTE 3:	The home PLMN can configure the UE to discover and select a network supporting MPS when roaming outside of the home country (e.g., the UE is configured to select a specific MPS capable visited PLMN when roaming in a country that may have multiple PLMNs where some are MPS capable and some are not MPS capable). 
*** END of 3rd CHANGE***

*** START of 4th CHANGE***
9.1.1	General
MPS for MMTEL voice provides the Service User with priority voice communication sessions in periods of severe network congestion during which normal commercial voice service is degraded.
The system shall support:
-	MPS for MMTEL voice and voice conference calls for an authorized Service User using a UE with a subscription for MPS,
NOTE 1:	In this case of an UE with an MPS subscription, subscription related information stored in the UE is used, e.g., membership in a special access class as per TS 22.011 [6] is used for E-UTRAN access to the EPC) and membership in Access Identity 1 as per TS 22.261 [7] is used for 5GS (NR and E-UTRAN access 3GPP and non-3GPP access to the 5GC).
-	MPS for MMTEL voice and voice conference calls for an authorized Service User using a UE that does not have an MPS subscription, and
NOTE 2:	In this case, the Service User is not identified by the subscription information stored in the UE (e.g., the Service User borrows a UE that does not have an MPS subscription).  In this case, radio interface priority is not provided for the initial request for invocation of MPS.  It is provided only after MPS is established for the MMTEL voice call.
-	MPS for all participants of an authorized MMTEL voice conference call.
NOTE 3:	MPS for all participants of an MMTEL voice conference call allows a Service User (i.e., the host) to establish an MMTEL voice conference with MPS for all participants, or upgrade on ongoing MMTEL voice conference to MPS for all participants regardless of their subscription to MPS. 
*** END of 4th CHANGE***

*** START of 5th CHANGE***
[bookmark: _Toc27762767][bookmark: _Toc59115454]9.2.1	General
The primary purpose of MPS for MMTEL video is to provide the Service User with priority video communication sessions in periods of severe network congestion during which normal commercial video service is degraded.
The system shall support:
-	MPS for MMTEL video and video conference calls for an authorized Service User using a UE with a subscription for MPS,
NOTE 1:	In the case of an UE with an MPS subscription, subscription related information stored in the UE is used, e.g., membership in a special access class as per TS 22.011 [6] is used for E-UTRAN access to the EPC and membership in Access Identity 1 as per TS 22.261 [7] is used for 5GS (NR and E-UTRAN access3GPP and non-3GPP access to the 5GC).
-	MPS for MMTEL video and video conference calls for an authorized Service User using a UE that does not have an MPS subscription, and
NOTE 2:	In this case, the Service User is not identified by the subscription information stored in the UE (e.g., the Service User borrows a UE that does not have an MPS subscription).  In this case, radio interface priority is not provided for the initial request for invocation of MPS.  It is provided only after MPS is established for the MPS for MMTEL video session.
-	MPS for all participants of an authorized MMTEL video conference call.
NOTE 3:	MPS for all participants of an MMTEL video conference call allows a Service User (i.e., the host) to establish an MMTEL video conference with MPS for all participants, or upgrade on ongoing MMTEL video conference to MPS for all participants regardless of their subscription to MPS. 
*** END of 5th CHANGE***

*** START of 6th CHANGE***

9.3.1	General
MPS for Data Transport Service (DTS) is a generic priority packet transport service that applies independently of the specific data application being used.  It is a specific example of Priority Data Bearer Service described in clause 5.4a. MPS for DTS provides the Service User with priority for applications  using the default bearer (in the case of EPS), or default QoS flow (in the case of 5GS),  to one or more selected active Packet Data Networks (PDNs)/Data Networks (DNs), in periods of severe network congestion during which normal commercial data service is degraded.
NOTE 1:  Service Data Flows (SDFs) previously mapped to the default bearer / default QoS flow, are expected to receive the priority treatment of the upgraded default bearer / default QoS flow.
The system shall support:
-	MPS for DTS for an authorized Service User using a UE with a subscription for MPS, and
NOTE 2:	In this case of an UE with an MPS subscription, subscription related information stored in the UE is used, e.g., membership in a special access class as per TS 22.011 [6] is used for E-UTRAN access to the EPC and membership in Access Identity 1 as per TS 22.261 [7] is used for 5GS (NR and E-UTRAN access 3GPP and non-3GPP access to the 5GC).
-	MPS for DTS for an authorized Service User using a UE that does not have an MPS subscription.
NOTE 3:	In this case, the Service User is not identified by the subscription related information stored in the UE (e.g., the Service User borrows a UE that does not have an MPS subscription).  In this case, radio interface priority is not provided for the initial request for invocation of MPS.  It is provided only after MPS is established for the DTS session.
MPS for DTS may be used to by a Service User to obtain priority access (e.g., Virtual Private Network (VPN) access) to an enterprise network (e.g., a private corporate network or private Government Agency network to download data and/or access enterprise applications such as email, text/chat/presence, voice and video).  
The system shall support for an authorised Service User, an end-to-end MPS for DTS connection between the MPS subscribed UE and an associated enterprise network supporting MPS on demand based on operator policy and when agreements are in place for MPS.
NOTE 4:	The end-to-end MPS for DTS connection between the UE and an associated enterprise network is supported either using a web browser (e.g., use of a predetermined address (i.e., URL) in a web browser) or using a user-selectable option provided as part of the VPN client in the UE with an MPS subscription.
MPS for DTS provides an IoT device with subscription to MPS with priority for applications using a specific default bearer (in the case of EPS), or default QoS flow (in the case of 5GS), towards a single specified PDN/DN;in the case of IoT connectivity to an enterprise, MPS also provides priority for the terminating access network (connected to the enterprise).
The system shall support:
-	MPS for DTS for an authorized IoT device with a subscription for MPS, and
-	an end-to-end MPS for DTS connection between the MPS subscribed IoT device and an associated enterprise network supporting MPS on demand based on operator policy when agreements are in place for MPS.
NOTE 5:	An MPS specialized application on the MPS subscribed IoT device is used to support MPS for DTS through machine interactions that may not directly involve a human Service User.
An authorized enterprise network supporting MPS uses MPS for DTS to activate priority for remote MPS subscribed UEs and MPS subscribed IoT devices associated with the enterprise network based on operator policy when agreements are in place for MPS.
The system shall support:
-	for an authorized enterprise network supporting MPS, activation of MPS for DTS for remote MPS subscribed UEs associated with the enterprise network on demand based on operator policy when agreements are in place for MPS, and
-	for an authorized enterprise network supporting MPS, activation of MPS for DTS for remote MPS subscribed IoT devices associated with the enterprise network on demand based on operator policy when agreements are in place for MPS.
NOTE 6:	MPS for DTS activation by an authorized enterprise network supporting MPS involves prearrangement and configuration (i.e., subscription arrangement identifying the enterprise network authorization for remote activation of DTS in IoT devices) within the MPS Service Provider PLMN.

*** END of 6th CHANGE***

*** START of 7th CHANGE***
[bookmark: _Toc27762757][bookmark: _Toc59115444]10	Non-3GPP access
[bookmark: _Toc27762758][bookmark: _Toc59115445]10.1	MPS when access to the EPC/5GC is WLAN
MPS can be supported for MMTEL voice/video calls and data sessions when the access to the EPC/5GC is WLAN and the 3GPP system is used for the MPS authorization.  In this case, MPS priority treatment can be provided by:
-	both the WLAN access and the EPC/5GC (i.e., when the WLAN supports MPS), or
-	only the EPC/5GC (i.e., when the WLAN does not support MPS).
The requirements specified in clauses 5-9 shall apply when the access to the EPC/5GC is WLAN.  The following subclauses provide requirements specific to WLAN access to EPC/5GC.  
[bookmark: _Toc27762759][bookmark: _Toc59115446]10.1.1	MPS for MMTEL voice and video
10.1.1.1	General
For a UE with WLAN access to the EPC/5GC, the system shall support the requirements in clauses 5-9 for MMTEL voice and voice conference calls and MMTEL video and video conference calls by an authorized MPS Service User using
-	a UE with a subscription for MPS, and
-	a UE that does not have an MPS subscription.
The system shall support the requirements in clauses 5-9 for MPS for MMTEL voice and voice conference calls and MPS for MMTEL video and video conference calls terminating to a UE with WLAN access to the EPC/5GC regardless of the terminating UE subscription for MPS.
[bookmark: _Toc27762763][bookmark: _Toc59115450]10.1.1.2	Authentication and authorization
For a UE with a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support MPS for MMTEL voice/video authorization based on the UE subscription information.
For a UE that does not have a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support MPS for MMTEL voice/video authorization based on Service User credentials not associated with the UE (e.g., a calling card number, PIN or security token).
10.1.1.3	WLAN Interworking
For a UE with WLAN access to the EPC/5GC, the 3GPP system shall support delivery of the following to the WLAN:
-	indication of MPS for MMTEL voice/video authorization,
-	priority marking of transport parameters of MPS for MMTEL voice/video signalling and media, and
-	QoS characteristics of MPS for MMTEL voice/video signalling and media.
[bookmark: _Toc27762774][bookmark: _Toc59115461]10.1.2	MPS for DTS
[bookmark: _Toc27762775][bookmark: _Toc59115462]10.1.2.1	General
For a UE or IoT device with WLAN access to the EPC/5GC, the system shall support the requirements in clauses 5-9 on MPS for DTS sessions for:
-	an authorized Service User using a UE with a subscription for MPS, 
-	an authorized Service User using a UE that does not have an MPS subscription,
-	an authorized IoT device with a subscription for MPS, and 
-	an authorized enterprise network activation of MPS for DTS for remote MPS subscribed UEs/IoT devices associated with the enterprise network.
[bookmark: _Toc27762779][bookmark: _Toc59115466]10.1.2.2	Authentication and authorization
For a UE or IoT device with a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support MPS for DTS authorization based on the UE subscription information.
For a UE that does not have a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support MPS for DTS authorization based on Service User credentials not associated with the UE (e.g., a calling card number, PIN or security token). 
For an authorized enterprise network that is activating MPS for DTS for a remote UE or IoT device with a 3GPP subscription for MPS, the system shall support MPS for DTS authorization based on the UE or IoT device subscription information.
[bookmark: _Toc27762782][bookmark: _Toc59115469]10.1.2.3	WLAN interworking
For a UE or IoT with WLAN access to the EPC/5GC, the 3GPP system shall support delivery of the following to the WLAN: 
-	indication of MPS for DTS authorization,
-	priority marking of transport parameters of MPS for DTS signalling and media, and
-	QoS characteristics of MPS for DTS signalling and media.
10.1.3	Non-seamless WLAN Offload (NSWO)
Non-Seamless WLAN Offload (NSWO) can be used by operators to offload selected traffic to a WLAN based on operator policy and roaming agreements for WLAN access (i.e., WLAN access to an EPC). A UE or IoT device with a 3GPP subscription for MPS can be authorized for priority NSWO data fraffic (e.g., Internet traffic).
NOTE:	In the NSWO case, the only aspects in scope are those pertaining to use of the 3GPP system for verification of 3GPP subscription for MPS.
When NSWO is applicable for a UE or IoT device with a 3GPP subscription for MPS and with WLAN access to the EPC/5GC, the system shall support priority treatment for the NSWO data traffic based on operator policies and roaming agreements. 

*** END of 7th CHANGE***

*** END of CHANGE***

