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Abstract: this PCR provides use case for local cloud in CPN and proposed to enable 5G system support for identity provisioning to external services behind eRG in CPN. (TR22.858)




	*** 1st Change ***


[bookmark: _Toc66909179]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: " Service requirements for the 5G system; Stage 1".
[3]	3GPP TS 22.220: "Service requirements for Home Node B (HNB) and Home eNode B (HeNB)".
[4]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[5]	3GPP TS 22.278: "Service requirements for the Evolved Packet System (EPS)".
[6]	3GPP TS 23.287: "Architecture enhancements for 5G System (5GS) to support Vehicle-to-Everything (V2X) services".
[7]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS) "
[X]	3GPP TR 22.904: "Study on user centric identifiers and authentication".
[Y]	3GPP TS 22.101: "Service aspects; Service principles".
	*** 2nd Change *** (all new texts)


5.X	Use Case for supporting external services behind eRG in CPN
[bookmark: _Toc525307385]5.X.1	Description
According to TS22.101 clause 26a [X], the 3GPP system can support an operator to act as identity provider and enable auto-log-in and single-sign-on to operator and non-operator services. This use case is extended from the use case 5.2, Identity provisioning to external services, in TR22.904 [X] which considers the applications are hosted in the cloud.
In support of external services provided behind an eRG in CPN, this use case describes the enhancement of functionalities and provides the potential service requirements in addition to those described in [Y]. 
[bookmark: _Toc525307386]5.X.2	Pre-conditions
Dora is a subscriber of network operator Cannon-Beach where she has a user account and subscriptions for her UE and the eRG in the CPN. Based on the subscriptions for the eRG, operator Cannon-Beach enables a strong user authentication mechanism at the 5G system to ensure that the users accessing to the eRG in the CPN are authenticated and authorized. 
Dora installs a local cloud with the application platform on a device connected to the eRG in the CPN in her home. The local cloud provides storage services for files, video, and photo album, etc. Dora configures applications/services information and registers to these applications with her user account of the network operator Cannon-Beach for the local cloud storage services hosted on the device behind the eRG in the CPN, by which each application/service is associated to a User Identity and corresponding User Profiles. 
When enabling these applications/services in her user account, these services/applications can use strong user authentication from the 5G system to the applications running on the device behind the eRG in the CPN. As such, auto-log-in and single-sign-on is enabled for the applications.
[bookmark: _Toc525307387]5.X.3	Service Flows
Step1: Dora logged in her user account using her UE and her User Identity has been authenticated over the 5G system using a strong authentication mechanism for the connection to the eRG. 
Step2: Dora opens a book on the bookshelf application hosted by the local cloud on the device behind the eRG for which the bookshelf application has been configured to require strong user authentication by the 5G system. 
Step3: The bookshelf application accepts her request to access without further needs for Dora to provide additional credentials for the application. Since her UE has been authenticated by the 5G system and she has already been authenticated for the connection to the eRG, there is a high level of confidence regarding her identity. This level of confidence is increased based on Dora’s location and the elapse time from the last authentication of her identity. 
Step4: In the meantime, the application client of photo album on her UE automatically synchronize her photos to the photo album application on the local cloud in the CPN. Since Dora also enabled the strong user authentication by the 5G system for this photo album application, her UE can automatically sign in and upload the photos to the photo album application on the local cloud. 
Step5: The 5G system may request her strong re-authentication so as to ensure that she is still the actual authorized user behind the UE, which is achieved by having Dora re-authenticated by operator Cannon-Beach, e.g. over the biotech sensors (e.g. for face, fingerprint, voice) of the UE.
[bookmark: _Toc57625554]5.X.4	Post-conditions
Because of operator’s supports for non-operator services on the local cloud in the CPN and the support of strong user authentication by the 5G system, Dora is worries free to install more applications hosted by the local cloud on the devices connected to the eRG in the CPN in her home. 
[bookmark: _Toc57625555]5.X.5	Existing features partly or fully covering the use case functionality
The following service requirement in TS22.101 clause 26a [X] provide the principle for user centric identifiers and authentication and authorization by the 3GPP system:
The 3GPP System shall support operators to act as User Identity provider and to authenticate users for accessing operator and non-operator deployed (i.e. external non-3GPP) services.
The use case considers that the external services are provided as a local cloud application platform behind an eRG in CPN and proposes to enable 5G system support for identity provisioning to external services behind eRG in CPN.
[bookmark: _Toc525307388]5.X.6	Potential Requirements
[PR-5.X-1]: The 5G system shall support an operator to act as User Identity provider and to authenticate a User Identity of a user for accessing to an applications hosted in local cloud behind the eRG in CPN. 
[PR-5.X-2]: The 5G system shall be able to provide and update authentication results and level of confidence information to an eRG in CPN about a user with User Identity requesting for accessing based on the information regarding: 
· authentication mechanism (e.g. voice/fingerprint/face) used on the UE, applications authorizations, and elapsed time since last authentication for the user.
· the status of the UE in use (e.g. location).
[PR-5.X-3]: An eRG in CPN shall be able to determine if a user with User Identity is authenticated and authorised to access the CPN and the applications hosted behind it based on the authentication result and its configuration with a set of policies (e.g. time, location, applications) provided by the 5G system.
	*** End of Change ***



