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Abstract: This document proposes adds consolidated requirements.
Discussion
Consolidates the requirements from the usecases.  Each row identifies the existing PR number and also if there is a corresponding PR is TR 22.858
****Changes****

[bookmark: _Toc408371056][bookmark: _Toc493157736][bookmark: _Toc498348613][bookmark: _Toc503534322][bookmark: _Toc521309625][bookmark: _Toc49943814][bookmark: _Toc66910114]7	Potential Consolidated Requirements
[Editor’s note: This section specifies consolidated requirements based on the potential requirements in section 5, with considerations specified in section 6.] 
[Editor’s note: Add sub-clauses as needed]This section provides Consolidated Potential Requirements for consideration to include in the normative specifications.  The CPR’s have been grouped into different functional categories, each category contains a table that lists the original PR and any relationship to TR 22.858. 
7.1	Gateway
Table 7.1-1 – PIN Gateway Consolidated Requirements
	CPR No.
	Potential Requirement

	
	Original Potential requirement
No.
	Potential requirement text
	Equivalent CPR in TR 22.858 [6]

	[CPR.7.1-1]
	PR 5.3.6-3
	For a PIN it shall be possible to have more than one gateway UE.
	PR 5.19.6-001


	[CPR.7.1-2]
	PR 5.5.6-2
	A gateway UE (or eRG) shall be able to store and update a User Profile associated to PIN Device or an application running on or connected to a PIN Device behind the gateway UE and the User Profile shall include one or more pieces of the following information related to this application: 

-	User Identifier 
-	Specific service settings and parameters, e.g. active/inactive time, number of accesses, etc.
-	Authentication/authorization policy and access restriction policy required for the application, which are going to be used to authenticate/authorize a user for accessing to the application of the PIN Device. 
-	Credential information, e.g. password for the authorized service, security keys for encryption/decryption, and hash algorithm for message digital signing, etc.

	

	[CPR.7.1-3]
	PR 5.5.6-1: 
	The 5G network shall enable support for an authorized UE to securely access the authenticated and authorized application running on or connected to a PIN Device behind a gateway UE or eRG. 
	



7.2	Service Discovery
Table 7.2-1– PIN Service Discovery Consolidated Requirements
	CPR No.
	Potential Requirement

	
	Original Potential requirement
No.
	Potential requirement text
	Equivalent CPR in TR 22.858 [6]

	[CPR.7.2-1]
	PR 5.8.6-1
	The 5G system shall enable service discovery of PIN devices (e.g. based on certain device applications) in PIN by UEs in the PIN or via the public network.
	PR 5.2.6-008


	[CPR.7.2-2]
	PR 5.8.6-1a
	The 5G system shall enable an authorized PIN user to configure which UEs connected to the public network can perform service discovery of PIN devices in a PIN. The 5G system shall support configuration per 5GLAN VN, per group of UEs, or per individual UE.
	

	[CPR.7.2-3]
	PR 5.8.6-2
	The gateway shall support optimization of service discovery of PIN devices in a PIN by UEs on the public network, e.g. by reducing the amount and frequency of service discovery messages sent from PIN devices.
	



7.3	Service Hosting
Table 7.3-1 – PIN Service Hosting Consolidated Requirements
	CPR No.
	Potential Requirement

	
	Original Potential requirement
No.
	Potential requirement text
	Equivalent CPR in TR 22.858 [6]

	[CPR.7.3-1]
	PR 5.6.6-1
	The 5G network shall enable a Service Hosting Environment hosted by a PIN Element with Gateway Capability.
	PR 5.11.6-001

	[CPR.7.3-2]
	PR 5.6.6-4
	The 5G system shall support a secure mechanism to access a service or an application in an operator's Service Hosting Environment hosted by a PIN Element with Gateway Capability.
	

	[CPR.7.3-3]
	PR 5.6.6-3
	The 5G system shall be able to support QoS for applications in a Service Hosting Environment hosted by a PIN Element with Gateway Capability.
	



7.4	Privacy
Table 7.4-1 – PIN Privacy Consolidated Requirements
	CPR No.
	Potential Requirement

	
	Original Potential requirement
No.
	Potential requirement text
	Equivalent CPR in TR 22.858 [6]

	[CPR.7.4-1]
	PR 5.1A.6-1
	The 5G system shall be able to support privacy and identity protection of the guest PIN Elements of a PIN network, e.g. information may be made available to the 5G system subject to MNO and regulatory requirements.
	PR 5.5.6-006


	
	
	
	



7.5	Direct Communications
Table 7.5-1 – PIN Direct Communications Consolidated Requirements
	CPR No.
	Potential Requirement

	
	Original Potential requirement
No.
	Potential requirement text
	Equivalent CPR in TR 22.858 [6]

	[CPR.7.5-1]
	PR 5.1.5-4
	The 5G system shall support mechanisms to provision a PIN to use direct device connection in non-operator managed spectrum when it has no connectivity to the 5G system.
	

	[CPR.7.5-2]
	PR 5.2.6-3
	The 5G system shall enable direct device communications between PIN Elements in a PIN to use licensed spectrum (under the control of a MNO) or between PIN Elements to use unlicensed spectrum (may be under the control of the MNO, or not).
	

	[CPR.7.5-3]
	PR 5.7.6-5
	The 5G system shall be able to support a PIN Element shall be able to concurrently use both operator managed and non-operator managed direct device connectivity with another PIN Element.
	

	[CPR.7.5-4]
	PR 5.4.6-1
	The PIN Element can act upon user and operator preferences to aggregate, switch or split the service between non-3GPP RAT and operator managed direct device connection services. 
	PR 5.10.6-001


	[CPR.7.5-5]
	PR 5.4.6-2
	When operator managed direct connections are used for inter PIN UE Element communications the 5G System shall be able to collect charging data, including data transmitted over the operator managed direct device connection between the PIN Elements, time, the operator managed resources used for the data transmission, e.g. operators managed spectrum and etc.
	

	[CPR.7.5-6]
	PR 5.4.6-3
	When PIN UE Element uses unlicensed spectrum for direct device connections for intra PIN UE device communications the 5G System may, subject to local/regional regulations and user consent, collect statistics data, including if 3GPP authentication was used.
	



7.6	Connectivity - QoS - charging
Table 7.6-1 – PIN Connectivity, QoS and Charging Consolidated Requirements
	CPR No.
	Potential Requirement

	
	Original Potential requirement
No.
	Potential requirement text
	Equivalent CPR in TR 22.858 [6]

	[CPR.7.6-1]
	PR 5.3.6-1
	For intra-PIN communications, a PIN Element shall be able to transmit media to one or more PIN Element at the same time.
	

	[CPR.7.6-2]
	PR 5.7.6-6
	The 5G system shall be able to support that a PIN Element can support concurrent communications with PIN Elements in more than one PIN.
	

	[CPR.7.6-3]
	PR 5.3.6-2
	A PIN Element shall support service continuity when a PIN Element changes the communication path from one PIN Element to another PIN Element. The communication path between PIN devices may include both 3GPP and non-3GPP access.
	

	[CPR.7.6-4]
	PR 5.7.6-7
	The 5G system shall be able to provide secure communications between PIN Elements in a PIN or across different PIN.
	

	[CPR.7.6-5]
	PR 5.1A.6-2
	The 5G system shall be able to collect charging information related to data exchanged via a PIN network by a guest PIN Element, e.g. timestamp for start and stop of communications, amount of data sent/received, etc.
	

	[CPR.7.6-6]
	PR 5.1.5-2
	A PIN shall support both delay and non-delay tolerant services. Maximum delay for non-delay tolerant services can be up to 200ms [4] from the sending PIN Element to the receiving PIN Element (e.g. ask the voice assistant [sending PIN Element] to turn a light on [receiving PIN Element]). Other communication KPIs are shown in Table 5.1.5-1.
	

	[CPR.7.6-7]
	PR 5.1.5-3
	The PIN shall support fault tolerant operations.
	



7.7	Provisioning
Table 7.7-1 – PIN Provisioning Consolidated Requirements
	CPR No.
	Potential Requirement

	
	Original Potential requirement
No.
	Potential requirement text
	Equivalent CPR in TR 22.858 [6]

	[CPR.7.7-1]
	PR 5.1.5-1
	The 5G system shall support the ability for a network operator or authorised 3rd party to create a Personal IoT Network.
	

	[CPR.7.7-2]
	PR 5.2.6-2 & PR 5.7.6-2
	The 5G system shall support a PIN Element being added or removed from a PIN by an authorised 3rd party.
	

	[CPR.7.7-3]
	PR 5.2.6-1 & PR 5.7.6-1
	The 5G system shall support that a PIN Element may be a member of more than one PIN.
	

	[CPR.7.7-4]
	PR 5.7.6-4
	The 5G system shall be able to provision PIN Elements that have been authorised to use that PIN with the necessary configuration parameters to use that PIN subject to MNO and local policies.
	



7.8	Positioning
Table 7.8-1 – PIN Positioning Consolidated Requirements
	CPR No.
	Potential Requirement

	
	Original Potential requirement
No.
	Potential requirement text
	Equivalent CPR in TR 22.858 [6]

	[CPR.7.8-1]
	PR 5.2.6-4
	The 5G system shall be able to support positioning for PIN Elements in a PIN.
	

	
	
	
	



7.9	KPIs
Editor’s note:	KPI still need to be completed at SA1#95e, this section will be updated then.
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