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Abstract: This contribution discusses the use cases for Redcap devices and proposes the potential requirement on UAC for Redcap.
1. Introduction
In LS RP-210919/S1-21xxxx, RAN asked SA1 to:

provide feedback to TSG RAN and RAN2 regarding such potential extension of UAC in relation to RedCap devices, including whether any RRC impact is expected.

The purpose of this document is to discuss the use cases in the RAN WID NR_redcap and proposes the potential requirement on UAC for RedCap devices.

2. Discussion

2.1 Use cases for Redcap devices
In the RAN SID of RedCap, three use cases are elaborated. The requirements for each use case are summarized in the following table. 
Table I: RedCap use cases and requirements

	Use cases
	reference bit rate 
	end-to-end latency 
	reliability /availability 
	peak bit rate
	Battery 

	Industrial sensor
	<2Mbps (UL heavy)
	<100ms;

5-10ms for safety related sensors
	Availability:99.99% 
	N/A
	few years

	Video surveillance
	2-4 Mbps for economic video; 7.5-25 Mbps for High-end video
	< 500 ms
	Reliability: 99%-99.9%. 
	N/A
	N/A

	Wearable
	5-50 Mbps in DL and 2-5 Mbps in UL 
	N/A
	N/A
	Up to 150 Mbps for DL and up to 50 Mbps for UL
	Multiple days (up to 1-2 weeks)


According to the above description, it can be noticed that even for RedCap devices the range of bitrate for different devices may vary greatly, e.g. from less than 2 Mbps to up to 150 Mbps. As different bitrate implies different requirements on the amount of radio resource, hence the different service types should be considered while performing the access control.

One of typical use cases for RedCap is industrial sensor with delay tolerant service. It’s also worth noting that the services provided by the low-end RedCap devices are NOT always low priority services. For example: a wearable eHealth related device needs to transfer collected medical data of the user to the hospital when acute disease occurs. When a wearable eHealth related device detects that the user has fallen, a hard fall alert is delivered, and the user or the watch itself may initiate a call for emergency services.
Observation 1: there are lots of different service types needed by Redcap devices, such as emergency, voice call, data from industrial sensor.
2.2 requirement analysis for UAC of Redcap devices
According to the RAN WID NR_redcap (RP-210918) to support of reduced capability NR devices, it is clearly specified that in the objective part:

“Specify definition of one RedCap UE type including capabilities for RedCap UE identification and for constraining the use of those RedCap capabilities only for RedCap UEs, and preventing RedCap UEs from using capabilities not intended for RedCap UEs including at least carrier aggregation, dual connectivity and wider bandwidths. [RAN2, RAN1]”

Accoring to the section 13 Conclusions and recommendations of RAN2 TR for Reddcap (RP-210654):

“UAC should apply to RedCap UEs and one option is that UAC can differentiate between RedCap and non-RedCap UEs.”

Observation 2: A new UE type with a set of capabilities would be defined for RedCap UEs. The capabilities of Redcap UEs are different from those of non-Redcap UE, which are rather static properties comparing to the difference in service level characteristics.

Therefore, it is reasonable to introduce new access identity specific for RedCap device, for the purpose of differentiation of Redcap UE and non-Redcap UEs. 

Proposal 1: A new Access Identity for RedCap is defined to support differentiation between RedCap and non-RedCap UEs.
For the emergency service and voice call, there is no reason to apply a different access control comparing to those service from a normal device (non-Redcap devices). Same for the MT signalling.

For other service except for emergency service, voice call and MT signalling, there is a need to apply different probability of barring for the normal device and Redcap devices, e.g. services on industrial sensors could be more delay tolerant than services on normal devices.
For the UE is configured for delay tolerant service, all services except for Emergency, or MO exception data are subject to access control for Access Category 1(delay tolerant), including the voice call, which is not able to fulfil the service requirement for the voice call of redcap devices.
Therefore, the following two potential requirements are proposed:

Proposal 2: For emergency service, voice call and MO signalling resulting from paging, the 5G network shall apply the same access control for access attempt from Redcap and non-Redcap devices.

Proposal 3: For other service except for emergency service, voice call and MO signalling resulting from paging, the 5G network shall be able to apply the different access control for access attempt from Redcap and non-Redcap devices.

3. Conclusions and Proposal

Based on the above analysis, it is proposed to agree the following requirements on UAC for Redcaps

Proposal 1: A new Access Identity for RedCap is defined to support differentiation between RedCap and non-RedCap UEs.
Proposal 2: For emergency service, voice call and MO signalling resulting from paging, the 5G network shall apply the same access control for access attempt from Redcap and non-Redcap devices.

Proposal 3: For other service except for emergency service, voice call and MO signalling resulting from paging, the 5G network shall be able to apply the different access control for access attempt from Redcap and non-Redcap devices.

Two corresponding CRs are provided in S1-211042 and S1-211043. A corresponding reply LS is provided in S1-211038.

