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Abstract: This document proposes a new use case “Monitoring of vehicle-mounted relays” to be added to FS_VMR TR 22.839 v0.2.0.
---------- New Use Case [All new text] ----------
x.1
Monitoring of vehicle-mounted relays
x.1.1
Description

A transportation company CityBus owning a fleet of public buses equipped with mobile base station relays wants to identify the most in-demand/out-of-demand itineraries, peak/off-peak hours, areas with poor 5G connectivity.
The 5G network constantly logs some statistics data related to mobile base station relays on the buses for example, number of UEs connected at the moment, amount of traffic relayed, current location, etc. This kind of data can be helpful for CityBus to improve and optimize its transportation system e.g., add new routes or change existing routes, ask the serving MNO to deploy additional terrestrial base stations along the itineraries for better 5G connectivity/coverage.
x.1.2
Pre-conditions

To enable this use, following pre-conditions should be met:

-
Buses of CityBus are equipped with 5G mobile base stations relays.

-
The 5G network is capable to monitor mobile base station relays and periodically generate monitoring data. The features to capture in the monitoring data and the periodicity of generating them are configured by CityBus.
-
CityBus is authorized to collect monitoring data for the mobile base station relays. The monitoring data can be collected in real-time as soon as a new monitoring record is generated or for a specified period of time.
-
CityBus has a commercial agreement with a serving MNO to monitor mobile base station relays and collect monitoring data via its network.

x.1.3
Service Flows

1. The 5G network monitors all mobile base station relays installed on CityBus’s buses as configured by CityBus.

2. CityBus retrieves the monitoring data from the 5G network.
3. CityBus analyses the retrieved data and identifies that some routes are more in-demand and require buses to run more frequently. Additionally, some areas along some itineraries with poor 5G connectivity are identified.  
x.1.4
Post-conditions
CityBus deploys more buses for identified on-demand routes and the serving MNO deploys additional base stations in identified areas with poor 5G connectivity. Passengers of CityBus are happy that buses are less crowded and enjoy improved 5G experience now.
x.1.5
Existing features partly or fully covering the use case functionality
The 5G system shall provide a mechanism for supporting real time E2E QoS monitoring within a system.

The 5G system shall be able to provide real time QoS parameters and events information to an authorized application / network entity.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party application to request appropriate QoE from the network.

Based on operator policy, the 5G network shall expose a suitable API to an authorized third-party to provide the information regarding the availability status of a geographic location that is associated with that third-party.

Based on operator policy, the 5G network shall expose a suitable API to allow an authorized third-party to monitor the resource utilisation of the network service (radio access point and the transport network (front, backhaul)) that are associated with the third-party.
x.1.6
Potential New Requirements needed to support the use case

[PR 5.x-1] The 5G system shall support means to expose monitoring information of a mobile base station relay (e.g. number of UEs connected, QoS, geographical location, time of data monitoring/collection, etc.) to an authorized third-party based on monitoring parameters configured by the authorized third-party (e.g. data to monitor/collect, periodicity/schedule of monitoring, etc.). 
Editor's note: The requirement will be considered during consolidation phase taking into account the existing mechanism of network capability exposure.
