1

3GPP TSG-SA WG1 Meeting #94e 	S1-211258480
Electronic Meeting, 10 May – 20 May	 (revision of S1-20xxxx211258)
Title:	New use case on localized 5G network access on a cruise ship 
Agenda Item:	7.13.1 (FS_PALS)
Source:	Philips International B.V. 
Contact:	Walter Dees <walter.dees@philips.com> 

Abstract: This contribution proposes a new use case for TR 22.844 on providing localized 5G network access in cruise ships. All text is new.


* * * * Start of Change 1 * * * *
5.X     Localized 5G network access on a cruise ship
5.X.1 	Description
[bookmark: _Toc49943787][bookmark: _Toc49944500]Cruising has become a major part of the tourism industry, serving more than 13 million passengers worldwide. Cruise ships typically embark on round-trip voyages to various ports-of-call, where passengers may go on tours known as "shore excursions". Alternatively, cruise ships may also make two to three night round trips without visiting any ports of call, spending multiple days and nights in the sea. Telecommunication is one of the services offered onboard of the cruise ships enabling internet services for the passengers. 
In this use case Truman, a tourist, is embarking on a round-trip voyage in a 5G PALS enabled cruise ship called SeaQueen. The SeaQueen will voyage across the Pacific Ocean and is intended to make three different shore excursions before returning to its port of embarkment. Truman has a 5G enabled mobile phone and has subscribed for the premium 5G telecommunication services offered by the SeaQueen’s parent company “Royalty cruises”. Being a regular customer of the SeaQueen and its sister ships operated by “Royalty cruises”, Truman has provided some personal identification information (e.g. passport, picture, biometrics) and his personal preferences while making the booking to allow for fast automatic check-in and to quickly gain access to the premium 5G telecommunication services. 
On the day of embarkment, Truman arrives at the port of embarkment. Upon entering the SeaQueen, Truman receives an invitation to an access portal on his mobile phone. The portal allows him to gain access to the SeaQueen’s 5G system. Since Truman is a well-known customer, he does not fill in lengthy registration forms or fill in a user name and password. Instead, Truman identifies himself via a biometric scanner in his mobile phone to the access portal of the 5G system. Upon identification by the SeaQueen’s 5G system, a network profile containing the necessary credentials and personalized network & device configurations for Truman (based on his premium service and personal preferences known to “Royalty cruises”) is automatically provisioned in his 5G device. Truman’s mobile phone can now obtain PALS services which, among others, are superfast 5G internet access (via backend satellite connection), access to premium video and payment services, and automatic access to specific locations in the ship (e.g. through ranging service). In addition, one or more profiles may be provisioned to Truman’s mobile phone to allow 5G network access during activities on shore, for each country that they intend to visit, without having to worry about buying a local SIM card or identifying a roaming plan according to his personal preference during the excursion. 
At the end of the cruise voyage the 5G system on board of the SeaQueen decommissions the network profile of the local 5G network from Truman’s device (e.g. based on a trigger, such as a timer expiring at the end of the trip or location of the user, e.g. the gangway to exit the ship). 
5.X.2	Pre-conditions
Truman has a 5G enabled mobile phone UE with an eSIM. 
Various personal details of Truman, including some biometric identity information, are pre-shared with SeaQueen’s parent company “Royalty cruises” in accordance with GDPR and other privacy regulations. 
The SeaQueen’s 5G system has a direct satellite link for 5G services and may have contractual agreements with the local 5G network operators on shore (for each country that they plan to visit).
The SeaQueen’s 5G system may be an NPN or a PLMN.
[bookmark: _Toc49943788][bookmark: _Toc49944501]5.X.3	Service Flows
· Upon arrival at the port of embarkation, Truman receives an invitation  to an access portal on his 5G mobile phone.
· Since Truman is a known customer, Truman can identify himself via the biometric sensor of his mobile phone.
· The identity service of the SeaQueen 5G system identifies Truman based on his biometric identity data that he provided beforehand.
· Upon identification the corresponding network profile is generated, which contains the necessary credentials, and personalized network and device configurations for Truman, based on his premium services and his personal preferences known to ”Royalty cruises”.
· The personalized network profile is securely downloaded to his mobile phone via the SeaQueen 5G system.
· Truman can now make use of the superfast 5G network connection and localized services onboard the SeaQueen vessel are enabled in alignment with his profile. This includes premium video services, automatic access to specific locations on the ship, and also includes getting 5G service on shore during the excursions in each country that they will visit. 
· Truman completes the trip and returns to the port of origin, which automatically triggers the de-registration of Truman from the SeaQueen 5G system and the SeaQueen’s 5G network profiles are automatically decommissioned from Truman’s mobile phone and his own network profile is enabled. 
· Thanks to the 5G PALS system, Truman has truly carefree experience during his cruise trip. 
[bookmark: _Toc49943789][bookmark: _Toc49944502]5.X.4	Post-conditions
5G device of Truman is decommissioned from the 5G system of SeaQueen. Truman continues to enjoy 5G services with his personal subscription with his home network operator.
[bookmark: _Toc49943790][bookmark: _Toc49944503]5.X.5	Existing features partly or fully covering the use case functionality
[bookmark: _Toc49943791][bookmark: _Toc49944504]From Section 8.3 of TS 22.261: “The 5G system shall support an efficient means to authenticate a user to an IoT device (e.g. biometrics)”. However, it is not clear if this requirement also applies to UEs in general or only to a particular subset of UEs, and it is also not clear whether this requirement holds before the IoT device has a network profile for the hosting network installed on that device, i.e. to enable easy provisioning and installation of the respective network profile.
From Section 26a of TS 22.101: many requirements related to user identity. However, requirements do not seem to cover automatic provisioning of credentials based on user identity (in particular biometric). The requirements also do not seem to mention anything about decommissioning when the user leaves the 5G system supporting PALS. It is also not clear if these requirements apply only to PLMNs or also NPNs.
5.X.6	Potential New Requirements needed to support the use case
[PR.5.X.6-1] The 5G system shall support a secure means for a UE with no prior subscription to the hosting network to receive human readable information on how to gain access to thea hosting network (which may PLMN or NPN), with no prior subscription to that hosting network, for the purpose of making use of services via the hosting network.
[PR.5.X.6-2] The 5G system shall support a secure means to authenticate a user of a UE to a hosting network (e.g. through biometrics), including cases in which a UE has no subscription to the hosting network yet . 
NOTE: It can be assumed that a service provider deploying a hosting network has access to respective identification information about the user, e.g. through a separate registration process outside the scope of 3GPP.
[PR.5.X.6-3] 
The 5G system shall be able to authorize the UE of a user authenticated to a hosting network to access the hosting network and its localized services on request of the service providersupport provisioning of credentials to access a hosting network (which may be PLMN or NPN) to a UE after identification of the user based on user identity.


NOTE: the user identity related requirements in Section 26a of TS 22.101 may require clarification that the requirements in that section apply to both PLMNs and NPNs.
The 5G system shall be able to support provisioning of service specific credentials and service specific device and network configurations to a UE upon identification of a user.   
[PR.5.X.6-4] The 5G system shall be able to deactivate or remove the credentials and the device and network configurations from a UEwithdraw the UE authorization, based on certain conditions, such as a timer or on the location of the user.

* * * * End of Change 1 * * * *
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