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1. Introduction
This document proposes text for TR 22.873 consolidated potential requirements. The text proposal need to be updated to take into account of the agreements in this meeting.
2. Reason for Change
Contribution with new text.
4. Proposal

It is proposed to agree the following changes to 3GPP TR22.873 v0.5.0.
* * * First Change * * * *

6
Consolidated potential requirements
6.1
Media handling capability

The IMS multimedia telephony service shall support AR media processing.

6.2
Authorization and authentication
Requirements in this section are subject to regulatory requirements and operator policy. 
[6.2-1] The 5G system shall provide means to allow a trusted third-party to update the MMTEL subscription and allocate a third-party specific identity to an authorized user.
NOTE 1: The third party is authorized to change user identities for those subscriptions authorized by the operator.
The following requirements apply to the originating side.
[6.2-2] The 5G network shall provide a means for third parties (e.g. enterprises) to be authorized to verify the use of calling identity information by its authorized users.

[6.2-3] The 5G network shall provide a means for authorized third parties to verify that an authenticated user is authorized to include or reference the pre-established calling identity information included in the call setup or retrieved by the called party.

[6.2-4] The 5G network shall provide a means to verify the authenticity of the pre-established stored identity information that is referenced by the call setup and retrieved by the called party.

The following requirements apply to the terminating side. 

[6.2-5] The 5G network shall provide a means for third parties (e.g. enterprises) to be able to verify the caller’s authorization to use the identity information either in addition to or instead of verification performed by the terminating PLMN.

[6.2-6] The 5G network shall provide a means to verify the authenticity of any stored identity information referenced by the call setup to be presented to the called party. 
