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Abstract: This document discuss whether introduce new UAC AC and/or AI for RedCap UE. The document concludes that there is no need to introduce new UAC AC and/or AI for RedCap UE.
Discussion

· Background of RedCap UE

Reduced capability (RedCap) NR devices is a Rel-17 agreed WID (RP-210918) in RAN with the intention of supporting UE feature and parameter list with lower end capabilities, relative to UEs supporting Release 16 eMBB and URLLC NR. Some typical scenarios include industrial wireless sensors, video/CCTV, and wearables, which have corresponding requirements such as low cost and low device complexity. The RedCap UE is a new UE type designed to satisfy these requirements. More information can be found in TR 38.875[1].
· Background of UAC and UAC for RedCap UE
In SA1, UAC was developed in Release 15 as part of SMARTER to be used in determining which access attempt should be allowed or blocked when congestion occurs in the 5G System. These different criteria for access control are associated with Access Identities and Access Categories.
There has been discussion in RAN2, with no consensus in RAN, in the possibility of extending UAC to support differentiation between RedCap and non-RedCap UEs, and/or between RedCap UEs with a single receiver branch and those with more than one receiver branch.

At the RAN2#113e meeting, four possible way forward for differentiating access control for RedCap UEs are agreed as follows.
1.
Capture following options with descriptions in TR for RedCap UAC (first two have been agreed to be studied earlier):


1) Define new Access Identity or Identities for RedCap UE


2) Define new Access Category or Categories for RedCap UE


3) Broadcast a separate set of parameters for RedCap UEs


4) Use existing broadcasted UAC parameters for RedCap UEs without any changes

Note that for the way forward to introduce Access Identity and Access Category, they result in standard impact on both SA1, CT1 and RAN2. For way forward 3, there exists only RAN2 impact. 

Observation: RAN2 believes that they can differentiate access control for RedCap UEs without a new UAC Access Identity or Access Category.
· Analysis of UAC for RedCap UE
Access Categories represent the types of the access attempt, e.g. MO signalling, MO data, paging response, etc. These services also apply to the RedCap device type. This means that the Access Category cannot be used to identify RedCap services unless an equivalent set of access categories are defined for RedCap UEs. It can be foreseen that the traffic types of RedCap UEs will not be significantly different from the existing Access Categories. We see no need to define any new Access Category for RedCap UE. 
Proposal: No new UAC Access Category for RedCap UE access attempts is required.
Access Identities as currently used are targeted to allow the access attempts from UEs configured for high priority services configured by the operator such as MPS, MCS and so on. In TS 38.331[2], there is an Access Identity bitmap for each access category. If the bit corresponding to one access identity is set to “1”, the UE of this Access Identity uses the UAC parameters for this access category, otherwise the access attempt is allowed. So, with a new Access Identity for RedCap UEs, RedCap UEs will either use the same UAC parameters as non-RedCap UEs or be “allowed” for this Access Category. If the intention is to provide flexible and separate control of RedCap UE with lower access possibilities than normal UE, adding a new Access Identity will have the opposite effect as the current design in RAN2 will only allow differentiated UEs to be subject to less access control than the general UE population.
Proposal: No new UAC Access Identity for RedCap UE access attempts is required.
Also it should be noted that RedCap UE is a device type, but Access Categories and Access Identities are obtained from USIM. According to the Access Categories and Access Identities to identify RedCap UE only works well when the USIM is associated with the device. This restriction is not friendly for the wearable use case, as we may put a USIM in our smart phone and also our smart watch which is a RedCap UE. 
Proposal: Existing UAC Access Categories and Access Identities are sufficient and there is no value to extend for RedCap UE. Send a reply LS as in S1-211155.
Reference
[1] 3GPP TR38.875 V17.0.0,”Study on support of reduced capability NR devices”
[2] 3GPP TS38.331, “NR, Radio Resource Control (RRC) protocol specification”
