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	Reason for change:
	Requirements related to NPNs were added during release 16, spread over various sections of TS 22.261, based on studies such as TR 22.804 “Study on Communication for Automation in Vertical domains (CAV)”. However, it became clear during various discussions in SA1 that is not unambiguously clear which requirements and which clauses in TS 22.261 apply to NPNs and which ones only apply to PLMNs. In particular, for some of the older requirements and clauses that were inherited from release 15, some companies disagreed that these apply to NPNs, since these were made before NPNs were considered. This has led to several discussions and disagreements not only in SA1, but also in downstream groups. For some requirements it is very clear that they apply to NPNs (or not), since they are e.g. demarcated as part of a separate section (i.e. section 6.25 of TS 22.261) or are clearly stating NPN or PLMN as part of the requirement text. For many other requirements in TS 22.261 and even for some clauses or features as a whole it is not entirely clear if they apply or not and/or from which version. 

This ambiguity should be solved, not only to prevent confusion in downstream groups, but also to prevent unnecessary discussions in SA1 about which requirements apply to NPNs and which ones not, and unnecessary liaisons. Given this lack of clarity, it is also not clear in SA1 which requirements are missing for NPNs. This can be an important consideration for ongoing release 18 studies, e.g. for ensuring that important missing requirements are added.

	
	

	Summary of change:
	When NPNs were introduced in Release 16 / 2017, there was the clear implicit and oftentimes explicit assumption that NPNs are normal 5G networks, but with a few specific characteristics. The requirements that are considered specific for NPNs were clearly indicated by using the term NPN when they were added to TS 22.261. Similarly, some sections in TS 22.261 are currently specifically aimed at PLMNs, such as Section 6.30 on Steering of roaming. 

However, for the other requirements in TS 22.261 that do not contain the words NPN or PLMN it is less clear. In addition to the assumption during release 16 that NPNs were considered normal 5G networks, many of the existing release 15 requirements in TS 22.261 were assumed to apply to NPNs during release 17 studies such as FS_eCAV, FS_AVPROD, FS_CMED (as explained in the detailed analysis in S1-211057).  
It is therefore proposed to add a statement in Section 6.25 (“Non-Public Networks”) of TS 22.261 to make clear that the requirements in other sections of TS 22.261 are valid requirements for NPNs, with a few exceptions, i.e. except:

a) requirements that are exclusively for public use (i.e. indicated by the term PLMN), and 
b) requirements in Section 5.1 (i.e. about roaming and interworking with legacy systems), and Section 6.3.2.2 (i.e. about E-UTRA access).
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6.25
Non-public networks

6.25.1 
Description

Non-public networks are intended for the sole use of a private entity such as an enterprise, and may be deployed in a variety of configurations, utilising both virtual and physical elements. Specifically, they may be deployed as completely standalone networks, they may be hosted by a PLMN, or they may be offered as a slice of a PLMN.

In any of these deployment options, it is expected that unauthorized UEs, those that are not associated with the enterprise, will not attempt to access the non-public network, which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise. It is also expected that UEs of the enterprise will not attempt to access a network they are not authorized to access. For example, some enterprise UEs may be restricted to only access the non-public network of the enterprise, even if PLMN coverage is available in the same geographic area. Other enterprise UEs may be able to access both a non-public network and a PLMN where specifically allowed.

6.25.2 
Requirements

In addition to the requirements in this section, all requirements in other sections of TS 22.261, that are not exclusively for public use (i.e. indicated by the term PLMN), shall be applicable for Non-Public Networks, except the requirements in sections 5.1 and 6.3.2.2.
The 5G system shall support non-public networks.

The 5G system shall support non-public networks that provide coverage within a specific geographic area.

The 5G system shall support both physical and virtual non-public networks. 

The 5G system shall support standalone operation of a non-public network, i.e. a non-public network may be able to operate without dependency on a PLMN.
Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for non-public network subscribers:

- access to subscribed PLMN services via the non-public network;

- seamless service continuity for subscribed PLMN services between a non-public network and a PLMN;

- access to selected non-public network services via a PLMN;

- seamless service continuity for non-public network services between a non-public network and a PLMN.

Subject to regional or national regulatory requirements for emergency services, 5G system shall be able to support IMS emergency services for non-public networks.
A non-public network subscriber to access a PLMN service shall have a service subscription using 3GPP identifiers and credentials provided or accepted by a PLMN.

The 5G system shall support a mechanism for a UE to identify and select a non-public network.

NOTE:
Different network selection mechanisms may be used for physical vs virtual non-public networks.

The 5G system shall support identifiers for a large number of non-public networks to minimize collision likelihood between assigned identifiers.
The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorized to select.

The 5G system shall support a mechanism to prevent a UE with a subscription to a PLMN from automatically selecting and attaching to a non-public network it is not authorized to select. 
The 5G system shall support a mechanism for a PLMN to control whether a user of a UE can manually select a non-public network hosted by this PLMN that the UE is not authorized to select automatically.
The 5G system may broadcast a human readable network name that a UE may display for manual selection of a non-public network.
The 5G system shall support a change of host of a non-public network from one PLMN to another PLMN without changing the network selection information stored in the UEs of the non-public network.
The 5G system shall enable an NPN to support multiple third-party service providers.

In the event of a loss of communication between RAN and core network, the 5G system shall be able to provide capability to securely re-connect an NPN network function within a short period of time (< 1s).
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