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4. To enable LI, subject to regulations.
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C2 General

[bookmark: _Toc74142877][bookmark: _Toc74142878][bookmark: _Toc74142881]***************** First Change *******************
[bookmark: _Toc74151323]5.5.6	Potential New Requirements needed to support the use case
[PR. 5.5.6-001] The 5G system shall be able to provide QoS control for the communication path between a UE and an Evolved Residential Gateway via a Premises Radio Access Station.
[PR. 5.5.6-002] The Subject to regulatory requirements and operator policy, the 5G system shall support routing efficiency an efficient data path through an Evolved Residential Gateway for intra-CPN data traffic to or from a UE. for data traffic between two UEs through an Evolved Residential Gateway. 
Editor’s Note: This requirement can be merged during potential requirement consolidation.
NOTE:		For services an operator deploys in the 5G network (i.e. not in the CPN), local data routed via eRG does not apply.

[PR. 5.5.6-003] The 5G system shall support a mechanism to minimize the security impact on any PLMN or broadband access network when using an Evolved Residential Gateway.
[PR. 5.5.6-004] The 5G system shall support a mechanism to minimize the security impact on the UE when using an Evolved Residential Gateway. 
[PR. 5.5.6-005] The 5G system shall enable the network operator associated with an Evolved Residential Gateway to control the security policy of an Evolved Residential Gateway. 
[PR 5.5.6-006] The 5G system shall ensure an Evolved Residential Gateway does not compromise user privacy for UEs that are using the Evolved Residential Gateway, including communication confidentiality, location privacy and identity protection.

***************** End of Change *****************


