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****FIRST CHANGE****
[bookmark: _Toc49944501][bookmark: _Toc72506649][bookmark: _Toc74151740][bookmark: _Toc72506652][bookmark: _Toc74151743]5.13.3	Service Flows
-	Upon entering the cardiology department inpatient room, Hummel’s mobile phone and the smart hospital bed can discover each other. Also the 5G PIN enabled wearable heart monitor and the smart hospital bed can discover each other. 
-	When Hummel looks at his mobile phone, he notices that it has discovered the smart hospital bed. It also shows the list of connected PIN elements connected to the hospital bed.
-	Hummel can connect his mobile phone to the smart hospital bed and upon connecting, Hummel’s mobile phone gets added to the hospital’s bed PIN. Also the personal devices that are connected to Hummel’s mobile phone are can be discovered by the hospital bed and automatically added to the hospital bed’s PIN. Hummel can decide which personal devices can be discovered and added to the hospital bed’s PIN.
-	On the screen of the mobile phone (or the screen attached to the hospital bed), it also shows that the 5G PIN enabled wearable heart monitor in the list of discovered PIN elements. Hummel presses a button to also add that device to the hospital bed’s PIN.
-	After exchange of credentials, the PIN elements can now securely communicate between each other. This allows Hummel to use the screen attached to the bed for streaming some videos from his mobile phone, allows the data from his heart monitor to be received by the high-end patient monitor, and show the patient monitor’s data on his mobile phone.
-	As part of the PIN configuration, the PIN elements are also allowed to gain patient access to the hospital network (via the hospital bed’s PIN gateway capability). On the screen of his mobile phone (or the screen attached to the hospital bed), Hummel allows his wearable heart monitor and his other connected health devices to send their data to the hospital network.
-	The data from the connected devices are useful in improving the pre-surgical preparation of Hummel and saves operational overhead for the hospital staffs.
-	Thanks to the PIN feature, Hummel had an easy transfer to the hospital and had a fairly comfortable experience (despite his condition) in his smart hospital bed.
****Next Change****
5.13.6	Potential New Requirements needed to support the use case
[PR 5.13.6-1] The 5G system shall enable PIN elements to discover and identify each other.
NOTE 1: This may be done directly (depending on the discovery capabilities of the PIN elements) or via a PIN element with gateway capability or via a PIN with management capability.
[PR 5.13.6-2] The 5G system shall enable PIN elements with management capability to add PIN elements to the PIN.
[bookmark: _Hlk72164322][PR 5.13.6-3] The 5G system shall allow only authorized PIN elements to connect to the 5G network via a PIN element with gateway capability.
NOTE 2: Next to authorization of the 5G network operator, additional authorization/consent from the PIN user may be needed depending on whether the user wants to allow PIN elements to connect to the 5G network or not.
[PR 5.13.6-4] The 5G system shall support a mechanism for the PIN user to indicate which service discovery information of PIN elements is discoverable for devices out of the PIN.
****END Change****
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