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5.17.5
Existing features partly or fully covering the use case functionality

There are existing features and requirements that cover a similar scenario to the case where the connectivity between eRG or PRAS and the 5GC is lost.

From a Home (e)Node B perspective, a requirement in 3GPP TS 22.220 [3] clause 5.2 states:

If the connection between H(e)NB and the rest of the operator network is out of service, then it shall be possible within an operator’s defined time period for the H(e)NB to deactivate the air-interface.
From an Isolated E-UTRAN operation for public safety (IOPS) perspective, 3GPP TS 22.346 [12] supports the scenario with no backhaul with a Fully Isolated E-UTRAN operation using local routing of UE-UE data traffic.
From 3GPP TS 22.346 [12] clause 5.3.2: 
An eNB supporting Isolated E-UTRAN operation shall be able to detect a loss of backhaul connection and shall be able to initiate Isolated E-UTRAN operation.

This feature is intended to be used for public safety purposes with public safety UEs.
Rel-16 IAB as defined in 3GPP TS 38.331 [13] can provide coverage even if connection to parent node is lost, as there are no mechanisms to disable IAB nodes from continuing to transmit if the connection to the parent node is lost. The latest agreement from RAN2#109bis is that IAB-DU behaviour after RLF declaration is left up to implementation. IAB-DU should be able to send RLF notification when RLF recovery fails.
For the detection of loss of connection between the CPN and the wider 5G network (core network), it is expected that this is based on the normal operation of the entities in the CPN that rely on co-ordination with the 5G network. Therefore, a new requirement is not needed to cover this case.

For the case where eRG is routing local communications within the CPN, if the connection between the CPN and the wider 5G network (core network) is lost, this requirement is covered within BBF specifications.

5.17.6
Potential New Requirements needed to support the use case

[PR. 5.17.6-001] void
[PR. 5.17.6-002] void
[PR. 5.17.6-003] When the CPN has lost connectivity with the 5G network, the 5G system shall provide an operator-configured mechanism
:
-
in the default configuration, or under certain conditions configured by the operator, the PRAS air interface shall be deactivated; and

-
under certain other conditions configured by the operator, the CPN shall continue existing intra-CPN communication, as long as no interaction with the 5G network is needed (e.g. refreshing security keys).






NOTE 1:
In the requirement above, only intra-CPN data traffic exchange is allowed to continue.
NOTE 2:
The requirement above relates to intra-CPN operations and subject to operator policy and control, under certain situations.

NOTE 3:
Setting up new intra-CPN communication sessions without CPN connection to the 5G network is only possible with non-3GPP provided credentials


�Based on Shuang/Tony suggestion


�Based on Tony's Note


�Based on Toon's Note






