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[bookmark: _Toc74151287][bookmark: _Hlk74909480]4	Overview
Many operators around the world both have mobile network and fixed network operations. Operators provide triple-play, combining mobile communication, fixed telephony and broadband Internet, or even quad-play, adding TV, to customers in the consumer / residential market. In this market, operators can distinguish themselves by providing an optimal integration between the different services. Following the trend of wireline/wireless convergence, operators are integrating their fixed and mobile networks into a single core network with fixed and mobile access networks.
Even for single play mobile network operators optimising 5G residential services is relevant. One of the main benefits that 5G brings to consumers is that it will provide higher bitrates. These higher bitrates will enable or improve eMBB services such as mobile TV, AR/VR, or mobile gaming. Remarkably, to a large extend such 'mobile' services are used by users that are not on the move. Generally hourly patterns for mobile data traffic show that the highest mobile data usage is in the evening, when people are enjoying mobile data services whilst at home.
[image: ]
[bookmark: _Hlk72789146]Figure 4-1: example daily pattern of cellular usage (source KPN)
The pattern of cellular data usage implies that residential environments are very important in 5G usage. The residential environment is where a large portion of 5G traffic will be handled. And the residential environment is not the easiest environment to provide network coverage. With video/TV services and AR/VR gaming, residential users demand high bitrates and with a concentration of media traffic can easily require significant capacities. High bitrates and high capacity are best provided with mmwave frequencies. However, at mmwave frequencies it will be difficult to provide outside-to-inside coverage with operator base stations. Also with indoor base stations, it will not be easy to provide sufficient indoor coverage. Scenarios with a PRAS in every room (e.g. integrated in the light fixture in the centre of the ceiling) may be needed to provide really good in-home coverage. This also requires upgrades to fixed access, residential gateways and in-home cabling. At the same time, it is virtually impossible for an operator to install and manage their own radio access infrastructure in a residential environment. Where in a large office, the operator can provide and manage indoor coverage, in a residential environment the installation of radio equipment, cabling will likely be left to the homeowner (Authorised Administrator)home owner.
Currently fixed broadband services work on a different premise than mobile services. With mobile services, each individual device is known and identifiable in the mobile network. That implies that services can be provided to individual devices. With fixed broadband services, the operator provides Internet access to a residential gateway. Behind that residential gateway is usually a LAN, but individual devices on that LAN are not known or identifiable in the core network. For an integrated fixed broadband / mobile residential 5G offering, it would be beneficial if devices behind an eRG can also be known and identified in the core network.
The trend towards Wireline / Wireless Convergence is already recognised in 3GPP. In collaboration with the BroadBand Forum (BBF), architecture solutions have been specified where a single 5G core network is used to also control fixed broadband access. Also, solutions like 5G LAN and UE relaying have been specified with residential use cases (partly) in mind. Nevertheless, there are still areas where improvements for residential use are needed/useful to achieve the vision of a residential 5G without boundaries between fixed broadband and mobile. 

[bookmark: _Toc74151297]5.2.1	Description
In many cases, residential indoor coverage will require the deployment of Premises Radio Access Stations (PRASs). The assumption is that these PRASs are installed by the homeowner (Authorised Administrator)home owner. Nevertheless, it is quite possible that these PRASs can also be used by visitors to the home. 
Visitor access is only possible with a few security provisions. Communication for the visitor has to be protected against eavesdropping or manipulation in the residential in home network and/or evolved residential gateway. These elements are not under control of the operator and cannot be sufficiently trusted.
From the other hand, the homeowner home owner needs to be shielded from the visitor. One aspect is that the residential homeowner home owner may not want to be charged for traffic, services, and applications initiated by the visitor. Another aspect is that the residential homeowner home owner may not want the visitor to access his private devices in the home (e.g., working PCs, security cameras, etc.) via PRAS and evolved residential gateway. For example, when the visitor’s UE is connecting to the eRG, may receive unintended broadcast communication/data from the homeownerhome owner’s devices, which are also connecting to the eRG. Also for lawful intercept, traffic originating from a visitor should be identifiable as such.

[bookmark: _Toc48052897][bookmark: _Toc74151367]5.12.1	Description
In many residential scenarios, indoor coverage will require deployment of multiple PRASs or WLAN Access Points (APs). It is expected that both 3GPP RATs and non-3GPP RATs (e.g. WLAN) offer wireless connectivity allowing UEs to connect to local or external IP networks via the eRG, thus, as users move through the home, switching of connectivity between different PRASs or APs is required to maintain service quality.
For certain services requiring low latency and high throughput such as playing an interactive game on a VR/AR headset UE, there is a need to connect to a dedicated device within the CPN, for example a gaming console or a set-top-box.
The gaming console will provide the necessary service experience such as reactiveness when computing and rendering a new AR/VR scene displayed on the VR/AR headset (UE #1). In this use case, the gaming console can either be a 3GPP device, a non-3GPP device or support both RATs (3GPP and non-3GPP). The gaming console is part of the CPN.
The VR/AR headset (UE #1) will connect to the gaming console via one of the points of access (PRAS or AP) connected to the eRG.
To guarantee the required bandwidth and latency to the participants in the game, an authorized user e.g. the homeowner (Authorised Administrator) home owner can initially, or dynamically via e.g. the gaming console or the eRG, reserve temporary access or capacity to particular UEs accessing particular PRASs and APs in the CPN during the game. Other UEs that generally are provided access to these PRASs and APs in the CPN, will during the game have a restricted or no access to certain PRASs and APs.
As a player moves around in the home, there will be a need to handover the VR/AR headset (UE #1) connection from one PRAS or AP to another. Although the VR/AR headset (UE #1) can connect simultaneously to an AP and to a PRAS, the VR/AR headset (UE #1) is not able to take educated decisions on its own with regards to capabilities of alternative accesses in the home, e.g. if a candidate handover access is overloaded. However, a centralized application can distribute accesses with respect to relevant applicative parameters like VR/AR headset, the position and the direction of the UE and buffer level. Besides, the centralized application can know the building map and where (e.g. location) the different players are and where they can be expected to move as the game progress.
The game application can also know the overall context for all players and can compute the best path for each UE for connecting to a particular point of access (PRAS or AP). This application can predict and adapt access to each 3GPP RAT or non-3GPP RAT for providing the best global service experience applied to each individual player at each time. The application can also learn from individual service experience resulting from past decisions applied to input parameters to improve access decisions.
To optimise the gaming experience, the gaming console can control which particular VR/AR headset (UE #1 or UE #2) connects to a particular point of access (PRAS #1 or PRAS #2 or AP #1 or AP #2) to reach the application. For example, the gaming console can disable a VR/AR headset (UE #1) to connect PRAS (PRAS #2) in order to force this VR/AR headset (UE #1) to connect to PRAS (PRAS #1).
[image: ]
Figure 5.12.1-1. Local control of PRASs for UE #1 to access CPN device
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