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\*\*\*\*Start Changes \*\*\*\*

### 5.3.6 Potential New Requirements needed to support the use case

[PR 5.3.6-1] For intra-PIN communications, a PIN Element shall be able to transmit media to one or more PIN Element at the same time.

[PR 5.3.6-2] A PIN Element shall support service continuity when a PIN Element changes the communication path from one PIN Element to another PIN Element. The communication path between PIN devices may include both 3GPP and non-3GPP access.

[PR 5.3.6-3] The 5G system shall be able to support a PIN which has more than one PIN Element with Gateway Capability.

NOTE: At any point of time, a PIN Element can only connect to one PIN Element with Gateway Capability.

Editor’s Note: SA3 need to be consulted on the security aspects of having more than one PIN Element with Gateway Capability in the PIN.

\*\*\*\*2nd Change \*\*\*\*

### 5.5.6 Potential New Requirements needed to support the use case

[PR-5.5.6-1]: The 5G system shall support secure mechanisms for a PIN Element using direct PIN connection or via PIN Element with Gateway Capability to access and communicate with another PIN Element for a PIN.

Editor's Note: evolved residential gateway (eRG) defined in 3GPP TR 22.858 [6] is assuming with PIN element gateway capability which needs further clarification in both studies.

[PR-5.5.6-2]: The 5G system shall be able to support “User Identity and Authentication” requirements (as defined in 3GPP TS 22.101 [3] clause sec 26.a) for PIN Elements of a PIN.

[PR-5.5.6-3]: The 5G system shall be able to allow a PIN Element to communicate with another PIN Element of a desired PIN when they are both members of one or more PIN, e.g. via PIN direct connection, via the same or different PEGC or when one PIN Element uses direct network connection and another PIN Element connects to a PEGC.

\*\*\*\*3rd Change \*\*\*\*

### 5.8.6 Potential New Requirements needed to support the use case

[PR 5.8.6-1] The 5G system shall enable service discovery of PIN Elements (e.g. based on certain device applications) in PIN by UEs in the PIN or via the public network.

[PR 5.8.6-1a] The 5G system shall enable an authorized PIN user to configure which UEs connected to the public network can perform service discovery of PIN Elements in a PIN. The 5G system shall support configuration per 5GLAN VN, per group of UEs, or per individual UE.

[PR 5.8.6-2] When a PIN Element (as a UE) is using direct network connection for communication with other PIN Elements which are behind one or more PIN Element with Gateway Capability, the 5G system shall support efficient mechanisms for the PIN Element to discover those other PIN Elements and their capabilities.

[PR 5.8.6-3] The 5G system shall support a mechanism(s) to mitigate a malicious flood of service discovery messages.

[PR 5.8.6-4] The 5G system shall support a mechanism(s) to mitigate spoofing of service discovery messages.

\*\*\*\*4th Change \*\*\*\*

### 5.9.6 Potential New Requirements needed to support the use case

[PR 5.9.6-1] The 5G system shall support an authorized PIN Element to access the 5G network and its services via a PIN Element with Gateway Capability (e.g. when the PIN Element is associated to a 3GPP subscription and pre-configured with credentials) or via direct network connection (e.g. when the PIN Element is a UE).

\*\*\*\*End Changes \*\*\*\*