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5.8
Use case support of broadcast-based service discovery
5.8.1
Description

In a home network, services are provided for e.g. home automation and wireless hi-fi, which often are based on e.g. UPnP/DNLA, Bonjour and other protocols that can make extensive use of discovery and other broadcast-type messages. The user wants to be able to use the service via both the home network (e.g. Wi-Fi) as well as via the public network.

Several services make extensive use of broadcast messages, e.g. smart home systems. The status or discovery-like messages in e.g. UPnP/DNLA, Bonjour and other protocols are broadcast to all 'participating' IoT devices in the network. This is not a problem when the service is used in a home network (e.g. via LAN) only. However, when the service is used outside the home network via a public network (e.g. smartphone joins the home network from the public network), the phone still receives all broadcast messages. This can cause increased messaging to the UE, while these messages are not always relevant to the user.

The user should have the choice to receive discovery and status messages on demand, or filtered (e.g. only when there is a status change) when using the service via the public network.
5.8.2
Pre-conditions

The following pre-conditions apply to this use case:

-
IoT devices and the residential gateway are connected to an in-home network

-
Service discovery protocols are used to discover services, provide service control and exchange service status

-
The residential gateway has a subscription to the 5G system

-
IoT devices do not have an individual subscription to the 5G system

5.8.3
Service Flows

Mary has a smart home system in her home, in which wireless hi-fi systems (IoT device) are connected to a media server (IoT device) via a non-3GPP wireless radio technology in an in-home network. The IoT devices use a broadcast-based service discovery to find other IoT devices in the network. If Mary wants to control the IoT devices in this smart home system, she uses her smartphone which is also connected to the same in-home network.

Mary is in her living room and wants to turn on the hi-fi system to listen to music from her media server. Mary can easily do this using her smartphone. 

It is a nice day outside and Mary decides to sit in the garden. Mary wants to listen to the music outside but cannot hear the music, so she tries to change the volume of the wireless hi-fi system using her smartphone. However, Mary discovers that she is using the public network instead of the in-home network, and therefore cannot control the smart home system using her smartphone. 

Mary is unhappy with the situation and therefore she purchases a solution from her network operator that allows her to control the wireless hi-fi system via the public mobile network using her smartphone.

Now she can control the music from her smartphone, even when she is outside. Fortunately, the operator solution filters the broadcast traffic, so that these broadcast messages are not counted for the amount of data she is sending via the mobile network.

5.8.4
Post-conditions
The person can control the wireless Hi-Fi system indoor and outdoor, using both in the in-home network and via the public mobile network (PLMN).
5.8.5
Existing features partly or fully covering the use case functionality
FFS
5.8.6
Potential New Requirements needed to support the use case
[PR 5.8.6-1] The 5G system shall enable service discovery of devices on a personal IoT network by UEs on the public network.

[PR 5.8.6-1a] The 5G system shall enable an Authorised Administrator to configure which UEs connected to the public network can perform service discovery of devices on a personal IoT network. The 5G system shall support configuration per 5GLAN VN, per group of UEs, or per individual UE.

 
[PR 5.8.6-2] The gateway shall support optimization of service discovery of devices on the personal IoT network by UEs on the public network, e.g. by reducing the amount and frequency of service discovery messages from devices on the personal IoT network when transported over the public network.


====================Next change=========================
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Authorised Administrator: a user who is authorised to partially configure and manage a network node in a Customer Premises Network or PIN (e.g. a PRAS, eRG or PIN element). 
Editor’s Note: this definition is also included in TS 22.858.

direct device connection: See definition in TS 22.261 [2].

Editor’s Note: since this term only applies between two UEs, this term needs to be adapted to apply in the context of this TR, e.g. to describe a connection between two PIN elements that are not UEs.

direct network connection: See definition in TS 22.261 [2].

Editor’s Note: since this term only applies between a UE and 5G Network, this term may need to be adapted to apply in the context of this TR, e.g. in case that PIN element with Gateway capability is not a UE.
IoT device: See definition in TS 22.261 [2].
PIN Element: the basic component making up a PIN-Users Personal IoT Network.  The PIN Element maybe an IoT device, TE, MT, ME, “thing” (See sub clause 26a.1 3GPP TS 22.101 [3]) or even a complete UE.

PIN Element with Gateway Capability: can act as a gateway that provides access to and from the public operators network (fixed/mobile/cable) and a PIN.
NOTE:
A PIN Element can have both PIN management capability and Gateway Capability.

Editor’s Note:
The relationship with FS_RESIDENT Evolved Residential Gateway still needs FFS.
PIN Element with Management Capability: A PIN Element with PIN management Capability has capability to manage the PIN.
Personal IoT Network: one or more PIN Elements that communicate with each other.
PIN-User: The PIN-User is the person who owns the PIN with respective subscriptions at one service provider.

Editor’s Note:
The above terms PIN Element, PIN Element with Gateway Capability, PIN Element with Management Capability where agreed at SA1#92e, they need to be applied to all usecases in this TR.  This will be via contribution to the next SA1 meeting.
Service Discovery: the discovery of a device and the services it can provide to other devices.
