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Abstract
This document addresses a new usecase where a PIN can support guest PIN elements, those guest PIN elements not necessary requiring authorisation from the PIN they are temporary using. 
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[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
direct device connection: See definition in TS 22.261 [2].
Editor’s Note: since this term only applies between two UEs, this term needs to be adapted to apply in the context of this TR, e.g. to describe a connection between two PIN elements that are not UEs.
direct network connection: See definition in TS 22.261 [2].
Editor’s Note: since this term only applies between a UE and 5G Network, this term may need to be adapted to apply in the context of this TR, e.g. in case that PIN element with Gateway capability is not a UE.
Guest PIN Element: Is a member of one PIN (Home PIN) and can access any other PIN, if allowed to by that PIN to communicate with the Home PIN. 
IoT device: See definition in TS 22.261 [2].
PIN Element: the basic component making up a PIN-Users Personal IoT Network.  The PIN Element maybe an IoT device, TE, MT, ME, “thing” (See sub clause 26a.1 3GPP TS 22.101 [3]) or even a complete UE.
PIN Element with Gateway Capability: can act as a gateway that provides access to and from the public operator’s network (fixed/mobile/cable) and a PIN.
NOTE:	A PIN Element can have both PIN management capability and Gateway Capability.
Editor’s Note:	The relationship with FS_RESIDENT Evolved Residential Gateway still needs FFS.
PIN Element with Management Capability: A PIN Element with PIN management Capability has capability to manage the PIN.
Personal IoT Network: one or more PIN Elements that communicate with each other.
PIN-User: The PIN-User is the person who owns the PIN with respective subscriptions at one service provider.
Editor’s Note:	The above terms PIN Element, PIN Element with Gateway Capability, PIN Element with Management Capability where agreed at SA1#92e, they need to be applied to all usecases in this TR.  This will be via contribution to the next SA1 meeting.
****NEXT CHANGE****
5.1A	The lost dog 
5.1A.1	Description
As more and more Personal IoT Networks are deployed there starts to become ubiqtuous coverage provided by these networks.  This allows for new service offerings to be offered to subscribers. One such offering is where PIN network owners, via user and or service provider authorisation can allow nomadic (guest) PIN Elements to use their PIN networks to reach a specific service in the cloud or in their own personal PIN.  A small amount of bandwidth can be dedicated to this.  One such offering can be found here [x].
In addition, the PIN network can contain multitude of devices, some using PIN direct device connection’s that use operator managed spectrum and some that do not.  Figure 5.1A.1-1 shows a possible guest PIN Element obtaining access via a PIN2.  The user plane data is sent transparently (via a user plane pipe) from the guest PIN2 to a server in the cloud and then server communicates the user plane data to the smartphone (PIN Element) in PIN1.
NOTE 1:	The contents of the user plane is outside the scope of 3GPP.
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Figure 5.1A.1-1. Guest PIN Element accessing a PIN
5.1A.2	Pre-conditions
Florence (Usecase 5.1 as described in Clause 5.1) who lives at number 5 has installed her PIN.  Florence has signed up for the guest PIN Element offering from her MNOa.
Houses Number 7 and 25 have installed PINs. They have been given a discount by their respective MNOs if they allow guest PIN Element usage of their PINs. Guest PIN Elements only get small amount of bandwidth from the PIN Network.  
Houses 7 MNOc connection is having issues and has no connectivity to the 5G system.
Adrian has a wearables PIN and has been given the same respective discount by his MNOd.  He has signed up as he is pet lover and wants lost dogs to be found.
Ellen has a PIN network and has a PIN Element (dog collar) on her dog Pilot to keep a track of him, it is configured to be a guest PIN Element.  When the collar detects its outside of a geofence it will report its location and Ellen will be alerted.  Ellen uses MNOc.  According to the instructions that came with the dog collar it states it will report its location by using other PINs that have been deployed by people (e.g. doorbells, cameras, power sockets, watches etc) and that a person who deployed them has allowed them to use guest PINs.  The owner of the dog collar does not have to ask every PIN owner to allow access.
MNOs provide a guarantee that guest PIN Elements will only consume X bytes a month. 
5.1A.3	Service Flows
Pilot is a very smart and naughty dog, he loves to explore the neighbourhood and is an escape artist. Ellen has put a PIN Element (i.e low power tracking device) on his collar which when it is outside of a geofence area reports Pilots location. One day Pilot chases some squirrels and escapes from the backyard. As he roams the neighbourhood he passes houses with PINs, his collar reports its location via Florences network (light bulb PIN element in House 5) to a dog tracking service. 
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Figure 5.1A.3-1. Pilot accessing Florence’s PIN
House 7 is next, but as it has no connectivity the dog collar makes no report. He also passes Adrian who is in the park with his dog Pongo, Pilot says hello to Pongo and runs off. Adrian has a wearable PIN network and was listening to music so didn’t spot Pilot.  As Pilot passed his collar reported its location via Adrians PIN. 
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Figure 5.1A.3-2. Pilot accessing Adrians PIN. 

Ellen is out grocery shopping and gets notifications on her phone, Pilot was seen at 1:10pm outside House 5 (House 7 also has a PIN but had no 5G connectivity) and later in the park near the dog park area. Ellen pays for her grocery’s and starts home.  She sees on her smartphone Pilot has stopped at his favourite spot which happens to be by House 25 whose PIN Element door lock picked up pilots tracking device. 
5.1A.4	Post-conditions
Ellen picks up naughty Pilot and takes him home. House 5, 25 and Adrian are not even aware that Pilot was by them.  They are aware that some bandwidth was used but not by whom.
5.1A.5	Existing features partly or fully covering the use case functionality
3GPP 22.261 [2] clause 6.14 contains requirements regarding IoT devices accessing 5G system using a relay UE.
The requirements seem to imply that the relay UE is required to know the identity of the remote UE which is not the case in this situation.
Unclear that when a remote UE access’s a relay UE for internet connectivity (tethered like connection) that when the remote UE uses non operator managed direct device connection if the UE has to be identified to the MNO.
It is unclear what information is to be collected if you have relay UEs chained together to support a remote UE, however the remote UE and one of the relay UEs uses non operator managed direct device connection.
3GPP TS 22.261 [2] clause 6.9.2.1 has the following requirements:
The 5G system shall support the relaying of traffic between a remote UE and a gNB using one or more relay UEs.
The 5G system shall be able to support a UE using simultaneous indirect and direct network connection mode.  
The above requirements in 3GPP TS 22.261 [2] are very specific and limiting in that they use the term UE, a UE is a subset of what a PIN element can be.
3GPP TS 22.278 [5] clause 7B contains requirements for indirect communications, specifically it has the following text
The Evolved ProSe Remote UE has the functionality to directly connect to the EPC without an Evolved ProSe UE-to-Network Relay
The above text require the Remote UE to support direct network connections which is not the case for PIN Element.  
5.1A.6	Potential New Requirements needed to support the use case
[PR.5.1A.6-1] 	The 5G system shall be able to provide mechanisms for a PIN network , subject to operator/user policies and available resources, to configure 
a device as a guest PIN Element.
[PR.5.1A.6-2] 	A PIN, subject to operator and user configuration, may enable support for relaying traffic for guest PIN Elements to the 5G network using limited resources from the PIN.
NOTE:	In [PR.5.1A.6-2] the PIN element is either a UE or a “thing” (See sub clause 26a.1 3GPP TS 22.101 [3]).
[PR.5.1A.6-3] 	The 5G system shall be able to provide mechanisms, subject to [PR.5.1A.6-1], for a guest PIN Element to discover a PIN that supports and allows 5GC access to guest PIN Elements.

[PR.5.1A.6-4]	The 5G system shall be able to support privacy and identity protection of the guest PIN Elements of a PIN network, e.g. information maybe made available to the 5G system subject to MNO and regulatory requirements.


[PR.5.1A.6-5]	The 5G system shall be able to collect charging information related to data exchanged via a PIN network by a guest PIN Element, e.g. timestamp for start and stop of communications, amount of data sent/received, etc. 
Editor’s note:	Exact list of charging information is FFS.
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