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Abstract:  This PCR proposed to add new service requirements by taking into consideration of access restrictions, security, and privacy.

Proposal:
In residential environment, the property owner would want to enforce access policies to only allow authorized users to use the resources of devices or Service Hosting Environment located in their properties. In the meantime, from the users’ point of views, accessing data in these residential environment needs to be protected for security and privacy consideration.
	*** 1st Change ***


5.11 	Use case: seamless switching to a service hosting environment via an evolved residential gateway
[bookmark: _Toc57625579]5.11.1	Description
This use case describes a scenario of service continuity for a UE consuming a low latency service provided by a first service hosting environment. The low latency service (e.g. gaming) is maintained with the same QoS settings as the UE moves from a first service hosting environment to a second service hosting environment via an evolved Residential Gateway (eRG). The two service hosting environments are served by the same 3GPP 5G core network (5G-CN).




[bookmark: _Hlk56634494]Figure 5.11.1-1. Seamless switching to a service hosting environment via an evolved residential gateway.
[bookmark: _Toc57625580]5.11.2	Pre-conditions
A first service hosting environment is attached to the 3GPP 5G-CN. A second service hosting environment connects to the same 3GPP 5G-CN via an eRG. An indoor base station is deployed in the residential environment and is connected to the 3GPP 5G-CN via the eRG.
[bookmark: _Toc57625581]5.11.3	Service Flows
We consider a scenario where a given UE, UE1, is receiving a service from a first service hosting environment via a Premises Radio Access Station (PRAS 1) or gNB connected to the 3GPP 5G-CN. While the UE is enjoying its service, an event occurs that triggers the move of UE1 to a second hosting environment (e.g. UE1 arrives home). This second hosting environment is connected to the same 5G-CN via an eRG. As this event occurs, it is the expectation of UE1 to continue its service seamlessly with the same QoS albeit through the eRG in the second hosting environment. Below we present the service flows:
1.	UE consumes a low latency service (e.g. gaming) provided by a first service hosting environment in the network through the 3GPP 5G-CN (Path #1). This low latency service has a specific QoS.
2.	UE moves to a second hosting environment connected to the same 5G-CN via an eRG. The UE connects automatically to the PRAS 2 which in turn is connected to the eRG.
3.	The UE continues to receive its service seamlessly and with the same QoS through the eRG in the second service hosting environment.
[bookmark: _Toc57625582]5.11.4	Post-conditions
The UE service is continued seamlessly through the eRG in the second service hosting environment and with the same QoS as it was in the first service hosting environment. The different paths going through the eRG in Figure 5.11.1-1 (Path #2, Path #3 and Path #4) are examples on the path the 5GS can choose to ensure seamless switching.
[bookmark: _Toc57625583]5.11.5	Existing features partly or fully covering the use case functionality
3GPP TS 22.261 [2] clause 6.5.2 Efficient user plane: Requirements
Based on operator policy, application needs, or both, the 5G system shall support an efficient user plane path, modifying the path as needed when the UE moves or application changes location, between a UE in an active communication and: 
-	an application in a Service Hosting Environment; or
-	an application server located outside the operator’s network. 
The 5G network shall maintain user experience (e.g. QoS, QoE) when a UE in an active communication moves from a location served by a Service Hosting Environment to:
-	another location served by a different Service Hosting Environment; or
-	another location served by an application server located outside the operator’s network, and vice versa.
The 5G network shall maintain user experience (e.g. QoS, QoE) when an application for a UE moves as follows:
-	within a Service Hosting Environment; or
-	from a Service Hosting Environment to another Service Hosting Environment; or
-	from a Service Hosting Environment to an application server located place outside the operator’s network, and vice versa.
The 5G network shall support configurations of the Service Hosting Environment in the network (e.g. access network, core network), that provide application access close to the UE's point of attachment to the access network.
The 5G system shall support mechanisms to enable a UE to access the closest Service Hosting Environment for a specific hosted application or service.
The 5G network shall enable instantiation of applications for a UE in a Service Hosting Environment close to the UE's point of attachment to the access network.
3GPP TS 22.261 [2] clause 6.7.2: Priority, QoS, and policy control: Requirements
The 5G system shall be able to support E2E (e.g. UE to UE) QoS for a service.
NOTE:	E2E QoS needs to consider QoS in the access networks, backhaul, core network, and network to network interconnect.
The 5G system shall be able to support QoS for applications in a Service Hosting Environment.
[bookmark: _Toc57625584][bookmark: _Hlk56107674]5.11.6	Potential New Requirements needed to support the use case
[PR 5.11.6-001] The 5G system shall support configurations of a Service Hosting Environment connected to the eRG.
[PR 5.11.6-002] The 5G system shall be able to maintain QoS for a UE moving from one sService hHosting eEnvironment in the network to another Service Hosting Environment connected to via an eRG, and vice versa.
[PR 5.11.6-003] The 5G system shall support authentication of users inside/outside of CPN requesting to access a service or an application in Service Hosting Environment connected to the eRG.
[PR 5.11.6-004] The 5G system shall provide at least the same level of security and privacy for the UE using Service Hosting Environment connected to an eRG as using Service Hosting Environment in the network, given that the Service Hosting Environment connected to an eRG is located outside of operator’s trust domain.
	*** End of Change ***
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