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[bookmark: _Toc45387634][bookmark: _Toc52638527][bookmark: _Toc59116557]6.1.2.3	Network slice constraints
The 5G system shall support a mechanism to prevent an unauthorized UE from trying to access a radio resource dedicated to a specific private slice for any purpose other than that authorized by the associated third-party. 
NOTE 1:	 UEs that are not authorized to access a specific private slice will not be able to access it for emergency calls if the private slice does not support emergency services. 
The 5G system shall support a mechanism to configure a specific geographic area in which a network slice is accessible, i.e. a UE shall be within the geographical area in order to access the network slice. 
The 5G system shall support a mechanism to limit a UE to only receiving service from an authorized slice. 

