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Abstract: This P-CR harmonizes the values in the QoS chart with other clauses in the TR and proposes which are new requirements. A further requirement is proposes that goes beyond the requirements considered for 5GLAN.
Discussion
This P-CR aligns the QoS table in 5.5 with other KPIs in this document. The intention is to prepare for consolidation of KPIs at the next meeting. An editor’s note is removed that calls for this alignment.

Some KPIs are TBD from the table at the time of submission. These may be added during the time before the conclusion of SA1 93e as research progresses.

r2	Add representative density KPI values, which were kindly provided by Iberdrola representing actual field experience.
Proposal

BEGIN CHANGE

[bookmark: _Toc57676046]5.5	Smart Energy Differentiated QoS For Transported Encrypted Data
[bookmark: _Toc57676047]5.5.1	Description
This use case describes a common need of Utilities with diverse substations that require communication. Diverse services’ communication traffic need to be aggregated over a communication service in an ecrypted form. This would prevent the 3GPP system from inspecting the traffic to identify and classify it (either in the downlink or uplink.)

The services that are listed in this section – Advanced Metering Infrastructure (AMI), Distributed Automation, Demand Response (DR), Distributed Generation (DG), Power Line Differential Protection are the ‘classic smart grid services.’ These are distinct from the services described in other sections that offer more advanced architectures. A single table of QoS values is provided in clause 5.5.6, with notes added to call out differences where they exist.

[bookmark: _Toc57676048]5.5.2	Pre-conditions
A Distribution System Operator (DSO) “U” receives telecommunication services from a MNO “T.” U has deployed 100s to 10,000s of substations that generate service traffic of diverse criticality, QoS requirements, etc. U has arranged, via service level agreements (SLAs) specific QoS treatment for these different classes of service traffic with T. The use case focuses on a particular substation “S” and its communication by means of T’s 3GPP network, to connect multiple services of different nature and traffic patterns, multiplexed over a single WAN connectivity.
[bookmark: _Toc57676049]5.5.3	Service Flows
S establishes sessions with the T’s network. S appears as a UE to the 3GPP system. Behind S is a local network (in the substation). S serves as a router to the traffic in that network. S is able to categorize the traffic into different classes, each requiring disintinct QoS treatment in the 3GPP system. S encrypts the traffic uplink, using an end to end encryption with the service termination in the DSO’s network. 
[image: ]
Figure 5.5.3-1: Multiple End-to-End QoS Flows from Substation to DSO Service Network
Downlink flows are also encrypted and characterized in such a way as that the 3GPP system handles the traffic with the appropriate QoS.
Instability of the connection with primary subscription could be an additional, more specific, KPI although this can be part of Availabiility KPI. This KPI will be measured by means of the number of Service Availability Failure Events (that is, the availability of the service could not be maintained beyond an acceptable threshold.)Another way of describing these failure events is as Fallback events carried out by the Dual SIM cellular device, where the UE employs the ‘secondary’ subscription (USIM) in order to achieve continual service when the primary service is not available. 
This ‘Service Availability Failure Event’ metric is measured over a period of time, e.g. over the preceding month and accumulated during the last year.

[bookmark: _Toc57676050]5.5.4	Post-conditions
Traffic is delivered by the 5G system to support U from and to each S as required by the SLA. The traffic confidentiality is maintained. 
[bookmark: _Toc57676051]5.5.5	Existing features partly or fully covering the use case functionality
22.261 6.7.2
The 5G system shall allow flexible mechanisms to establish and enforce priority policies among the different services (e.g. MPS, Emergency, medical, Public Safety) and users.
NOTE 1:	Priority between different services is subject to regional or national regulatory and operator policies.
The 5G system shall be able to provide the required QoS (e.g. reliability, end-to-end latency, and bandwidth) for a service and support prioritization of resources when necessary for that service.
The 5G system shall be able to support a harmonised QoS and policy framework applicable to multiple accesses.
The 5G system shall be able to support E2E (e.g. UE to UE) QoS for a service.
NOTE 2:	E2E QoS needs to consider QoS in the access networks, backhaul, core network, and network to network interconnect.
A 5G system with multiple access technologies shall be able to select the combination of access technologies to serve an UE on the basis of the targeted priority, pre-emption, QoS parameters and access technology availability. 
22.261 6.8
Based on operator policy, the 5G system shall support a real-time, dynamic, secure and efficient means for authorized entities (e.g. users, context aware network functionality) to modify the QoS and policy framework. Such modifications may have a variable duration.
22.261 6.10.2
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to define and update the set of services and capabilities supported in a network slice used for the third-party.
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party application to request appropriate QoE from the network. 
22.261 8.2
The 5G system shall provide integrity protection and confidentiality for communications between authorized UEs using a 5G LAN-type service. 
The 5G system shall provide suitable means to allow use of a trusted third-party provided encryption between any UE served by a private slice and a core network entity in that private slice. 
The 5G system shall provide suitable means to allow use of a trusted and authorized third-party provided integrity protection mechanism for data exchanged between an authorized UE served by a non-public network and a core network entity in that non-public network.
Smart Grid services specified by IEC generally are defined only at layer 7. This means there are no defined KPIs for lower layer implementation. These values are determined through measurements and analysis. The research is already some years old. The bandwidth requirements are known to be increasing with time, as more services are added and services are deployed more extensively.
Editor’s Note: The QoS values in this section may overlap with or correspond to other use cases, which can be resolved in future versions of this TR.
[bookmark: _Toc57676052]5.5.6	Potential New Requirements needed to support the use case
Specific QoS for different services is included in this section as it clearly corresponds to needs by Smart Grid.

	Service
	Bandwidth (kbps)
	Latency
	Availability (%)
	Density #customers/
km2
	Coverage
	Power supply backup [NOTE 1]

	Advanced metering infrastructure (AMI)
[NOTE 2]
	10-100
	2-15 sec
	99-99.99%
	Minimum density 
0.00136
Average density
106.56371
Max Density
22937.78217
	TBD
	Not necessary

	Advanced Metering (5.2.6)
	UL: <2000
DL: <1000
	<100ms fee control
<3000 general data collection
	99.99%
	105/km2
	<40km
(city range)
	-

	Distribution Automation (DA)
[NOTE 3]
	9.6-100
	100 ms – 2 sec
	99-99.999%
	Concentrated rural
[bookmark: _GoBack]70.79562
Dispersed rural
Semi-urban
7.63437
Mandatory rural support
0.04765
Urban
11.02120
	TBD
	24-72 hours

	Distributed Feeder Automation (5.3.6)
	2000-10000
	<10ms
	99.999%
	10/km2
	<40km
(city range)
	-

	Distributed Intelligence (5.12.6)
	1200-2500
	<1ms
	>99.999%
	100/km2
	Several km2
	-

	Demand Response (DR)
	14-100
	500 ms – several minutes
	99-99.99%
	TBD
	TBD
	Not necessary

	Distributed Generation (DG)
	9.6-56
	20 ms – 5 min
	99-99.99%
	TBD
	TBD
	1 hour

	Power Line Differential Protection
	56-100
	5-10 ms (jitter 1 ms)
	99.999-99.9999%
	TBD
	TBD
	72 h

	Distributed Storage (5.1.6)
	UL: 128-640,000
DL: >100k
	UL: 10 urban, 1000 rural
DL: 10
	DL: >99.9%
	103/km2
	<40km
(city range)
TBD (Rural)
	-

	Surveillance (5.14.5)
	3000-5000
	[NOTE 4]
	[NOTE 4]
	100/km2
	<40km
(city range)
	-

	NOTE 1: The Power supply backup KPI is provided for background information and a deployment issue.
NOTE 2: AMI referred to in this section has more modest goals (remotely reading meters in real time) than the use case described in 5.2.
NOTE 3: DA referred to in this section uses a centralized architecture. DA in 5.3 and 5.12 have a decentralized architecture. 
NOTE 4: The latency and availability of surveillance data can be compensated by local storage on-site. Therefore, no KPIs are given in the table.


  Table 5.5.6: KPIs for Smart Energy Services
These values are given in [1] cited from [2] and [3].
Editor’s Note: 	It is for further study whether these KPIs constitute new requirements or can be supported by the existing 5G system.
Smart Grid services specified by IEC generally are defined only at layer 7. This means there are no defined KPIs for lower layer implementation. These values are determined through measurements and analysis. The research is already some years old. The bandwidth requirements are known to be increasing with time, as more services are added and services are deployed more extensively.
[PR5.5.6-001]	The 5G system should support a KPI associated with the “stability of the connection with a PLMN associated with a subscriber” as a more specific KPI (although this can be part of Availabiility KPI.) This KPI shall be measured by the number of Service Availability Failure Events (where availability cannot be maintained as required) during a time period, as specified in the service level agreement.
Editor’s Note: The QoS values in this section may overlap with or correspond to other use cases, which can be resolved in future versions of this TR.

Editor’s Note: Further potential new requirements to support the use case may be identified.


END CHANGE
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