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Abstract: This P-CR reviews and revises QoS Reporting requirements in light of supported capabilities in OAM specifications.
Discussion
At SA1 92e, use case 5.11 requirements were listed in the 5.11.5 “5.11.5	Existing features partly or fully covering the use case functionality” with the following editor’s note:
Editor’s Note: It is FFS whether PR5.11-1 and PR5.11-2 are already supported by QoS/SLA management and ticketing support as defined in TS 32.101 and other 3GPP OAM specifications. These requirements are placed in the ‘Existing Features’ section pending a detailed assessment whether they instead belong in clause 5.11.6.
I.  TS 32.101 and IRP reporting is not sufficient to support the requirements implied by the use case in 5.11
TS 32.101 is the legacy reporting framework for management information in 3G and 4G. There are no defined IRPs for NR or the 5GC. This management capability is defined in 28.550 and other specifications as part of 5G Service Based Management Architecture (SBMA).
In general, in TS 32.101 and IRP specifications, the granularity of reporting is per network element or aggregates of network elements, not per UE. As explained in use case 5.5, the granularity needed for reporting is at the UE level. This is because behind the UE is a network, and the communication link to that network is of primary importance for energy operations.
There is a mechanism for tracing at the UE level in TS 32.101, as defined in 7.14 ‘management of QoE measurement collection.’ This facility was defined however only for DASH and MTSI. There is no definition for the support of the UE (5GLAN feature) required for monitoring for use case 5.11.
Furthermore, a model for standardization intrinsic to TS 32.101 that defines ‘types of interfaces’ as shown in the reference model below, in Figure A.


Figure A: 32.101, 5.1.1 – Management reference model
The interface that this use case describes for reporting and submission of reports would be ‘type 5,’ to Operations Systems of a non-PLMN Organisation. [TS 32.101, 5.1.4] Only type 2 and type 4a interfaces are defined at the solution set level, meaning – only for these interfaces is there a stage 3 specification standard. [TS 32.101, 5.2.2, 5.2.3] 
II. 5G management features are not sufficient to support the requirement implied by the use case in 5.11
There are three performance measurement mechanisms defined that could apply to the UE QoS, as discussed in this use case, in as part of the 5G management standard: SMBA, MDT and the QoE framework. These will be considere separately.
II.i. SMBA (28.550, 28.551, 28.552, …)
The granularity of measurement as defined in 28.550 and specifically 28.552 is at the Network Function granularity or greater. The granularity is not at the level of a single UE or application. This does not mean that such granularity could not be added. For example, in the legacy management reporting framework, DASH and MTSI tracing capabilities were added. Such could be done for smart energy ‘5GLAN’ usage, etc. The point is that this has not yet been done, so it is inappropriate to consider this existing functionality.  
II.ii. QoE framework (28.404, 28.405, 28.406)
The UE or applications running on the UE is not an appropriate management framework for this use case. There are three reasons:
1. The QoS monitoring is meant to detect problematic situations to increase availability. Identifying problems in advance can lead to change in strategy by the customer (e.g. using a back up communication facility) or to raise an urgent service request with the MNO. If a problem exists, the UE’s ability to report will be impaired (if there is reduced QoS capacity). So the need is for information to be collected and reported by the network.
2. Collecting information from each UE is important to the energy utility operator. However, obtaining this management information is a service they arrange from the MNO. As described in S1-21xxxx, management solutions exist for conveying the necessary information using closed (proprietary) information today. The energy utility operator in any case does not have direct access to the QoE framework.
3. The applications and services that terminate communication in the energy system do not run on the UEs themselves. The UEs serve as a router for networks, using a mobile telecommunications interface for communication beyond the local network. Thus a framework that focusses on the performance of applications in the UE is not suitable for this use case.
II.iii. MDT (32.422, 32.423)
The first two argument given in II.ii for the QoE framework applies here. MDT allows the network to configure a UE to collect RAN performance statistics and report it to the network. MDT does not collect QoS information primarily, in any case.
III.	Possible Applicability of Management and Orchestration OAM 
It has been asserted that the Management and Orchestration standard in TS 28.530 suffices to meet the proposed requirements in TR 22.867, 5.11.
TS 28.530 defines a mechanism to support Network Slicing as a Service. Three services are listed as examples that could be supported V2X services, 5G seamless eMBB service with FMC and massive IoT connections. The approach considers how to provide performance reports and trigger new network slice requirements on the basis of reporting. (TS 28.530, clause 4.3.4). However, all stage 1 requirements in this document for reporting detail reporting to the NOP (network operator) not to the CSP (communication service provider.)
While it is not excluded that a solution based upon network slicing and reporting based on network slice performance would satisfy the service requirements given in TR 22.867, 5.11, this is only one possible solution that SA5 could identify. There has been no specific discussion (yet) of how network slices would be used to support smart energy. So it is unclear how this TS directly satisfies the reporting requirements discussed here.
There are also, e.g. other pertinent activities in SA5 that could be relevant, e.g. Performance Assurance MnS (28.550) and PerfMetricJob control fragment (28.662). It is however out of scope for SA1 to discuss or decide which standards in SA5 might be applied to the specific needs requirements in this TR. 
It is therefore important to state the need (for reporting to the 5GS by a DSO, or to a DSO from the 5GS) and leave it to downstream groups (in this case SA5) to work out the implications.
IIIIV. Functionality not covered by management standards
The ability for the third party to report network management problems to a MNO using a standard interfaces is not covered by 3GPP standards. This is a very important requirement for reconciling service level management as described by this use case.
Conclusion
It is assumed that even if these are considered requirements and added to a stage 1 specification, they will be thoroughly reviewed by SA5 to determine if and how these can be supported using existing frameworks, and what sort of enhancement or evolution may be necessary. This evaluation however is out of scope of SA1.
As argued here, legacy and 5G management frameworks do not support the requirements implied by the use case directly. So, these do not belong in clause 5.11.5 (Existing features) but rather in 5.11.6 (potential new requirements). 
To make the assumptions in this argument clear (specifically the granularity of the reporting information involved) a number of clarifying changes are proposed to the use case below.
Proposal
The following change is proposed for P-CR 22.267 clause 5.11.
BEGIN CHANGE
[bookmark: _Toc57676088]5.11	QoS Monitoring and Reporting Mechanisms
[bookmark: _Toc57676089]5.11.1	Description
This use case explores in more detail an aspect of service level management that is the business relationship between an energy utility operator, “EnergyCo” and the telecommunications operator, “Telecomm1.” While their business relationship itself is out of scope of 3GPP standardization, there are aspects of the SLA, specifically agreements for achieving and monitoring performance and satisfactionof KPIs, and managing incidents improve the suitability of Telecomm1’s service offerings for EnergyCo.
[bookmark: _Toc57676090]5.11.2	Pre-conditions
The different services offered by Telecomm1 should behave as expected according to the KPIs defined in the Table 5.5.1.  Only if that is the case, is service delivery acceptable according to the SLA, to meet the different services’ requirements (whether mission critical or not.) If the telecommunication service degrades below these KPIs, EnergyCo may experience a service interruption or degradation. This might affect mission critical operations and/or quality of service delivered ultimately to the customer.
The granularity of the use case considers the support of QoS to a particular UE, per class of service. This is the model described in 22.867, clause 5.5. Here the UE is a gateway serving as a router to a network: the UE is essentially a router with a mobile telecommunication interface for communication beyond the local network. Smart energy applications are not generally running on the UE – they are deployed in the network behind the UE. See figure 5.5.3-1.
This use case assumes that the SLA is in place and service is offered by Telecomm1 to EnergyCo. In addition, both interfaces and procedures are in place to respond to failures to deliver KPIs according to the SLA. 
NOTE: 	The use case is based on real experience between utility and telecom providers but the identities of EnergyCo and Telecomm1 are fictitious.
[bookmark: _Toc57676091]5.11.3	Service Flows
For the KPIs, part of SLA definition between EnergyCo and Telecomm1, there is a report sent by EnergyCo to Telecomm1 on a monthly basis in order to inform of the degree of compliance of the requirements set in the SLA for the different KPIs. Telecomm1 will reconcile this report with their own records.
KPIs will be measured by means of EnergyCo owned Network Management platforms in real time. These platforms will check periodically the availability, latency and packet loss rate of the connection. Different periodicities can be configured and as a result average information will be obtained. Reports are available in order to deliver accumulated information of the different parameters on a daily, weekly, monthly or yearly basis. 
This information will be checked in order to verify the degree of compliance of the SLA. Connectivity status, stability and Performance will be part the technology reports. Only Latency and Packet loss rate will be constantly measured as a part of Performance parameters, Throughput will only be measured during commissioning process. If there is a problem such as quality of service degradation (high latency and packet loss rate below thresholds) or instability of the connection affecting a specific substation or group of substations (connected to the same server) for more than one week an automatic alarm will be generated towards the MNO.  
In the event of massive communication loss affecting most services and substations (quantity above % threshold), this will be detected in real time and an automatic alarm will be sent to the MNO.
In the event of sustained connection loss events affecting a number of Substations located within a well limited geographical area this might shed light on a problem related to a specific eNB site or sector. An automatic alarm will be generated and sent to the MNO.
[bookmark: _Toc57676092]5.11.4	Post-conditions
Since EnergyCo provides Telecomm1 with their report of service degradations, and Telecomm1 provides their report to EnergyCo, both organizations have a full set of records with respect to achieved performance of service according to KPIs in the SLA. It is possible for EnergyCo and Telecomm1 to reconcile the SLA and the achieved performance at any time.
Further, EnergyCo is able to alert Telecomm1 when critical events occur that affect performance in a manner that requires intervention (or at least scrutiny) by the MNO.
Finally, Telecomm1 can alert EnergyCo to issues they have detected.
This explains why regular periodic QoS reporting needs to be shared from the customer to the provider and vice versa.
[bookmark: _Toc57676093]5.11.5	Existing features partly or fully covering the use case functionality
[PR5.11-1]	The 5G system shall provide a mechanism for a 3rd party to report to a MNO service degradations, communications loss and sustained connection loss. These reports use a standard form. The specific values, thresholds and conditions upon which alarms occur is out of scope of 3GPP specification.
NOTE1: What the MNO does with such reports is out of scope of 3GPP specifications.
[PR5.11-2]	The 5G system shall provide a mechanism for a MNO to report to 3rd parties service degradations, communications loss and sustained connection loss. These reports use a standard form. The specific values, thresholds and conditions upon which alarms occur is out of scope of 3GPP specification.
NOTE2: What the 3rd party does with such reports is out of scope of 3GPP specifications.
Editor’s Note: It is FFS whether PR5.11-1 and PR5.11-2 are already supported by QoS/SLA management and ticketing support as defined in TS 32.101 and other 3GPP OAM specifications. These requirements are placed in the ‘Existing Features’ section pending a detailed assessment whether they instead belong in clause 5.11.6.

[bookmark: _Toc57676094]5.11.6	Potential New Requirements needed to support the use case
[PR5.11-1]	The 5G system shall provide a mechanism for a 3rd party to report to a MNO service degradations, communications loss and sustained connection loss. These reports use a standard form. The specific values, thresholds and conditions upon which alarms occur could include e.g. the measured values for Latency, Data Rate, Availability, Jitter, etc. for a UE, its location, and the time(s) in which the the degradation occurred.
NOTE1: What the MNO does with such reports is out of scope of 3GPP specifications.
NOTE2: 	The above potential requirement expresses the need for reporting by a third party to the 5GS and leaves it to downstream groups (in this case SA5) to work out the implications.
[PR5.11-2]	The 5G system shall provide a mechanism for a MNO to report to 3rd parties service degradations, communications loss and sustained connection loss. These reports use a standard form. The specific values, thresholds and conditions upon which alarms occur could include e.g. the measured values for Latency, Data Rate, Availability, Jitter, etc. for a UE, its location, and the time(s) in which the the degradation occurred.
NOTE3: What the 3rd party does with such reports is out of scope of 3GPP specifications.
NOTE4: 	The above potential requirement expresses the need for reporting by the 5GS to a third party and leaves it to downstream groups (in this case SA5) to work out the implications.
None

END CHANGE
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