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---------- Use Case template ----------
5.X
Shared use of credentials in a PIN
5.X.1
Description

Not all PIN elements will have the credentials for 5G network access. These PIN elements can use a PIN element with gateway capability to connect to the 5G network.
Another possibility would be not to use the direct device connection between the PIN elements for communication, but to share credentials to access the 5G network. This way a PIN element that does not have credentials itself can access the 5G network from a PIN element that does have credentials to access the 5G network as long as the two PIN elements are near enough for a direct device connection.
5.X.2
Pre-conditions

PIN element A has credentials to access the 5G network.
PIN element B does not have credentials to access the 5G network.

PIN element A and B are able to establish a direct device connection (e.g. not based on 3GPP credentials).
5.X.3
Service Flows

Joe wants to play a VR game. There is a VR headset (PIN element B) at home, but it does not have credentials to access the 5G network. Joe can connect the VR headset to the VR game server on the mobile network using his mobile phone (PIN element A) as a gateway. Problem is that the VR game requires a high data rate and very low latency. Connecting the VR headset via his mobile phone does not give the best performance, and quickly drains the battery of his mobile phone.
Joe therefore instructs his mobile phone to share its credentials with the VR headset. The mobile phone provides credentials to the VR headset via the direct device connection. The VR headset can then use these credentials to directly access the 5G network.

As long as the VR headset and the mobile phone are connected using the direct device connection the credentials sharing arrangement is periodically refreshed. 

The mobile phone can also indicate to the 5G network that it no longer allows the VR headset to use its shared credentials.
5.X.4
Post-conditions

As long as the VR headset and the mobile phone are connected using the direct device connection the credentials sharing arrangement is periodically refreshed. 

The mobile phone can also indicate to the 5G network that it no longer allows the VR headset to use its shared credentials.
5.X.5
Existing features partly or fully covering the use case functionality
None
5.X.6
Potential New Requirements needed to support the use case
The 5G system shall enable a PIN element to share credentials for access to the 5G network with another PIN element, which can then use these credentials for direct access to the 5G network. Sharing of credentials is based on the availability of a direct device connection between the two PIN elements.
The 5G system shall terminate the sharing of credentials between two PIN elements;
-
When the direct device connection can no longer be maintained

-
When a PIN element indicates to the 5G network that it no longer allows the use of the shared credentials by the other PIN element.
