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1. Overall Description:

SA1 would like to thank SA2 for their LS (S2-2007828) and would like to provide the following answers with regard to the question whether related requirements exist regarding
Q1: support for access to (and related service continuity) for services provided by an SNPN separate from the serving SNPN (i.e. services provided by the SNPN that issued the UE's subscription). One example could be access to voice services provided by the SNPN.

A1: No, there are no requirements for access to services provided by another (e.g. home) SNPN. As such, there are no requirements for service continuity, either.
In case these, or other service continuity requirements for SNPNs exists, SA2 would like to ask SA1 the following additional questions: 

Q2: whether only PLMN credentials (and respective authentication methods) can be used to register to a target network (i.e. which may be an SNPN with or without credentials being owned by separate entities, or a PLMN), given the various service continuity scenarios.
A2: Yes, only PLMN credentials can be used to register to target networks including SNPNs and PLMNs.
However, SNPN credentials based on non-3GPP identities and credentials can also be used to access target SNPNs, but only SNPNs.
Due to the non-public nature of SNPN identities SNPN credentials, regardless of whether 3GPP or non-3GPP credentials, cannot be used to register to PLMNs.
Furthermore SA1 would like to point out the following requirement from TS 22.263 clause 6.10.2: 

The 5G system shall support uplink and downlink service continuity maintaining acceptable performance requirements while switching between co-located PLMN and NPN (e.g., due to mobility).
In line with this requirement, SA1 would like to confirm that for UEs accessing an SNPN using PLMN credentials the following is covered by the above requirements
· Access to Home PLMN services

· Support for service continuity for Home PLMN services 

Please note though that this only applies to UEs accessing an SNPN using PLMN credentials.
Q3: whether in addition to PLMN credentials, also non-3GPP identities and credentials (and respective alternative authentication methods) can be used to register to a target network, given the various service continuity scenarios.
A3: Yes for target SNPNs only.

2. Actions:

To SA2 group.

ACTION: 
SA1 asks SA2 group to take into account the above answers.
3. Date of Next SA1 Meetings:

SA1#94
10-20 May 2021

Electronic Meeting 

SA1#95
23-27 Aug 2021 

TBD
SA1#96
15-19 Nov ’21

TBD
