

	
3GPP TSG-SA1 Meeting #93e	S1-210094
Electronic Meeting, 22 February – 4 March 2021	(revision of S1-21xxxx)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	22.259
	CR
	0017
	rev
	-
	Current version:
	16.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	



	

	Title:	
	Non-inclusive language replacement

	
	

	Source to WG:
	Apple

	Source to TSG:
	SA1

	
	

	Work item code:
	TEI17
	
	Date:
	2021-02-11

	
	
	
	
	

	Category:
	D
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	SA#90 decided on a 3GPP-wide action to remove all terms that can be seen as "non-inclusive" from all 3GPP TSs and TRs, starting from Rel-17.
SA1 has reviewed all the TSs and TRs under its responsibility and provides the corresponding CRs. This CR is part of this series.

	
	

	Summary of change:
	Replacement of all terms that can be seen as non-inclusive by more appropriate terminology.

	
	

	Consequences if not approved:
	Non-inclusive terms will remain in this specification.

	
	

	Clauses affected:
	5.2

	
	

	
	Y
	N
	
	

	Other specs
	
	
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc248943487][bookmark: _Toc27763599]* * * First Change * * * *
5.2	Personal area network management
[bookmark: _1186480636][bookmark: _1186837773][bookmark: _1189334006][bookmark: _1189334404][bookmark: _1189334478][bookmark: _1189334554][bookmark: _1189517083][bookmark: _1189519163][bookmark: _1189519199][bookmark: _1189519246][bookmark: _1189599108][bookmark: _1189599187][bookmark: _1191802584][bookmark: _1191906838][bookmark: _1191851363]Service requirements cover the management of UE(s), as well as UE components and TE(s), ME(s) or MT(s) and belonging to the same PAN(s) (see Figure 2).
A UE including a USIM, can comprise physically separated TEs and can also have connections with other MTs or MEs (e.g., a PDA, music player, laptop, camera, headset, etc.). The devices are connected through short-range wired or wireless connections (when they are in close proximity) and form a small network, called a PAN (Personal Area Network). The owner of the PNE that holds the USIM controls the PAN.
PNEs of a PAN without / not requiring a USIM, may have the need to access services provided by the PLMN or to communicate with another entity through the PLMN. In this case PNEs must be authenticated and authorized by using the USIM associated with the PLMN (i.e., a single USIM authority shall be shared by all the PNEs of the PAN that access services provided by the PLMN).
For managing a PAN means are required to identify a particular PNE within a PAN. The PNE identifiers enable connections between selected PNEs and directing of terminating services to a particular PNE.
Thus PNM identifiers are divided into subscriber identities and PNE identities. 3GPP private subscriber identifiers are the unique IMSI and the unique IMS Private User Identies stored in USIM and ISIM. The subscriber identities are used, for example, for registration, authorization, administration, and accounting purposes in the network. The PNE Identifiers are used to identify devices within a PN and may be used, for example, for blacklist access list and Device Management purposes. When the PNE is a ME, the IMEI should be reused as PNE identifier unless for security reasons or other reasons  this is not feasible. In contrast to MEs the PNE identifiers of TEs are PNM-specific and have little network security relevance as TE have no own radio access means.
Annex A.3 shows two use cases where users access a PLMN from their PANs.
The PN shall support the combination and separation of PANs.
* * * End of Change * * * *

