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5.x
Shunting communication
5.x.1
Description

Changing the locomotive of a train, coupling/uncoupling wagons, changing the order in which wagons are arranged in a train are all kinds of shunting movements. Shunting movements can be differentiated from other regular movements: this main point of differentiation is that almost all shunting is done within a single station or a shunting yard.

Shunting movements between shunting members can be ordered by radio, in on-network or in off-network modes. This section describes shunting communications in off-network mode where a ground user e.g. controller/dispatcher is not necessary.
5.x.2
Pre-conditions

The Shunting members (i.e. the FRMCS Users) of the shunting team #1 (i.e. Shunting Service Area #1 and Shunting Team ID #1) are authorised to initiate Shunting Communications.
5.x.3
Service Flows

A cargo train has to prepared by coupling the main locomotive to the rest of the wagons. A Shunting Service Area is defined to avoid any other train movements in the same area. There is no network coverage in this Shunting service area.
Bob has been assigned the role of the shunting leader of a shunting team in charge of this operation. Bob prepares its mission together with James, which has been assigned the role of the shunting driver. The shunting team members are all equipped with a Shunting device connected to a UE. They are operating their UEs in off-network mode and have selected their role and shunting service area to enable voice and data exchanges between the shunting members. The Shunting group voice and data communications are encrypted to prevent eavesdropping.
Bob exchanges with the shunting members secured and reliable information required to perform safe shunting movements of trains, (e.g. issuing route requests, route confirmation, giving driving commands, confirmation for driving commands, etc.). Bob receives confirmation upon successful reception of the message for all shunting members.
James, located in the front cabin (indoor) and without direct line-of-sight of the track, pushes a group of wagons (i.e. going backwards), continuously and securely ordered by Bob, located at train tail (outdoor or indoor) as a lookout man. To do so, Bob enables an assured safety link function that periodically send tones or keep alive messages to the shunting members. Bob may shout orders periodically into his Shunting device. Bob’s orders take priority on the periodic assured safety link tones and every team member is able to hear him.
If the voice/data can not be exchanged for more than 2 seconds (configurable time), every member of the shunting team is informed, thus allowing them to intervene rapidly and appropriately (e.g. James breaking the train).
When Bob orders James to stop its train, he disables the assured safety link function and invites Dave, a member of another shunting team located on the trackside, to be part of their shunting team to couple James’ train to the rest of the wagons. Shunting team members of both teams are now part of the same shunting team.
Dave, James and Bob are simultaneously talking to each other to couple James’ train safely.
Dave notices that another worker is in the area and, to avoid collision with James’ train shouts a warning into his UE. Dave’s warning takes priority, and member of the shunting team is able to hear him to intervene rapidly and appropriately (e.g. James breaking the train).
Shunting communications are recorded (e.g. shunting members composition) in case something bad happens and somebody wants to review the incident later.
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Figure 5.x.3-1: Examples of Shunting communications
5.x.4
Post-conditions

Shunting movement orders can be continuously exchanged between the Shunting members of the shunting team to avoid any rail safety issue while shunting.
5.x.5
Existing features partly or fully covering the use case functionality
TS 22.280 [4], 22.179 [3], 22.281 [5] and 22.282 [6] have a set of specific requirements on Off-Network MCX Services (including MCCoRe and MCData Services for Off-Network).

TS 22.289 [2] has a set of performance requirements for Off-Network communications for Rail to be refined based on outcomes of the present study.

TS 22.261 [7] has no requirement on 5G Proximity Services.

TS 22.185 [8] and 22.186 [9] have a set of specific requirements on 5G Proximity Services to support V2X communications.

5.x.6
Potential New Requirements needed to support the use case
5.x.6.1
Requirements related to the Service layer

[PR 5.x.6.1-1] The FRMCS Service in Off-Network mode shall be able to initiate voice and data communication for Shunting movements to relevant FRMCS Users upon a request from a functional identity entitled to initiate such communication.

[PR 5.x.6.1-2] The FRMCS Service in Off-Network mode shall provide the necessary communication means to support Shunting.
[PR 5.x.6.1-3] The FRMCS Service in Off-Network mode shall allow the multi-talker control.

[PR 5.x.6.1-4] The FRMCS Service in Off-Network mode shall provide the means to enable/disable continuous monitoring of the communication links to all involved FRMCS Users of a specific voice or data group communication.
[PR 5.x.6.1-5] An authorised FRMCS User in Off-Network mode shall be able to enable/disable continuous monitoring of the communication links to all involved FRMCS Users of a specific voice or data group communication.
[PR 5.x.6.1-6] If a degradation or loss of a communication link is detected, the remaining FRMCS Users shall be informed. The ongoing communications among the remaining FRMCS Users shall continue. 
[PR 5.x.6.1-7] The FRMCS Service in Off-Network mode shall allow arbitration for Shunting communication.

[PR 5.x.6.1-8] The FRMCS Service in Off-Network mode shall allow FRMCS Users to join an ongoing voice and data communication for Shunting based on their functional identity and location.
[PR 5.x.6.1-9] An authorised FRMCS User shall be able to invite another FRMCS User to join a voice communication, based on his functional identity, FRMCS User Identity, or FRMCS Equipment Identity, even if his already involved in another active communication.
[PR 5.x.6.1-10] When accepting a communication invitation, in case the FRMCS User has an active voice communication, the FRMCS User shall be able to leave, terminate or merge the voice communication(s).
[PR 5.x.6.1-11] The FRMCS User sending the invitation shall be informed if the targeted FRMCS User receives, accepts, rejects or ignores the invitation.

[PR 5.x.6.1-12] All involved FRMCS User shall be informed when group communication status of an FRMCS user changes e.g. join, leave, on hold, terminate, invite, merge.
[PR 5.x.6.1-13] The FRMCS Service in Off-Network mode shall allow FRMCS Users to leave an ongoing voice and data communication for Shunting based on their functional identity and location.

[PR 5.x.6.1-14] The FRMCS Service in Off-Network mode shall be able to terminate voice and data communication for Shunting upon a request received from a functional identity entitled to terminate such communication.

[PR 5.x.6.1-15] The FRMCS Service in Off-Network mode shall provide the means to record Shunting communication and communication related information (e.g. FRMCS Users involved and their roles) to an external system.

[PR 5.x.6.1-16] The FRMCS Service Security Framework shall provide mechanisms in Off-Network mode to cover identity management, authentication, authorisation and data protection in respect to Shunting.
5.x.6.2
Requirements related to the Transport layer

[PR 5.x.6.2-1] The FRMCS Service in Off-Network mode shall not interfere with FRMCS Services in On-Network mode.

[PR 5.x.6.2-2] The FRMCS Service in Off-Network mode shall support the following traffic characteristics of voice and data transfer for direct communication for Shunting:

Note: this table is intended to be an enhancement to TS 22.289 table 5.2.2-2 [2]
	Scenario
	End-to-end latency
	Reliability

(Note 1)
	UE speed
	User experienced data rate (UL and DL)
	Payload

size

(Note 2)
	Area traffic density (UL and DL)
	Overall UE density
	Communication range

(Note 3)


	Service area dimension
(Note 4)

	Shunting voice Communication 
	≤100 ms
	99,9999%
	≤40 kmph
	100 kbps

up to 300 kbps
	Small
	Up to 1 Mbps/line km
	≤10 shunting members
	≤1.5 km along rail tracks including tunnels, bad weather conditions and unfavourable geographical conditions

(Note 5)
	≤1.5 km along rail tracks including tunnels, bad weather conditions and unfavourable geographical conditions

(Note 5)

	Shunting data Communication
	≤500 ms
	99,9999%
	≤40 kmph
	10 kbps up to 

500 kbps
	Small to medium
	Up to 10 Mbps/km
	≤10 shunting members
	≤1.5 km along rail tracks including tunnels, bad weather conditions and unfavourable geographical conditions

(Note 5)
	≤1.5 km along rail tracks including tunnels, bad weather conditions and unfavourable geographical conditions

(Note 5)

	
	NOTE 1:
Reliability as defined in TS 22.289 sub-clause 3.1.

NOTE 2:
Small: payload ≤ 256 octets, Medium: payload ≤512 octets; Large: payload 513 -1500 octets.

NOTE 3: 
Supported via either a single hop UE-to-UE, or multi hop UE-to-UE relaying, or deployable gNB or any other 3GPP capability of 5GS that best serve these use case in areas with no FRMCS RAN nodes/no FRMCS network coverage (i.e. need a deployable solution using dedicated spectrum).

NOTE 4:
Estimates of maximum dimensions.

NOTE 5:
Non-Line-of-Sight (NLOS) between UEs, UE to UE both inside locomotives and unfavourable radio propagation conditions in shunting yards shall be supported.


Table 5.x.6.2-1: Traffic characteristics for Shunting communications
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