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1. Overall Description:

SA1 thanks SA2 for their LS with questions about how to provide IMS services to SNPN. 
SA1 has considered the two actions in the LS and would like to give the following response.

For the question if “The SNPN can have an SLA agreement with a third party (different Administrative Domain) IMS provider to provide IMS services”?

Answer: This scenario is covered by the requirement from 3GPP TS 22.261, chapter 6.25.2:

	Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for non-public network subscribers:

- access to subscribed PLMN services via the non-public network;
- seamless service continuity for subscribed PLMN services between a non-public network and a PLMN;

- access to selected non-public network services via a PLMN;

- seamless service continuity for non-public network services between a non-public network and a PLMN.


Also, 3GPP TS 22.228 Annex B gives various examples how an IMS provider can have a relationship with Access Network Operator.  In this situation an Access Network operator is an SNPN.
For the scenario where the SNPN provides the IMS network if there is need to consider additional variants regarding the IMS authentication/IMS identifiers similar to what exists today; 
Answer: 3GPP TS 22.228 has a requirement that 5G system shall be able to support IMS in non-public networks. It also illustrates some of the possible deployment scenarios for IMS but this is not an exhaustive list, so SA1 do not have a limitation in the number of variants for IMS authentication/IMS identifiers.
2. Actions:

To SA2 group.

ACTION: 
SA1 asks SA2 to take the above into consideration.
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