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Abstract: This document describes a use case and (possible) potential requirements, as part of the FS_PALS study.
	Use Case 1


x.1	(E-)Sports events at different venues: Hosting Network and 3rd Party Provider service negotiation via standard APIs
[bookmark: _Toc355779204][bookmark: _Toc354586742][bookmark: _Toc354590101]x.1.1	Description 
Network A infrastructure is deployed in multiple sport venues., e.g. from October 2020 to May 2021. Network A may be a PLMN or and NPN. The (e-) sports games are scheduled one month in advance throughout the season, and may be subject to reschedule for different reasons. The venues are decided between the 3rd Party Provider B and venue owners.  Once the venue and time are scheduled, the 3rd Party content provider needs to negotiate with Network A to set-up access to the 3rd party provider’s services during the event and at the venue location, and for Network A to manage resources for that service. 
In order to facilitate such negotiation, Network A offers standard APIs for 3rd Party Content Provider B to request specific configuration of access to the exclusive service during the (e-)game event. 
Via the standard API, the 3rd Party Content Provider may request one or more of the following:
-	Service area / location (e.g. venue)
-	Time period for service (e.g. game time)
-	Service requirements (including QoS requirements, slicing information)
-	Potentially different QoS requirements for different users (e.g., depending on pricing such as gold, silver, bronze)
-	Discovery information (dependent on other use cases) if needed, e.g. event name, 3rd party provider name, etc.
-	3rd Party Portal information (e.g., for access to 3rd Party Content Provider Portal for online sign-up)
-	Expected or maximum number of users that will be accessing the service during the event. 

Network provider A then creates policy rules and performs network configuration accordingly. 
Network A confirms the accepted service set-up, including one or more of the following:
-	Confirmation of location/date/time.
-	Accepted QoS to be provided. 
-	Network slicing information.
-	Limitation in number of subscribers to access the event.
-	Specific access/discovery information.  
The 3rd Party Content Provider may request to modify the previous request at any time (e.g. in case of game reschedule, change in expected number of spectators, etc).
NOTE: User /UE discovery of the service and UE access are not covered in this use case, and depends on other use cases. 
[bookmark: _Toc355779205][bookmark: _Toc354586743][bookmark: _Toc354590102]x.1.2	Pre-conditions
Network A and 3rd Party Content Provider B have a service pre-agreement for 3rd Party Content Provider B to offer exclusive service for Game events at different venues, via Network A’s access for a whole season. Specific location and times to be determined as season progresses.
x.1.3	Service Flows
1. 3rd Party Content Provider B confirms venue and time for a game event.
2. 3rd Party Content Provider B requests via standard API to establish a service via Network A’s access at the specific time and location. The 3rd party provider provides various service requirement requests, including QoS, expected/maximum number of users, event information for discovery, etc.   
3. Network A performs service authorization for the time and location, creates policies for the event and configures the network accordingly.
4. Network A provides a confirmation of service including accepted QoS, slicing information if needed, maximum number of users allowed, and potentially other information for discovery. 
5. The 3rd Party Provider B may provide information to game event participants for accessing their services via Network A.
NOTE: User discovery and access are not part of this use case and are dependent on other use cases.  
6.   Network A activates the resources for 3rd party content provider’s service at the agreed time period and location.  
[bookmark: _Toc355779207][bookmark: _Toc354586745][bookmark: _Toc354590104]x.1.4	Post-conditions
[bookmark: _Toc355779209][bookmark: _Toc354586747][bookmark: _Toc354590106]E-game event participants are able to access 3rd Party Content Provider’s services via Network A’s access during the game at the specific location. 
x.1.5	Existing features partly or fully covering the use case functionality
[FFS]
x.1.6	Potential New Requirements needed to support the use case
[PR.x.1.6-1] It shall be able for a 3rd Party Provider to request a Hosting Network via standard API’s to provide access to 3rd party provider services at a specific time and location. 
[PR.x.1.6-2] It shall be possible for the 3rd Party Provider to request various service requirements, including QoS, expected/maximum number of users, event information for discovery, network slicing, etc.
[PR.x.1.6-3] It shall be possible for a hosting network to create policies and configure resources for the requested time and location for the 3rd Party Provider services based on the received request. 
[PR.x.1.6-4] It shall be possible for a hosting network to notify the 3rd Party Provider of the accepted service parameters, including QoS, maximum allowed number of users, event information for discovery, network slicing, etc. 



