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Abstract: Discussion paper on additional security aspects to be included in 3GPP TR 22.881 beyond the requirements listed in contribution S1-203231. 
In the context of this document the meaning of “administrative and security related information” refers to information exchanged between connected MCX Service Systems that could be relevant for an MCX Service System, MCX User or MC UE .
6
Security Aspects

6.2
Potential requirements
[PR 6.2.00x] Exchange of administrative and security related information between MCX Service Systems shall take into account the sharing of signing certificates
[PR 6.2.00y] The administrative and security relevant information shall be protected from eavesdropping and manipulation 

[PR 6.2.00z] The administrative and security relevant information shall have a ‘life time’ applied to it, i.e, valid for four weeks, two days, etc. 
