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Abstract: At SA1#90e, it was agreed to add a note to Rel-16 TS 22.261 indicating that IAB-MT is not subject to UAC.  No action was taken to address the topic in Rel-17 to allow further consideration based on RAN2 and CT1 developments.  This paper proposes a way forward in Rel-17 based on actions taken in those groups.
Discussion:
During CT1#124e, CT1 agreed a CR, C1-203995, in response to the RAN2 LS, R2-2003868, indicating that IAB-MT should skip UAC. SA1 had also received this LS at SA1#90e
The CT1 CR states:

NOTE 1:
Although the UE operating as an IAB-node skips the access control checks, the UE operating as an IAB-node determines an access category and one or more access identities for each access attempt in order to derive an RRC establishment cause. In this case the NAS provides the RRC establishment cause but does not provide the access category and the one or more access identities to the lower layers.

Editor's note [IABARC-CT, CR#2242]: When the UE operating as an IAB-node starts skipping the access control checks is FFS.
And:
NOTE 7:
Although the UE operating as an IAB-node skips the access control checks, the UE provides the applicable access identities to lower layers for access attempts identified by lower layers in 5GMM-CONNECTED mode with RRC inactive indication.
Based on these changes in CT1, it is clear that for IAB-MT, both Access Identity and Access Categories are still determined and utilized in order to decide the RRC establishment cause. Furthermore, RAN2 agreed the following (as per RAN2 chairman notes from RAN#100e meeting):

	· [047] To stick to the current RAN2 agreement on UAC that IAB MT Access Stratum shall consider its access as “allowed” as part of UAC, irrespective of AC and AI provided by NAS.
· [047] To introduce NO further changes to RAN2 specifications on UAC bypassing. 
· [047] To introduce NO special handling for setting establishmentCause in RAN2 specifications. That is, the establishmentCause is set in accordance with the information received from upper layers as already specified in RAN2 specification. 
· [047] To introduce NO special handling for setting resumeCause in RAN2 specifications. 


It was confirmed that the establishment cause is set in accordance with information provided from upper layers also for IAB-MT. This means there is no special handling of IAB-MT during RRC connection establishment and that the NG-RAN node performs access control based on the RRC establishment cause in the RRC message sent by the IAB-MT, just as is done for any other UE. Additionally, the RRC resume cause setting mechanism based on Access Identity/Access Category remains intact.

Problem Statement:

Based on the above, we see three problems with the direction taken for Rel-16.

1) The NOTE added to 22.261 states “IAB-MT is not subject to access control.” Is not aligned with the agreements in CT1 that “access control is skipped for IAB-MT” and in RAN2 that “access as “allowed” as part of UAC”.

2) An aberration in processing has been introduced by suggesting that UAC be avoided entirely for IAB-MT, even though Access Identities and Access Categories are still assigned to such terminations.  For other terminations where access blocking may be  avoided, a specific Access Identity has been assigned, i.e., Access Identity 1 for UEs configured for MPS and Access Identity 2 for UEs configured for MCS. The objective of establishing UAC for 5G was to provide a common approach to all access control issues and avoid the complexity that was introduced by a mish-mash of access control mechanisms introduced in prior generations. This aberration is leading down the path we initially set out to avoid.
3) A mismatch has been created between access control by the UE and by the NG-RAN. Even though the current specifications avoid IAB-MT barring in the UE, those access attempts can still be barred by the NG-RAN because the current agreements do not allow NG-RAN to distinguish whether a request is from an IAB-MT or a normal UE, i.e., there is no specific RRC establishment cause for IAB-MT nor specific Access Identity for IAB-MT.
Proposal:
Therefore, we propose 2 alternative ways forward to resolve these 3 issues.
Alternative 1)

1) For Rel-16, modify the note to read “Access control check of IAB-MT is skipped.”  
2) For Rel-17, adding an Access Identity for “UE configured for IAB-MT” with a note stating: “Access Identity 4 is not barred, irrespective of Access Category.”  This change resolves the aberration by utilizing the functionality associated with UAC in a consistent manner for IAB-MT as for any other UE.  This change also resolves the mismatch between access control by the UE and NG-RAN by providing a clear indication to the NG-RAN that the access attempt is an IAB-MT. 

Alternative 2)

1) For Rel-16, remove the note added during SA1#90e.  Add an Access Identify for “UE configured for IAB-MT” with a note stating “Access Identity 4 is not barred, irrespective of Access Category.”  This change resolves the aberration by utilizing the functionality associated with UAC in a consistent manner for IAB-MT as for any other UE.  This change also resolves the mismatch between access control by the UE and NG-RAN by providing a clear indication to the NG-RAN that the access attempt is an IAB-MT.

2) Have a mirror CR to add the Access Identity to Rel-17.
