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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a … 
	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent Work Item 
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	800012
	UIA
	User identities and authentication
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Justification

3GPP first specified a Personal Network in 3GPP TS 22.259 in Rel-7. It mainly looked at a collection of devices (e.g. phone, PDA laptop) that a user might have and how sessions could be redirected between those devices. 3GPP subsequently then specified NB-IoT and eMTC to support vertical IoT requirements, e.g. gas and water meters, however the work in TS 22.259 and other areas has not looked at the proliferation of consumer IoT devices that can be categorised into 2 specific areas: 
a. in the home (e.g. door sensors, switch controls, cameras, thermostats, garage door openers, ovens, voice assistant devices TVs, washing machine, fridge etc) (aka the smart automated home) and 
b. on a person (e.g. cameras, headset, earphones, watch, car, other modes of transport etc) collectively called wearable devices.
NOTE 1:
a) communications are in the order of couple of meters, whereas b) is in the order of a meter.
NOTE 2:
a) and b) are collectively known as Personal IoT devices.
Users create Personal IoT networks out of all of these Personal IoT devices mainly in their homes or around their body. These Personal IoT devices can use a multitude of different non 3GPP based wireless technologies to communicate within the Personal IoT network to allow a user to interact with and control E.g. 

1. smart automated home devices use Z-Wave® or Zigbee ® (D2D technologies) and require a home base control unit.  Some of these smart automated home devices may also be monitored by a third party requiring yet another home hub;

2. smart automated home, personal voice assistances etc use WLAN technologies and then require an application(s) on a smartphone using cloud based controls;

3. wearable devices can use Bluetooth®, NFC, WLAN etc to communicate (D2D technologies) etc with a smartphone or car and use an alternative technology e.g. NR when the smartphone is not available or the D2D technology cannot support the bandwidth.  

To complicate matters further these Personal IoT devices have different ways to secure their connections, if at all, and multitude of non-friendly configuration mechanisms e.g. pressing buttons in a certain sequence, flashing lights, using QR codes or barcodes, sound based communications etc.  Making things even more complex they might use one type of D2D technology for configuration and then another for day to day operation. This fragmentation confuses the user and presents a barrier to the mass adoption of Personal IoT devices. It requires a proliferation of 
a. wireless technologies in a device (IoT device and UE if one is involved) increasing device complexity, each having its own silicon footprint, battery consumption etc; and

b. ways to control or interact with the devices e.g. home hubs, applications etc 

Stability of these Personal IoT networks can also be questionable, as mentioned above some control of the Personal IoT device requires a home hub, whereas others use cloud based applications.  In instance where the internet is part of the connection the connection can become unstable.  When the Personal IoT device is being monitored by a third party for the consumer this is problematic.  Given most Personal IoT devices generate traffic locally, routing everything through the cloud might not always make sense.

The market place is fragmented, users end up with a multitude of applications and methods (e.g. home based hub, cloud etc) to control these Personal IoT devices resulting in instability of IoT operations and lack of deployment. Furthermore,  Personal IoT devices require: 

· so much non automated configuration most users won’t use the technology / product.
· handset and home base vendors need to implement numerous different technologies to provide connectivity to these wearable and smart home IoT devices.  
Users just don’t want to go through the pain of the setting up of these devices.

Current 5G direct device connection standards are not optimised for short range communication (e.g. order of less than 1m for wearables on a person’s body to 40m for home automation line of sight). Furthermore, 5G standards do not support consumer based private networks (e.g. home hub, CPE) where a user, in conjunction with an operator (PLMN) can easily manage consumer IoT devices that use 3GPP connection technologies.
4
Objective

This study is aiming at new use cases and service requirements to enhance 5GS support of Personal IoT (PIoT) networks, including when the PIoT network is connected to 5GC, either using indirect network communications or other macro network connectivity (e.g. local RAN entities/gateways). In the context of the objectives, a PIoT network is a set of Personal IoT devices communicating between themselves and with a UE (e.g. smartphone, residential gateway etc) using direct device connections.
The objectives include:

· Study use cases related to 5GS support of Personal IoT networks and potential new requirements, e.g.
· Interactions between devices in a Personal IoT network and devices in the cellular network.
· Interactions between devices in a Personal IoT network.
· Onboarding devices with operator managed credentials within the Personal IoT Network from a user/UE (e.g., smartphone) or via a 5G network (e.g. PLMN).

· Requirements and KPIs to improve performance of short range direct device connections 
· Position requirements and KPIs (e.g for 6 Degrees of Freedom [6DoF] etc). 
· Gap analysis between the identified requirements and what is already defined by existing 3GPP requirements, e.g. related to NCIS, NPN, ProSe REFEC etc.
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	Internal TR
	22.XXX
	Study on supporting Personal IoT Networks
	TSG#90 (Dec 2020)
	TSG#91 (Mar 2021)
	Adrian Buckley
Adrian.buckley@vivo.com


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks
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Work item Rapporteur(s)
 Adrian Buckley, vivo Mobile Communications Ltd, adrian.buckley@vivo.com
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Work item leadership

SA1 
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Aspects that involve other WGs
 None identified yet
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