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Abstract: This paper gives clarification on SA1 requirements on UAS remote Identification
SA1 has received LS from SA6 asking for clarification on requirements [R-5.1-003] and [R-5.1-004] in subclause 5.1 of TS 22.125 V17.1.0:
[R-5.1-003] The 3GPP system shall enable a UAS to send UTM the UAV data which can contain: unique identity (this may be a 3GPP identity), UE capability of the UAV, make & model, serial number, take-off weight, position, owner identity, owner address, owner contact details, owner certification, take-off location, mission type, route data, operating status.

[R-5.1-004] The 3GPP system shall enable a UAS to send UTM the UAV controller data which can contain: unique identity (this may be a 3GPP identity), UE capability of the UAV controller, position, owner identity, owner address, owner contact details, owner certification, UAV operator identity, UAV operator license, UAV operator certification, UAV pilot identity, UAV pilot license, UAV pilot certification and flight plan.

These requirements are result of Rel-16 study item on Remote Identification of Unmanned Aerial Systems (TR 22.825). More specifically from the described use case for initial authorization to operate (subclause 5.1). Use case description shows different steps needed in order for the UAS to receive authorization to operate from the UTM. Discussions on how to identify the UAV and UAV controller led to listing of parameters which might be applicable for such authorization.
Observation1:

The use case and derived requirements indicate the 3GPP system shall enable data communication between UAS and UTM. Indicated parameters show by which means the UAV and UAV controller shall be identified and inform that the list of identification data sent towards the UTM could be quite long.
As indicated in the LS, SA6 has discussed potential key issues on whether and how to enable flight route support in 3GPP network in order to let the 3GPP system control a UAV fly route. How to enable 3GPP system to support and be aware of Federal Aviation Administration messages containing maps notifying UAV operators for flight area restrictions and notices to airmen.
When looking through TS 22.125 Rel-16 and Rel-17 there are no such use cases or scenarios described. Furthermore it is indicated that UTM is providing to UAS identification and tracking, authorisation, enforcement, regulation of UAS operations, and also stores the data required for UAS(s) to operate.
SA1 working on normative texts discussed the role of the MNO into the context of drone operation and if it shall be responsible for the UAS behaviour, making sure the instructions from UTM are followed. SA1 conclusion was such proposals go beyond the MNO responsibilities (CR#001, TS 22.125)
Observation2:

SA6 discussions on potential key issues described in the incoming LS (S6-200620) are outside the scope of the service requirements for UAS support in 3GPP.
Proposal:

To answer SA6:

Discussed requirements are coming from use case for initial authorization to operate (TR 22.825). The use case and derived requirements indicate 3GPP system shall enable data communication between UAS and UTM. Indicated parameters show by which means the UAV and UAV controller shall be identified and inform that list of identification data sent towards the UTM could be quite long.
SA6 discussions on potential key issues described are outside the scope of the service requirements for UAS support in 3GPP.

